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1 Introduction

In RAN3#69 meeting, it was agreed that for Rel-10 the X2 handover between HeNBs should only be performed intra HeNB GW if it is present [1].
In this contribution, some further details of issues on X2-based mobility for HeNBs are discussed from the ANR perspective under the above assumption.
2 Discussions
Given that the X2 interface is supported by HeNB, HeNB can reuse the existing ANR mechanism for discovering neighbours and establish the corresponding X2 connections automatically. According to the current ANR procedure, the HeNB can discover its neighbours by receiving measurement reports from the UE, and then trigger TNL address discovery to find out the TNL addresses of target sites. The HeNB sends the eNB Configuration Transfer message to the HeNB GW at first, then the HeNB GW forwards it to MME and finally gets back the address of the target site.
2.1 Source eNB-ID selection issue in HeNB GW
The first problem is that which eNB-ID, namely the source HeNB ID or the HeNB GW ID, should be used as “Source eNB-ID” when the HeNB GW creates the eNB Configuration Transfer message for the MME:

· if the HeNB GW ID is chosen, when the MME sends back the MME Configuration Transfer message to the HeNB GW, it cannot forward the message to the targeted HeNB due to lack of addressing information;
· if the HeNB ID is chosen, then how the MME can properly route the response message to the HeNB GW becomes a problem.
Proposal 1: RAN3 should discuss which eNB-ID should be used when the HeNB GW builds an eNB Configuration Transfer message to the MME.

2.2 Restricted X2-based HO
The second problem is that the target site may be either a Macro-eNB (MeNB) or a HeNB, or even a HeNB under another HeNB GW. As a result, even if the response to the eNB Configuration Transfer message is correctly routed from the MME to the HeNB GW, the latter will get various types of the TNL addresses of the target site:

· if direction X2 connection is adopted, the TNL address would belong to the MeNB or the HeNB;

· if GW-based X2 connection is adopted, the TNL address would belong to the HeNB GW.
The source GW (the GW serving the source HeNB) should figure out the eNB type to which the returned TNL address belongs. If a HeNB address is returned, the source GW can distinguish the HeNB from a normal eNB (as different type of eNB ID is used in the response message). As a result, it can prevent the HeNB from setting up a direct X2 interface with a HeNB outside the source GW.

However, if a HeNB GW address is returned, unless the source GW can distinguish a HeNB GW from a normal eNB, it can not prevent itself from setting up a X2 interface with another HeNB GW and from supporting X2-based HO crossing two HeNB GWs, which is not a desired outcome.
In order to restrict the X2-based HO to intra-GW only even if two HeNB GWs connect to the same MME pool area, one straightforward way is to prohibit the X2 connection between HeNB GWs.
Alternatively, a non-HO X2 connection may be established between two HeNB GWs, in the sense that the X2 interface may provide not only HO but also other functions, such as support to Inter-Cell Interference Coordination (ICIC) or energy saving. However, such scenarios are rare for the following reasons.
The typical HeNB deployment scenario is that one HeNB GW can serve hundreds of, or even more HeNBs. In other words, the majority of the neighbouring HeNBs are likely to be served by the same HeNB GW. From the perspective of ICIC, the dominant Inter-Cell Interference (ICI) mainly comes from HeNBs connecting to the same GW, rather than from their counterparts connecting to another GW. The need of ICIC between two HeNBs connecting to different HeNB GWs is minimum. It is the similar situation when Energy Saving functions are considered. Energy saving may not function properly without the support of HO, thus the non-HO X2 connection has little benefits in this case.
On top of the above issues, another problem is that if we still allow the X2 connection between the HeNB GWs, a mechanism is required to forbid the X2-based HO between them as per RAN3 agreement. Currently, the “No X2” property of NRT may meet this purpose, but it requires OAM efforts or a new mechanism to automatically set the “No X2” property on the X2 connection between HeNB GWs.
From the above analysis, the complexity of maintaining a non-HO X2 interface outweighs its benefits.
Proposal 2: The X2 interface between HeNB GW should be prohibited.

Two solutions are identified to prohibit the X2 interface between GWs.

Solution 1: S1-AP based solution
A simple solution may be to stop the TNL discovery procedure at the HeNB GW. For example, if the HeNB GW receives an eNB Configuration Transfer message from one of its HeNBs, which targets at another HeNB not belonging to the source GW, then the source GW will stop this procedure by not forwarding the message to the MME. The S1-AP based solution depends on whether the HeNB addressing issue can be solved. If HeNB can find out the type of the target neighbour cell (possible solutions are discussed in [3]), it can provide correct eNB ID (20bits or 28bits) in eNB Configuration Transfer message. Based on the eNB ID received in that message, the HeNB GW can also retrieve the target eNB type, and then stop the TNL discovery procedure. As a result, no X2 interface will be created between the HeNB GWs.
Solution 2: X2-AP based solution
An alternative solution is to continue the TNL discovery procedure as usual, and try to detect and prohibit the X2 setup procedure. This solution applies to the X2GW based indirect X2 connection. In this case, from the perspective of MeNB or HeNB GW, an HeNB GW will appear to be a normal eNB, which makes it difficult to avoid the X2 interface between HeNB GWs. However, once X2 setup is required (namely for its own HeNB), if the source HeNB GW detects that a target eNB is actually an HeNB GW, the source GW can abort this setup procedure to prevent the X2 interface from being established between the GWs. Therefore, a mechanism which is able to distinguish the HeNB GW from a normal eNB in X2 setup is required.
However, since GW does not have an air interface, neither PCI range split nor UE reporting is applicable [2]. To distinguish the HeNB GW from a normal eNB, there are several options:
· Option 1: One solution may be Cell Identity (CI) range split. The details of CI range split are discussed in [3].
· Option 2: Another option may be that the target GW rejects the X2 setup request if it comes from a GW. It can be done by adding a GW indicator when GW sending the X2 setup request. However, it increases overhead and may lead to backward compatibility issues, which make it less attractive than option 1.
Hence, the second option is not preferred.
Proposal 3: It is not necessary to introduce a GW indicator in X2 setup procedure.

Based on the above analysis, we have:
Proposal 4: Either S1-AP based or X2-AP based methods should be considered as the solution to eliminate X2 interface between multiple HeNB GWs.

3 Conclusion
In this contribution, we discuss some further details on how to prevent X2 HO between HeNBs served by different HeNB GWs. It is proposed to agree on the following recommendations:
Proposal 1: RAN3 should discuss which eNB-ID should be used when the HeNB GW builds an eNB Configuration Transfer message to the MME.

Proposal 2: X2 interface between HeNB GW should be prohibited.

Proposal 3: It is not necessary to introduce a GW indicator in X2 setup procedure. 
Proposal 4: Either S1-AP based or X2-AP based methods should be considered as the solution to eliminate X2 interface between HeNB GWs.
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