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1   Introduction
The last RAN3 meeting discussed the GW selection ([4], [5], [6]), but does not have a conclusion. This contribution analyzes the current GW selection method, and proposes a way forward. 
2   GW selection for relay node
Since the MME know it is a RN from CN, so MME can consider combined SGW/PGW for RN. Let’s use “R-GW” as an abbreviation for the SGW/PGW in the DeNB. There are several options to determine the identity of the R-GW:
2.1   Option 1: fixed approach in MME

The fixed approach is based on the assumption that R-GW uses same IP address as the DeNB’s eNB function. When the MME knows the RN is working as RN-relay, MME uses the DeNB’s IP address for the R-GW. The DeNB’s IP address is available as the source address of the S1 SETUP REQUEST message. 

One potential issue is this approach cannot support the scenario when DeNB uses a separate IP address for R-GW. 
Advantages:

· Simple mechanism. 

Disadvantages:

· Different to existing GW method (for macro GW, or SIPTO, or LIPA)

· It prevents using separate IP address for SGW/PGW in the DeNB.

2.2   Option 2: GW suggested by the DeNB
This is same as the LIPA GW selection as agreed by SA2 ([3]). During the RN’s attach procedure, the DeNB adds the IP address of the R-GW in the S1 message. Instead of using the regular DNS procedure, the MME uses this IP address for the RN’s GW. 
Advantages:

· Simple mechanism. 

· Same as LIPA GW selection

· Flexible to allow only one IP address for DeNB, or use a separate IP address for the R-GW.

Disadvantages:

· Extra parameter impacts S1. 

· The DeNB may have to insert the GW address unnecessarily for other NAS messages (TAU Request, Detach Request, Service Request), which may create extra burden in the S1 interface. Since Rel-10 RN does not support mobility and these procedures do not occur often after the RN works in normal operation, so the extra load is small.
Note: both disadvantages are not new, since they exist for LIPA GW selection.
2.3   Option 3: DNS-based GW selection with considering the DeNB’s eNB ID
This is same as the SIPTO GW selection as agreed by SA2. This option requires enhancement to current DNS based approach to include the DeNB ID in the DNS procedure, just like SIPTO GW selection. If the number of DeNBs is huge, then it is a big effort to update the record in the DNS server.
Advantages:

· Same as the GW selection for SIPTO.
Disadvantages:

· Need to upgrade the DNS server to include the record for each DeNB. If the number of DeNBs is huge, then it is a big effort.  

2.4   Option 4: HSS provides the PGW identity to MME
This is the same as current macro system that HSS provides the PGW identity as part of the subscription context to MME. This is also described in Section 2. 1 APN based solution of ([5]). When use this for relay, the PGW identity is the FQDN or the IP address of the R-GW. This requires adding the PGW identity (i.e., The IP address or FQDN of the GW in the R-GW) in HSS for every RN. When the RN is moved to another DeNB, the PGW identity information needs to be updated to point to the new DeNB. In addition, this can be a serious issue for network sharing scenario where the RAN and CN belong to different operators, since it requires the HSS to store the IP address of the DeNB.
Advantages:

· Same as existing macro system for PGW selection.

Disadvantages:

· More effort to maintain the information in HSS. When a RN is deployed in an area that can attach to multiple DeNBs, it is very difficult to keep the PGW ID in the HSS to match the DeNB that RN attaches to.
· Can be a serious issue for network sharing scenario when RAN and CN belong to different operators. 

2.5   Comparison

	
	Solution 1: Fixed approach
	Solution 2: GW suggested by DeNB
	Solution 3: DNS with DeNB ID
	Solution 4: existing macro PGW selection

	Impact to S1
	No (
	Yes (
	No (
	No (

	Impact to DNS / DNS server
	No (
	No (
	Yes (
Add record for each DeNB
	No (

	Whether support nomadic RN
	Yes (
	Yes (
	Yes (
	No. (
Need to manually change the PGW ID in the HSS

	Impact to MME
	Yes. (
MME need to overwrite the existing GW selection method
	Yes. (
MME need to overwrite the existing GW selection method
	Yes. (
MME need to overwrite the existing GW selection method
	No (

	OAM effort
	No (
	No (
	No (
	Yes. ( ( 
It is very difficult to keep the PGW ID in the HSS to match the R-GW that the RN attaches to.

	whether support separate IP address for R-GW
	No (
	Yes (
	Yes (
	Yes (

	Whether it is same as existing GW selection method, or the method for SIPTO/LIPA
	No (
	Same as LIPA (
	Same as SIPTO (
	Same as existing GW selection (

	Ability to support huge number of DeNBs
	Easy (
	Easy (
	Difficult (
	Difficult (

	Score
	5 ( 
3 (
	6 (
2 (
	5 (
3 (
	5 (
4 (

	Overall
	Better
	Best
	Better
	Not Good 


In a summary, 
· Option 2 reuses the LIPA-GW selection. Option 3 reuses the SIPTO-GW selection. Once the required spec changes are implemented for SIPTO GW selection and LIPA GW selection, we only need one sentence in Stage-2 to describe the GW selection for relay.  So Option 2 and Option 3 require similar spec changes, i.e. adding one sentence to Stage-2.
· The only difference between Option 2 and Option 3 is the required effort for deployment. Option 3 requires to add the record for each DeNB in the DNS server. If the number of DeNBs is huge, then it is not a small effort. (This is different to the SIPTO for macro that does not have many GWs for breakout). Option 2 does not require this. So Option 2 is better.
Proposal 1: DeNB provide the IP address of the R-GW to MME via S1 message, then MME uses this IP address as the SGW/PGW Identity.

A draft CR can be found in ([7])
3   How to trigger the MME to perform the special GW selection

Note: This section only considers the GW selection based on above Option 2 and Option 3.

As described in last section, MME use a normal GW, i.e. external to DeNB, for Phase I. Even RN may attach to a DeNB in Phase I, the MME shall not select the R-GW for the RN. MME shall only select the R-GW in Phase II. However, there is currently no way to tell MME whether it is Phase I attach, or Phase II attach. There are three possible solutions:
· Solution 1: reuse the indication from DeNB, i.e., by the presence of the IP address of the R-GW in the S1 Initial UE message. (only applies to the GW selection based on Option 2)
In this solution, the MME knows whether this is Phase I attach or Phase II attach by the absence/presence of the IP address in the S1 Initial UE Message.

 - In Phase I, RN attaches as a normal UE. Even RN attaches to DeNB, RN does not tell DeNB “I am a RN”. So the DeNB does not include the IP address of the R-GW in the S1 Initial UE message to MME.
 - In Phase II, RN indicates “I am a RN”. DeNB could then include the IP address of the R-GW in the S1 message to notify the MME. MME only performs the special GW selection when it is an RN, and DeNB includes the IP address in the S1 message. 
This solution is simple, but it cannot different the abnormal condition in Phase II from Phase I. In Phase II, if DeNB incorrectly miss the IP address in the S1 Initial UE message, MME will treat it as Phase I attach, then select the normal GW for the RN. From the MME’s perspective, the attach is successful. The RN receive the Attach Accept from MME, and also considers the attach is successful. The RN does not know that the attach is actually failed since MME did not select the R-GW. As shown in below figure, the MME cannot differentiate Scenario 1 and Scenario 3.
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Figure 1 – various scenarios for RN attach to DeNB
So Solution 1 does not work. MME cannot determine whether it is Phase I attach, or Phase II attach by only check the presence of the IP address in S1 message. The MME need know other information.
· Solution 2: uses a well-defined APN. (applies to the GW selection based on Option 2 and Option 3)
Once MME sees this special APN, it knows this is Phase II attach. But the question is how the MME know this well-defined APN. The MME have to be configured with this well-defined APN. 

· Solution 3: uses an APN, and there is an indication for R-GW in the HSS related to this APN. (applies to the GW selection based on Option 2 and Option 3)
When MME receive the APN from UE, it checks the associated subscription context. If an R-GW indication exists in the associated subscription context, MME performs the special GW selection. The below figure shows the RN attach in various scenarios based on Option 2. 
· Scenario 1: RN attaches to DeNB in Phase I. MME shall perform normal GW selection

· Scenario 2: RN attaches to DeNB in Phase II. RN provides APN, DeNB provides IP address of R-GW, and HSS provides the R-GW indication corresponding to this APN. MME performs special GW selection.

· Scenario 3: RN attaches to DeNB in Phase II. RN provides APN, but DeNB incorrectly miss the IP address in S1 message. So MME reject the attach. 
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Figure 2 – various scenarios for RN attach to DeNB
It is obvious that Solution 3 is best. We also need to notice that HSS already have similar indication for SIPTO and LIPA. Here is the possible enhancement to HSS data for Solution 3. 
Table 5.7.1-1: HSS data

	Field
	Description

	IMSI
	IMSI is the main reference key.

	…
	…

	Each subscription profile contains one or more PDN subscription contexts:


	Context Identifier
	Index of the PDN subscription context.

	PDN Address
	Indicates subscribed IP address(es).

	PDN Type
	Indicates the subscribed PDN Type (IPv4, IPv6, IPv4v6)

	APN-OI Replacement
	APN level APN-OI Replacement which has same role as UE level APN-OI Replacement but with higher priority than UE level APN-OI Replacement. This is an optional parameter. When available, it shall be used to construct the PDN GW FQDN instead of UE level APN-OI Replacement.

	Access Point Name (APN)
	A label according to DNS naming conventions describing the access point to the packet data network (or a wildcard) (NOTE 6).

	SIPTO permissions
	Indicates whether the traffic associated with this APN is allowed or prohibited for SIPTO

	LIPA permissions
	Indicates whether the PDN can be accessed via Local IP Access. Possible values are: LIPA-prohibited, LIPA-only and LIPA-conditional.

	R-GW indication
	Indicates whether the PDN shall use the PGW/SGW collocated in the DeNB. Possible values are: RGW-prohibited, and RGW-only.


Proposal 2: add an indication in the subscription profile to indicate whether MME need to select the R-GW.
Proposal 3: send LS to SA/CT for their opinion.

4   Conclusion
In this contribution, we analyses the options for PGW/SGW selection, and our proposals are:

Proposal 1: DeNB provide the IP address of the R-GW to MME via S1 message, then MME uses this IP address as the SGW/PGW Identity.

A draft CR can be found in ([7])
Proposal 2: add an indication in the subscription profile to indicate whether MME need to select the R-GW.
Proposal 3: send LS to SA/CT for their opinion.
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