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Introduction
 The Intra HNB-GW HNB to HNB mobility functionality for the connected mode UEs has been discussed heavily during release-9. During the Intra HNB-GW mobility, a connected mode UE is relocated from one HNB (Source) to another HNB (target), while both HNBs connected to the same HNB-GW without involving CN in the relocation signalling. 
The mechanism for the Intra HNB-GW HNB to HNB mobility has been agreed (in RAN3#65 meeting) and subsequently approved (RAN Plenary #45 meeting). However, later some issues were recognized for the agreed solution (TS 25.467v9.1.0) during the RAN3#67 meeting. As it was not possible to address the outstanding issues during release-9 due to lack of sufficient time, the solution has been effectively deferred to release-10 scope. RAN Plenary 47 has tasked RAN3 to introduce full solution for enhanced HNB to HNB mobility by fixing the outstanding issues for the existing solution by RAN Plenary 49 meeting (14 - 17 Sep 2010).
2 Discussion
During the release-9 discussions, multiple alternatives to support Intra HNB-GW mobility and extensive discussions took place during the RAN3 H(e)NB sessions. One of the main criteria applied in deciding the chosen mechanism was that it should be transparent to the CN and shield the CN from mobility signalling. It was also acknowledged that the HNB-GW terminated HNB to HNB mobility mechanism [2] provides distinctive benefits such as:

· Reduced handover latency between HNBs connected to same HNB-GW.

· Reduced CN signalling load since handover signalling is terminated at the HNB-GW.

· Interoperability with legacy CN implementations avoiding potential IoT problems.

Also, it is a well understood fact that the HNB-GW is not fully transparent for C-Plane and U-Plane traffic even for the release-8 architecture. It was acknowledged previously many times that the HNB architecture cannot work without sniffing and storing some of the C-Plane and U-Plane traffic at the HNB-GW. Such scenarios for example [5, 6, 7] were discussed during the release-8 discussions when the HNB architecture was agreed on. 
It must be noted that, “Proxy” functionality is a well explained and agreed concept for the LTE HeNB-GW. The HeNB Gateway node acts as the intermediate node (between HeNB and MME), that doesn’t terminate the S1-AP protocol. On the other hand, the HeNB GW provides the “Proxying” function in order to provide absolute abstraction for the HeNB and MME on S1 interface. The “Proxying” function basically means that some of the control parameters for example S1-AP UE IDs and GTP TEID are modified by the HeNB GWs leaving other parts of the S1-AP message unchanged. It is worth mentioning that the “Proxying” concept is even carried forward for the architecture chosen for the LTE Relays. Moreover, this is already a supported functionality for the 3G HNB-GWs, which is somehow not clearly captured in the stage-2 specification TS 25.467. Therefore, functionality that is already performed by HNB-GW needs to be clearly captured in the specification in order to avoid any ambiguity or IoT issue. 
With the clarification that HNB-GW performs “Proxying” function for the C-Plane and U-plane traffic, all the outstanding issues for the HNB-GW based HNB to HNB mobility can be clearly addressed with minor stage-2 modifications.

The following outstanding issues were identified that needs to be solved in order to complete the HNB-GW based HNB to HNB mobility solution.

· Iu UP handling during mobility: During the relocation procedure, the Iu UP entity needs to be relocated to point to the target HNB. Therefore, upon relocation, the Iu UP is initialised by the target RNC (target HNB in this case) as per normal relocation handling. For CS RABs, it is also possible that the Iu UP in the target HNB may use different RFCI values than the source HNB, though this is more a corner case than the norm in practice. Since the UE’s relocation is transparent to the MSC, Iu UP initialisation and any potential change in the value of the RFCI set is unexpected by the MSC.
Solution: Since mobility is anchored by the HNB-GW (i.e. transparent to the CN) Iu UP is terminated in the HNB-GW, and RFCI mapping (from the new set to the old) may need to be performed as well.
· Location Reporting: The CN may request the UTRAN to report periodically and/or report on change of SA. Since intra HNB-GW relocation signalling does not involve the CN, and currently the HNB-GW and the source HNB do not have a method to forward the information on location reporting to the target HNB, the target HNB cannot perform the report of the location of the UE. Therefore in order to solve the problem described above, the following mechanism can be utilized.
Solution: The HNB-GW terminates the RANAP LOCATION REPORTING CONTROL message and RANAP LOCATION REPORT message. Since the HNB-GW recognizes both of the SA of the source HNB and the target HNB, in case of intra-HNB-GW relocation, the HNB-GW can report on change of SA to CN. In the case of periodic location reporting, the HNB-GW relays the RANAP LOCATION REPORTING CONTROL message to the target HNB, possibly updated to indicate the remaining number of reports required after relocation.
· Data Volume Reporting: The UTRAN reports the IE "Unsuccessfully Transmitted DL Data Volume" in RANAP IU RELEASE COMPLETE when the call is finally released and this information could be used by CN as the charging policy may depend on successful packet count. In case of Intra HNB-GW HNB-HNB relocation, IU connection towards the CN is not released even though the HNB-GW initiates an IU RELEASE towards the source HNB; therefore “Unsuccessfully Transmitted DL Data Volume” needs to be maintained until Iu connection exits towards the CN due to call release.
Solution: The HNB-GW accumulates data volume reports from the different HNBs involved in a UE’s mobility and reports the final value to the SGSN at RAB release.

· RAB related parameters: The HNB-GW needs to populate the RANAP RELOCATION REQUEST message with RAB and security (both encryption and integrity protection) related parameters so that the target HNB can use them appropriately. In order to accomplish this, the HNB-GW needs to store the appropriate parameters during RAB Assignment and Security Mode Control procedures.

Solution: The HNB-GW preserves RAB related parameters and security (both encryption and integrity protection) related parameters from the RANAP messages, for subsequent relay to the target HNB in the RANAP RELOCATION REQUEST message during intra-HNB-GW mobility.

We would also like to re-iterate that reusing the RANAP messages for Intra HNB-GW mobility is the best way to support intra HNB-GW mobility and requires no new protocols or messages. The HNB anyway needs to support RANAP based relocation procedure for inbound and outbound mobility with macro cells. Therefore, introduction of additional mechanism for supporting Intra HNB-GW HNB to HNB mobility would be clearly disadvantageous for the whole solution.


Conclusion

Form the above discussion, it is proposed to.
Proposal 1: Agree on the clarification CR for the TS 25.467 in order to address the outstanding topics related to Intra HNB-GW HNB to HNB mobility. 
Proposal 2: Agree to add the clarification that HNB-GW performs the proxying function for C-Plane and U-Plane traffic.
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