Page 1



3GPP TSG-RAN WG3 Meeting #67
(
 R3-101071
San Francisco, CA, USA, 22nd – 26th February 2010
	CR-Form-v9.6

	CHANGE REQUEST

	

	(

	36.413
	CR
	0647
	(

rev
	1
	(

Current version:
	9.1.0
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	
	Radio Access Network
	X
	Core Network
	X


	

	Title:
(

	Rapporteur’s update for S1AP protocol

	
	

	Source to WG:
(

	Nokia Siemens Networks, Nokia

	Source to TSG:
(

	R3

	
	

	Work item code:
(

	TEI9
	
	Date: (

	22/02/2010

	
	
	
	
	

	Category:
(

	F
	
	Release: (

	Rel-9

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)

	
	

	Reason for change:
(

	In order to further clarify and make editorial corrections to the current S1AP protocol specification.

	
	

	Summary of change:
(

	· Corrected alignment of fields in tables;
· Fixed typos and grammatical errors;

· Checked consistency of IE/Group names;

· Introduced and highlighted in yellow changes agreed in RP-100210;
· Removed redundant definition in ASN.1 part.

	
	

	Consequences if 
(

not approved:
	TS with editorial errors, consistency errors and redundant definition in ASN.1 clause.

	
	

	Clauses affected:
(

	8.2.1.2, 8.2.2.2, 8.2.3.2.1, 8.2.3.3, 8.3.1.2, 8.3.2.2, 8.3.3.2, 8.3.3.3, 8.3.4.2, 8.4.1.2, 8.4.1.3, 8.4.4.2, 8.4.5.2, 8.4.7.2, 8.6.2.1, 8.6.2.2, 8.6.2.4, 8.7.1.1, 8.7.3.2, 8.7.5.1, 8.7.5.2, 8.7.5.4, 8.8.2.1, 8.8.2.2, 8.9.2, 8.12.1.2, 8.12.2.2, 9.1.3.1, 9.1.3.2, 9.1.3.3, 9.1.3.4, 9.1.3.6, 9.1.4.1, 9.1.4.2, 9.1.5.2, 9.1.5.4, 9.1.5.5, 9.1.5.8, 9.1.5.9, 9.1.5.13, 9.1.5.14, 9.1.6, 9.1.8.1, 9.1.8.4, 9.1.8.5, 9.1.8.10, 9.1.9.1, 9.1.18, 9.2.1.1, 9.2.1.3, 9.2.1.3a, 9.2.1.4, 9.2.1.6, 9.2.1.7, 9.2.1.18, 9.2.1.20, 9.2.1.21, 9.2.1.22, 9.2.1.28, 9.2.1.29, 9.2.1.31, 9.2.1.35, 9.2.1.40, 9.2.1.42, 9.2.1.43a, 9.2.1.44, 9.2.1.50, 9.2.1.54, 9.2.1.59, 9.2.1.70, 9.2.2.2, 9.2.3.3, 9.2.3.12, 9.2.3.23, 9.2.3.26, 9.2.3.29, 9.3.0, 9.3.4.

	
	

	
	Y
	N
	
	

	Other specs
(

	
	X
	 Other core specifications
(

	

	affected:
	
	X
	 Test specifications
	

	
	
	X
	 O&M Specifications
	

	
	

	Other comments:
(

	


----------------------------------

Skip unchanged text

----------------------------------

8.2.1.2
Successful Operation
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Figure 8.2.1.2-1: E-RAB Setup procedure. Successful operation.

The MME initiates the procedure by sending an E-RAB SETUP REQUEST message to the eNB. 

· The E-RAB SETUP REQUEST message shall contain the information required by the eNB to build the E-RAB configuration consisting of at least one E-RAB and for each E-RAB to setup include an E-RAB to be Setup Item IE. 

Upon reception of the E-RAB SETUP REQUEST message, and if resources are available for the requested configuration, the eNB shall execute the requested E-RAB configuration. For each E-RAB and based on the E-RAB level QoS parameters IE the eNB shall establish a Data Radio Bearer and allocate the required resources on Uu. The eNB shall pass the NAS-PDU IE and the value contained in the E-RAB ID IE received for the E-RAB for each established Data Radio Bearer to the UE. The eNB does not send the NAS PDUs associated to the failed Data radio bearers to the UE. The eNB shall allocate the required resources on S1 for the E-RABs requested to be established.

The E-RAB SETUP REQUEST message may contain 

-
the UE Aggregate Maximum Bit Rate IE. 

If the UE Aggregate Maximum Bit Rate IE is included in the E-RAB SETUP REQUEST the eNB shall
· 
· replace the previously provided UE Aggregate Maximum Bit Rate by the received UE Aggregate Maximum Bit Rate in the UE context; the eNB shall use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE. 
If the UE Aggregate Maximum Bit Rate IE is not contained in the E-RAB SETUP REQUEST message, the eNB shall use the previously provided UE Aggregate Maximum Bit Rate which is stored in the UE context. 

The eNB shall establish or modify the resources according to the values of the Allocation and Retention Priority IE (priority level and pre-emption indicators) and the resource situation as follows:

-
The eNB shall consider the priority level of the requested E-RAB, when deciding on the resource allocation.

-
The priority levels and the pre-emption indicators may (individually or in combination) be used to determine whether the E-RAB setup has to be performed unconditionally and immediately. If the requested E-RAB is marked as "may trigger pre-emption" and the resource situation requires so, the eNB may trigger the pre-emption procedure which may then cause the forced release of a lower priority E-RAB which is marked as "pre-emptable". Whilst the process and the extent of the pre-emption procedure is operator-dependent, the pre-emption indicators shall be treated as follows:

1.
The values of the last received Pre-emption Vulnerability IE and Priority Level IE shall prevail.

2.
If the Pre-emption Capability IE is set to "may trigger pre-emption", then this allocation request may trigger the pre-emption procedure.

3.
If the Pre-emption Capability IE is set to "shall not trigger pre-emption", then this allocation request shall not trigger the pre-emption procedure.

4.
If the Pre-emption Vulnerability IE is set to "pre-emptable", then this E-RAB shall be included in the pre-emption process.

5.
If the Pre-emption Vulnerability IE is set to "not pre-emptable", then this E-RAB shall not be included in the pre-emption process.

6.
If the Priority Level IE is set to "no priority" the given values for the Pre-emption Capability IE and Pre-emption Vulnerability IE shall not be considered. Instead the values "shall not trigger pre-emption" and "not pre-emptable" shall prevail.

-
The E-UTRAN pre-emption process shall keep the following rules:

1.
E-UTRAN shall only pre‑empt E-RABs with lower priority, in ascending order of priority.

2.
The pre-emption may be done for E-RABs belonging to the same UE or to other UEs.

The eNB shall report to the MME, in the E-RAB SETUP RESPONSE message, the result for all the requested E-RABs.

-
A list of E-RABs which are successfully established shall be included in the E-RAB Setup List IE.

-
A list of E-RABs which failed to be established shall be included in the E-RAB Failed to Setup List IE. 

In case of the establishment of an E-RAB the EPC must be prepared to receive user data before the E-RAB SETUP RESPONSE message has been received.

When the eNB reports unsuccessful establishment of an E-RAB, the cause value should be precise enough to enable the MME to know the reason for an unsuccessful establishment e.g.: "Radio resources not available", "Failure in the Radio Interface Procedure".

Interactions with Handover Preparation procedure:

If a handover becomes necessary during E-RAB Setup, the eNB may interrupt the ongoing E-RAB Setup procedure and initiate the Handover Preparation procedure as follows:

1.
The eNB shall send the E-RAB SETUP RESPONSE message in which the eNB shall indicate, if necessary 

-
all the E-RABs fail with an appropriate cause value e.g."S1 intra system Handover triggered", "S1 inter system Handover triggered" or "X2 Handover triggered".
2.
The eNB shall trigger the handover procedure.
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8.2.2.2
Successful Operation
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Figure 8.2.2.2-1: E-RAB Modify procedure. Successful operation.

The MME initiates the procedure by sending an E-RAB MODIFY REQUEST message to the eNB. 

· The E-RAB MODIFY REQUEST message shall contain the information required by the eNB to modify one or several E-RABs of the existing E-RAB configuration. 

Information shall be present in the E-RAB MODIFY REQUEST message only when any previously set value for the E-RAB configuration is requested to be modified.

Upon reception of the E-RAB MODIFY REQUEST message, and if resources are available for the requested target configuration, the eNB shall execute the modification of the requested E-RAB configuration. For each E-RAB that shall be modified and based on the new E-RAB level QoS parameters IE the eNB shall modify the Data Radio Bearer configuration and change allocation of resources on Uu according to the new resource request. The eNB shall pass the NAS-PDU IE received for the E-RAB to the UE when modifying the Data Radio Bearer configuration. The eNB does not send the NAS PDUs associated to the failed Data radio bearers to the UE. The eNB shall change allocation of resources on S1 according to the new resource request.

If the E-UTRAN failed to modify an E-RAB the E-UTRAN shall keep the E-RAB configuration as it was configured prior the E-RAB MODIFY REQUEST.

The E-RAB MODIFY REQUEST message may contain the

· the UE Aggregate Maximum Bit Rate IE.
If the UE Aggregate Maximum Bit Rate IE is included in the E-RAB MODIFY REQUEST the eNB shall
· replace the previously provided UE Aggregate Maximum Bit Rate by the received UE Aggregate Maximum Bit Rate in the UE context; the eNB shall use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE. 
· 
If the UE Aggregate Maximum Bit Rate IE is not contained in the E-RAB MODIFY REQUEST message, the eNB shall use the previously provided UE Aggregate Maximum Bit Rate which is stored in the UE context. 

The modification of resources according to the values of the Allocation and Retention Priority IE shall follow the principles described for the E-RAB Setup procedure.
The eNB shall report to the MME, in the E-RAB MODIFY RESPONSE message, the result for all the requested E-RABs to be modified.

-
A list of E-RABs which are successfully modified shall be included in the E-RAB Modify List IE.

-
A list of E-RABs which failed to be modified shall be included in the E-RAB Failed to Modify List IE.
When the eNB reports unsuccessful modification of an E-RAB, the cause value should be precise enough to enable the MME to know the reason for an unsuccessful modification e.g.: "Radio resources not available", "Failure in the Radio Interface Procedure".

In case of a modification of an E-RAB the EPC must be prepared to receive user data according to the modified E-RAB profile prior to the E-RAB MODIFY RESPONSE message.

Interactions with Handover Preparation procedure:

If a handover becomes necessary during E-RAB modify, the eNB may interrupt the ongoing E-RAB Modify procedure and initiate the Handover Preparation procedure as follows:

1.
The eNB shall send the E-RAB MODIFY RESPONSE message in which the eNB shall indicate, if necessary 

-
all the E-RABs fail with an appropriate cause value e.g."S1 intra system Handover triggered", "S1 inter system Handover triggered" or "X2 Handover triggered".
2.
The eNB shall trigger the handover procedure.
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8.2.3.2.1
E-RAB Release - MME initiated
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Figure 8.2.3.2.1-1: E-RAB Release procedure. Successful operation.

The MME initiates the procedure by sending an E-RAB RELEASE COMMAND message. 

The E-RAB RELEASE COMMAND message shall contain the information required by the eNB to release at least one E-RAB in the E-RAB To Be Released List IE. If a NAS-PDU IE is contained in the message, the eNB shall pass it to the UE.
Upon reception of the E-RAB RELEASE COMMAND message the eNB shall execute the release of the requested E-RABs. For each E-RAB to be released the eNB shall release the corresponding Data Radio Bearer and release the allocated resources on Uu. The eNB shall pass the value contained in the E-RAB ID IE received for the E-RAB to the radio interface protocol for each Data Radio Bearer to be released. The eNB shall release allocated resources on S1 for the E-RABs requested to be released.
The E-RAB RELEASE COMMAND message may contain 

-
the UE Aggregate Maximum Bit Rate IE.
If the UE Aggregate Maximum Bit Rate IE is included in the E-RAB RELEASE COMMAND the eNB shall
· 
· replace the previously provided UE Aggregate Maximum Bit Rate by the received UE Aggregate Maximum Bit Rate in the UE context; the eNB shall use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE. 
----------------------------------

Skip unchanged text

----------------------------------

8.2.3.3
Abnormal Conditions

If the eNB receives an E-RAB RELEASE COMMAND message containing multiple E-RAB ID IEs (in the E-RAB Released List IE) set to the same value, the eNB shall initiate the release of one corresponding E-RAB of the E-RAB Released List IE and ignore the duplication of the instances of the selected corresponding E-RABs.
If the MME receives an E-RAB RELEASE INDICATION message containing several E-RAB ID IEs (in the E-RAB Released List IE) set to the same value, the MME shall initiate the release of the corresponding E-RAB.
If the eNB receives an E-RAB RELEASE COMMAND message containing some E-RAB ID IEs that eNB does not recognize, the eNB shall report the corresponding invalid E-RABs as failed in the E-RAB RELEASE RESPONSE message with the appropriate cause e.g. "Unknown E-RAB ID".
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8.3.1.2
Successful Operation
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Figure 8.3.1.2-1: Initial Context Setup procedure. Successful operation.

In case of the establishment of an E-RAB the EPC must be prepared to receive user data before the INITIAL CONTEXT SETUP RESPONSE message has been received by the MME.

The INITIAL CONTEXT SETUP REQUEST message shall contain within the E-RAB to be Setup List IE the information required by the eNB to build the new E-RAB configuration consisting of at least one additional E-RAB. 

The E-RAB to be Setup Item IE may contain:

-
the NAS-PDU IE. 

The INITIAL CONTEXT SETUP REQUEST message may contain:
-
the Trace Activation IE.
-
the Handover Restriction List IE, which may contain roaming, area or access restrictions.
-
the UE Radio Capability IE.
-
the Subscriber Profile ID for RAT/Frequency priority IE.
-
the CS Fallback Indicator IE.
-
the SRVCC Operation Possible IE.
-
the CSG Membership Status IE.
The INITIAL CONTEXT SETUP REQUEST message shall contain the Subscriber Profile ID for RAT/Frequency priority IE, if available in the MME.

The INITIAL CONTEXT SETUP REQUEST message shall contain the CSG Membership Status IE, if the cell accessed by the UE is a hybrid cell.

Upon receipt of the INITIAL CONTEXT SETUP REQUEST message the eNB shall
-
attempt to execute the requested E-RAB configuration.

-
store the UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE.

-
pass the value contained in the E-RAB ID IE and the NAS-PDU IE received for the E-RAB for each established Data radio bearer to the radio interface protocol. The eNB shall not send the NAS PDUs associated to the failed Data radio bearers to the UE.
-
store the received Handover Restriction List in the UE context. 

-
store the received UE Radio Capability in the UE context.

-
store the received Subscriber Profile ID for RAT/Frequency priority in the UE context and use it as defined in [14].

-
store the received SRVCC Operation Possible in the UE context and use it as defined in [9].
-
store the received UE Security Capabilities in the UE context.
-
store the received Security Key in the UE context and take it into use as defined in [15].
-
store the received CSG Membership Status in the UE context.
For the Initial Context Setup an initial value for the Next Hop Chaining Count is stored in the UE context.
The allocation of resources according to the values of the Allocation and Retention Priority IE shall follow the principles described for the E-RAB Setup procedure.
The eNB shall use the information in the Handover Restriction List IE if present in the INITIAL CONTEXT SETUP REQUEST message to determine a target cell for handover. If the Handover Restriction List IE is not contained in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall consider that no roaming area nor access restriction applies to the UE. The eNB shall also consider that no roaming area nor access restriction applies to the UE when one of the setup E-RABs has some particular ARP values [11].

If the Trace activation IE is included in the INITIAL CONTEXT SETUP REQUEST message then eNB shall, if supported, initiate the requested trace function as described in [10]. 

If the CS Fallback Indicator IE is included in the INITIAL CONTEXT SETUP REQUEST message, it indicates that the UE Context to be set-up is subject to CS Fallback. The eNB shall reply with the INITIAL CONTEXT SETUP RESPONSE message and then act as defined in [17].

If the UE Security Capabilities IE included in the INITIAL CONTEXT SETUP REQUEST message only contains the EIA0 algorithm as defined in [15] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the eNB [15], the eNB shall take it into use and ignore the keys received in the Security Key IE.
The eNB shall report to the MME, in the INITIAL CONTEXT SETUP RESPONSE message, the successful establishment of the security procedures with the UE, and, the result for all the requested E-RABs in the following way:

-
A list of E-RABs which are successfully established shall be included in the E-RAB Setup List IE

-
A list of E-RABs which failed to be established shall be included in the E-RAB Failed to Setup List IE.
When the eNB reports the unsuccessful establishment of an E-RAB, the cause value should be precise enough to enable the MME to know the reason for the unsuccessful establishment e.g.: "Radio resources not available", "Failure in the Radio Interface Procedure".

After sending the INITIAL CONTEXT SETUP RESPONSE message, the procedure is terminated in the eNB.
8.3.1.3
Unsuccessful Operation
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Figure 8.3.1.3-1: Initial Context Setup procedure. Unsuccessful operation.

If the eNB is not able to establish an S1 UE context, or cannot even establish one non GBR bearer it shall consider the procedure as failed and reply with the INITIAL CONTEXT SETUP FAILURE message.
8.3.1.4
Abnormal Conditions

If the eNB receives an INITIAL CONTEXT SETUP REQUEST message containing a E-RAB Level QoS Parameters IE which contains a QCI IE indicating a GBR bearer (as defined in [13]), and which does not contain the GBR QoS Information IE, the eNB shall consider the establishment of the corresponding E-RAB as failed. 

If the eNB receives an INITIAL CONTEXT SETUP REQUEST message containing several E-RAB ID IEs (in the E-RAB to Be Setup List IE) set to the same value, the eNB shall consider the establishment of the corresponding E-RABs as failed.
If the supported algorithms for encryption defined in the Encryption Algorithms IE in the UE Security Capabilities IE, plus the mandated support of EEA0 in all UEs [15], do not match any allowed algorithms defined in the configured list of allowed encryption algorithms in the eNB [15], the eNB shall reject the procedure using the INITIAL CONTEXT SETUP FAILURE message.

If the supported algorithms for integrity defined in the Integrity Protection Algorithms IE in the UE Security Capabilities IE, plus the mandated support of the EIA0 algorithm in all UEs [15], do not match any allowed algorithms defined in the configured list of allowed integrity protection algorithms in the eNB [15], the eNB shall reject the procedure using the INITIAL CONTEXT SETUP FAILURE message.
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8.3.2.2
Successful Operation
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Figure 8.3.2.2-1: UE Context Release Request procedure. Successful operation.

The eNB controlling a UE-associated logical S1-connection initiates the procedure by generating a UE CONTEXT RELEASE REQUEST message towards the affected MME node. 

The UE CONTEXT RELEASE REQUEST message shall indicate the appropriate cause value e.g. "User Inactivity", "Radio Connection With UE Lost" for the requested UE-associated logical S1-connection release. 

Interactions with UE Context Release procedure:
The UE Context Release procedure should be initiated upon reception of a UE CONTEXT RELEASE REQUEST message when the cause is different than "User Inactivity". 
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8.3.3.1
General

The purpose of the UE Context Release procedure is to enable the MME to order the release of the UE-associated logical connection due to various reasons, for example completion of a transaction between the UE and the EPC or completion of successful handover or completion of handover cancellation or release of the old UE-associated logical S1-connection when two UE-associated logical S1-connections toward the same UE is detected after the UE has initiated the establishment of a new UE-associated logical S1-connection. The procedure uses UE-associated S1 connection.
8.3.3.2
Successful Operation
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Figure 8.3.3.2-1: UE Context Release procedure. Successful operation.

The MME initiates the procedure by sending the UE CONTEXT RELEASE COMMAND message to the eNB. 

The UE CONTEXT RELEASE COMMAND message shall contain the UE S1AP ID pair IE if available, otherwise the message shall contain the MME UE S1AP ID IE.

The MME provides the cause IE set to "Load Balancing TAU Required" in the UE CONTEXT RELEASE COMMAND message sent to the eNB for all load balancing and offload cases in the MME. 

Upon reception of the UE CONTEXT RELEASE COMMAND message, the eNB shall release all related signalling and user data transport resources and reply with the UE CONTEXT RELEASE COMPLETE message.

8.3.3.3
Abnormal Conditions

If the UE Context Release procedure is not initiated towards the eNB before the expiry of the timer TS1RELOCOverall, the eNB shall request the MME to release the UE context.

If the UE returns to the eNB before the reception of the UE CONTEXT RELEASE COMMAND message or the expiry of the timer TS1RELOCOverall, the eNB shall stop the TS1RELOCOverall and continue to serve the UE. 
8.3.4
UE Context Modification
8.3.4.1
General
The purpose of the UE Context Modification procedure is to modify the established UE Context partly (e.g. with the Security Key or the Subscriber Profile ID for RAT/Frequency priority). The procedure uses UE-associated signalling.

8.3.4.2
Successful Operation
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Figure 8.3.4.2-1: UE Context Modification procedure. Successful operation.

The UE CONTEXT MODIFICATION REQUEST message may contain:
-
the Security Key IE. 
-
the Subscriber Profile ID for RAT/Frequency priority IE.
-
the UE Aggregate Maximum Bit Rate IE.
-
the CS Fallback Indicator IE.
-
the UE Security Capabilities IE. 
-
the CSG Membership Status IE.
Upon receipt of the UE CONTEXT MODIFICATION REQUEST message the eNB shall:
-
store the received Security Key IE, take it into use and associate it with the initial value of NCC as defined in [15]

-
store the UE Security Capabilities IE and take them into use together with the received keys according to [15] if EIA0 algorithm is in use 

-
store the Subscriber Profile ID for RAT/Frequency priority IE and use it as defined in [14].
If the UE Aggregate Maximum Bit Rate IE is included in the UE CONTEXT MODIFICATION REQUEST message the eNB shall:
-
replace the previously provided UE Aggregate Maximum Bit Rate by the received UE Aggregate Maximum Bit Rate in the UE context; the eNB shall use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE. 

If the UE Aggregate Maximum Bit Rate IE is not contained in the UE CONTEXT MODIFICATION REQUEST message, the eNB shall use the previously provided UE Aggregate Maximum Bit Rate which is stored in the UE context. 
If the CS Fallback Indicator IE is included in the UE CONTEXT MODIFICATION REQUEST message, it indicates that the concerned UE Context is subject to CS Fallback. The eNB shall reply with the UE CONTEXT MODIFICATION RESPONSE message and then act as defined in [17].

The eNB shall report, in the UE CONTEXT MODIFICATION RESPONSE message to the MME the successful update of the UE context.
After sending the UE CONTEXT MODIFICATION RESPONSE message, the procedure is terminated in the eNB.

8.3.4.3
Unsuccessful Operation
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Figure 8.3.4.3-1: UE Context Modification procedure. Unsuccessful operation.

In case the UE context update cannot be performed successfully the eNB shall respond with the UE CONTEXT MODIFICATION FAILURE message to the MME with an appropriate cause value in the Cause IE. 
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8.4.1.2
Successful Operation
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Figure 8.4.1.2-1: Handover preparation: successful operation

The source eNB initiates the handover preparation by sending the HANDOVER REQUIRED message to the serving MME. When the source eNB sends the HANDOVER REQUIRED message, it shall start the timer TS1RELOCprep. The source eNB shall indicate the appropriate cause value for the handover in the Cause IE. 

The source eNB shall include the Source to Target Transparent Container IE in the HANDOVER REQUIRED message. 

In case of intra-system handover, the container shall be encoded according to the definition of the Source eNB to Target eNB Transparent Container IE. In case of handover to UTRAN, the information in the Source to Target Transparent Container IE shall be encoded according to the Source RNC to Target RNC Transparent Container IE definition as specified in [19] and the source eNB shall include the UE History Information IE in the Source RNC to Target RNC Transparent Container IE. If the handover is to GERAN A/Gb mode then the Source to Target Transparent Container IE shall be encoded according to the definition of the Source BSS to Target BSS Transparent Container IE.

When the preparation, including the reservation of resources at the target side is ready, the MME responds with the HANDOVER COMMAND message to the source eNB.

If the Target to Source Transparent Container IE has been received by the MME from the handover target then the transparent container shall be included in the HANDOVER COMMAND message.

Upon reception of the HANDOVER COMMAND message the source eNB shall stop the timer TS1RELOCprep and start the timer TS1RELOCOverall.

In case of intra-system handover, the information in the Target to Source Transparent Container IE shall be encoded according to the definition of the Target eNB to Source eNB Transparent Container IE. In case of inter-system handover to UTRAN, the Target to Source Transparent Container IE shall be encoded according to the Target RNC to Source RNC Transparent Container IE definition as specified in [19]. In case of inter-system handover to GERAN A/Gb mode, the Target to Source Transparent Container IE shall be encoded according to the Target BSS to Source BSS Transparent Container IE definition as described in [18].

If there are any E-RABs that could not be admitted in the target, they shall be indicated in the E-RABs to Release List IE.

If the DL forwarding IE is included within the Source eNB to Target eNB Transparent Container IE of the HANDOVER REQUIRED message and it is set to "DL forwarding proposed", it indicates that the source eNB proposes forwarding of downlink data.

If the MME receives the Direct Forwarding Path Availability IE in the HANDOVER REQUIRED message indicating that a direct data path is available, it shall handle it as specified in [11]. 

If the CSG Id IE and no Cell Access Mode IE are received in the HANDOVER REQUIRED message, the MME shall perform the access control according to the CSG Subscription List of that UE and if the access control is successful it shall continue the handover and propagate the CSG Id IE to the target side. 

If the CSG Id IE and the Cell Access Mode IE set to "hybrid" are received in the HANDOVER REQUIRED message, the MME shall provide the membership status of the UE and the CSG Id to the target side.

The source eNB shall include the SRVCC HO Indication IE in the HANDOVER REQUIRED message if the SRVCC operation is needed as defined in [9]. The source eNB shall indicate to the MME in the SRVCC HO Indication IE if the handover shall be prepared for PS and CS domain or only for CS domain. The SRVCC HO Indication IE is set according to the target cell capability. In case the target system is GERAN without DTM HO support, the source eNB shall indicate CS only in the SRVCC HO Indication IE. Otherwise, the source eNB shall indicate PS and CS in the SRVCC HO Indication IE. In case of inter-system handover from E-UTRAN, the source eNB shall indicate in the Target ID IE, in case of inter-system handover to UTRAN, the Target RNC-ID of the RNC, in case of inter-system handover to GERAN A/Gb mode the Cell Global Identity (including the Routing Area Code) of the cell in the target system.

In case the SRVCC operation is performed, SRVCC HO Indication IE indicates that handover shall be prepared only for CS domain, the source eNB shall include in the HANDOVER REQUIRED message one Source to Target Transparent Container IEs and encode the information in the Source to Target Transparent Container IE according to the definition of the Old BSS to New BSS information IE as specified in [23].

In case the SRVCC operation is performed, SRVCC HO Indication IE in the HANDOVER REQUIRED message indicates that handover shall be prepared for PS and CS domain, and if

-
the target system is GERAN with DTM HO support, then the source eNB shall include in the HANDOVER REQUIRED message the Source to Target Transparent Container IE and the Source to Target Transparent Container Secondary IE. The first shall be encoded according to the definition of the Source BSS to Target BSS Transparent Container IE as described in [18]. The second shall be encoded according to the definition of the Old BSS to New BSS information IE as specified in [23].

-
the target system is UTRAN, then the source eNB shall include in the HANDOVER REQUIRED message the Source to Target Transparent Container IE encoded according to the definition of the Source RNC to the Target RNC Transparent Container IE as specified in [19] and the source eNB shall include the UE History Information IE in the Source RNC to Target RNC Transparent Container IE.
In case the SRVCC operation is performed, SRVCC HO Indication IE in the HANDOVER REQUIRED message indicates that handover shall be prepared only for CS domain, the corresponding HANDOVER COMMAND message shall contain one Target to Source Transparent Container IE that shall be encoded according to the definition of the Layer 3 Information IE as specified in [23].

In case the SRVCC operation is performed, SRVCC HO Indication IE in the HANDOVER REQUIRED message indicates that handover shall be prepared for PS and CS domain, and if

-
the target system is GERAN with DTM HO support, then the corresponding HANDOVER COMMAND message shall contain the Target to Source Transparent Container IE and the Target to Source Transparent Container Secondary IE. The first IE shall be encoded according to the definition of the Layer 3 Information IE as specified in [23]. The second IE shall be encoded according to the definition of the Target BSS to Source BSS Transparent Container IE as specified in [18].

-
the target system is UTRAN, then the corresponding HANDOVER COMMAND message shall contain Target to Source Transparent Container IE encoded according to the definition of the Target RNC to Source RNC Transparent Container IE as specified in [19].
If the HANDOVER COMMAND message contains DL GTP-TEID IE and DL Transport Layer Address IE for a bearer in E-RABs Subject to Forwarding List IE then the target eNB accepts the forwarding of downlink data for this bearer, proposed by the source eNB.

If the HANDOVER COMMAND message contains UL GTP-TEID IE and UL Transport Layer Address IE for a bearer in E-RABs Subject to Forwarding List IE then the target eNB requests forwarding of uplink data for this bearer.

Interactions with E-RAB Management procedures:

If, after a HANDOVER REQUIRED message is sent and before the Handover Preparation procedure is terminated, the source eNB receives an MME initiated E-RAB Management procedure on the same UE associated signaling connection, the source eNB shall either:

1.
cancel the Handover Preparation procedure by executing the Handover Cancel procedure with an appropriate cause value. After successful completion of the Handover Cancel procedure, the source eNB shall continue the MME initiated E-RAB Management procedure

----------------------------------
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8.4.1.3
Unsuccessful Operation
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Figure 8.4.1.3-1: Handover preparation: unsuccessful operation

If the EPC or the target system is not able to accept any of the bearers or a failure occurs during the Handover Preparation, the MME sends the HANDOVER PREPARATION FAILURE message with an appropriate cause value to the source eNB. 

If the CSG Id IE and no Cell Access Mode IE are received in the HANDOVER REQUIRED message and the access control is unsuccessful the MME shall send the HANDOVER PREPARATION FAILURE message with an appropriate cause value to the source eNB. Upon reception, the source eNB may decide to prevent handover for that UE towards closed access mode cells with corresponding CSG Id.

Interaction with Handover Cancel procedure:

If there is no response from the EPC to the HANDOVER REQUIRED message before timer TS1RELOCprep expires in the source eNB, the source eNB should cancel the Handover Preparation procedure by initiating the Handover Cancel procedure with the appropriate value for the Cause IE. The source eNB shall ignore any HANDOVER COMMAND or HANDOVER PREPARATION FAILURE message received after the initiation of the Handover Cancel procedure. 
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8.4.2.4
Abnormal Conditions

If the eNB receives a HANDOVER REQUEST message containing a E-RAB Level QoS Parameters IE which contains a QCI IE indicating a GBR bearer (as defined in [13]), and which does not contain the GBR QoS Information IE, the eNB shall not admit the corresponding E-RAB. 

If the eNB receives a HANDOVER REQUEST message containing several E-RAB ID IEs (in the E-RABs To Be Setup List IE) set to the same value, the eNB shall not admit the corresponding E-RABs.

If the Subscriber Profile ID for RAT/Frequency priority IE is not contained in the Source eNB to Target eNB Transparent Container IE whereas available in the source eNB, the target eNB shall trigger a local error handling (Note that it is assumed that the information needed to verify this condition is visible within the system, see section 4.1).

If the supported algorithms for encryption defined in the Encryption Algorithms IE in the UE Security Capabilities IE, plus the mandated support of EEA0 in all UEs [15], do not match any allowed algorithms defined in the configured list of allowed encryption algorithms in the eNB [15], the eNB shall reject the procedure using the HANDOVER FAILURE message.

If the supported algorithms for integrity defined in the Integrity Protection Algorithms IE in the UE Security Capabilities IE plus the mandated support of the EIA0 algorithm in all UEs [15], do not match any allowed algorithms defined in the configured list of allowed integrity protection algorithms in the eNB [15] , the eNB shall reject the procedure using the HANDOVER FAILURE message.
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8.4.4.2
Successful Operation
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Figure 8.4.4.2-1: Path switch request: successful operation

The eNB initiates the procedure by sending the PATH SWITCH REQUEST message to the MME. 

If the ‎E-RAB To Be Switched in Downlink List IE in the PATH SWITCH REQUEST message does not include all E-RABs previously included in the UE Context, the MME shall consider the non included E-RABs as implicitly released by the eNB.

After all necessary updates including the UP path switch have been successfully completed in the EPC for at least one of the E-RABs included in the PATH SWITCH REQUEST E-RAB To Be Switched in Downlink List IE, the MME shall send the PATH SWITCH REQUEST ACKNOWLEDGE message to the eNB and the procedure ends. 

In case the EPC failed to perform the UP path switch for at least one, but not all, of the E-RABs included in the PATH SWITCH REQUEST E-RAB To Be Switched in Downlink List IE, the MME shall include the E-RABs it failed to perform UP path switch in the PATH SWITCH REQUEST ACKNOWLEDGE E-RAB To Be Released List IE. In this case, the eNB shall release the corresponding data radio bearers, and the eNB shall regard the E-RABs indicated in the E-RAB To Be Released List IE as being fully released.

Upon reception of the PATH SWITCH REQUEST ACKNOWLEDGE message the eNB shall store the received Security Context IE in the UE context and the eNB shall use it for the next X2 handover or Intra eNB handovers as specified in [15].

The PATH SWITCH REQUEST ACKNOWLEDGE message may contain 

-
the UE Aggregate Maximum Bit Rate IE. 

If the UE Aggregate Maximum Bit Rate IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message the eNB shall

· 
· replace the previously provided UE Aggregate Maximum Bit Rate by the received UE Aggregate Maximum Bit Rate in the UE context; the eNB shall use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE. 
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8.4.5.2
Successful Operation
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Figure 8.4.5.2-1: Handover Cancel procedure. Successful operation.

The source eNB initiates the procedure by sending a HANDOVER CANCEL message to the EPC. 

The HANDOVER CANCEL message shall indicate the reason for cancelling the handover by the appropriate value of the Cause IE 
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8.4.7.2

Successful Operation
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Figure 8.4.7.2-1: MME Status Transfer procedure

The MME initiates the procedure by sending the MME STATUS TRANSFER message to the eNB. 

For each bearer within the E-RABs Subject to Status Transfer List IE within the eNB Status Transfer Transparent Container IE for which the UL COUNT value IE is received in the MME STATUS TRANSFER message, the target eNB shall use it and not deliver any uplink packet which has a PDCP SN lower than the value contained in the PDCP SN IE of this IE.

For each bearer in E-RABs Subject to Status Transfer List IE within the eNB Status Transfer Transparent Container IE received in the MME STATUS TRANSFER message, the target eNB shall use DL COUNT value IE for the first downlink packet for which there is no PDCP SN yet assigned.
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8.6.2.1
Initial UE Message
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Figure 8.6.2.1-1: Initial UE Message procedure

When the eNB has received from the radio interface the first UL NAS message transmitted on an RRC connection to be forwarded to an MME, the eNB shall invoke the NAS Transport procedure and send the INITIAL UE MESSAGE message to the MME including the NAS message as a NAS-PDU IE. The eNB shall allocate a unique eNB UE S1AP ID to be used for the UE and the eNB shall include this identity in the INITIAL UE MESSAGE message. In case of network sharing, the selected PLMN is indicated by the PLMN ID part of the TAI IE included in the INITIAL UE MESSAGE message. When the eNB has received from the radio interface the S-TMSI IE, it shall include it in the INITIAL UE MESSAGE message. If the eNB does not support NNSF and the eNB has received from the radio interface the GUMMEI IE, the eNB may include it in the INITIAL UE MESSAGE message.
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8.6.2.2
DOWNLINK NAS TRANSPORT
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Figure 8.6.2.2-1: DOWNLINK NAS Transport Procedure

If the MME only needs to send a NAS message transparently via the eNB to the UE and a UE-associated logical S1-connection exists for the UE or if the MME has received the eNB UE S1AP ID IE in an INITIAL UE MESSAGE message, the MME shall send a DOWNLINK NAS TRANSPORT message to the eNB including the NAS message as a NAS-PDU IE. If the UE-associated logical S1-connection is not established the MME shall allocate a unique MME UE S1AP ID to be used for the UE and include that in the DOWNLINK NAS TRANSPORT message. By the reception of MME UE S1AP ID IE in eNB the UE-associated logical S1-connection is established.
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8.6.2.3
UPLINK NAS TRANSPORT
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Figure 8.6.2.3-1: UPLINK NAS TRANSPORT Procedure

When the eNB has received from the radio interface a NAS message to be forwarded to the MME to which a UE-associated logical S1-connection for the UE exists, the eNB shall send the UPLINK NAS TRANSPORT message to the MME including the NAS message as a NAS-PDU IE. The eNB shall include the TAI and ECGI of the current cell in every S1-AP UPLINK NAS TRANSPORT message.

The NAS-PDU IE contains a UE - MME message that is transferred without interpretation in the eNB.
8.6.2.4
NAS NON DELIVERY INDICATION
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Figure 8.6.2.4-1: NAS NON DELIVERY INDICATION Procedure

When the eNB decides to not start the delivery of a NAS message that has been received over a UE-associated logical S1-connection or the eNB is unable to ensure that the message has been received by the UE, it shall report the non-delivery of this NAS message by sending a NAS NON DELIVERY INDICATION message to the MME including the non-delivered NAS message within the NAS-PDU IE and an appropriate cause value within an appropriate Cause IE e.g. "S1 intra system Handover Triggered", "S1 inter system Handover Triggered" or "X2 Handover Triggered".
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8.7.1.1
General

The purpose of the Reset procedure is to initialise or re-initialise the E-UTRAN, or part of E-UTRAN S1AP UE-related contexts, in the event of a failure in the EPC or vice versa. This procedure does not affect the application level configuration data exchanged during the S1 Setup procedure.
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8.7.3.2
Successful Operation
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Figure 8.7.3.2-1: S1 Setup procedure: Successful Operation.

The eNB initiates the procedure by sending a S1 SETUP REQUEST message including the appropriate data to the MME. The MME responds with a S1 SETUP RESPONSE message including the appropriate data. 

The exchanged data shall be stored in respective node and used for the duration of the TNL association. When this procedure is finished S1 interface is operational and other S1 messages can be exchanged.

If the eNB initiating the S1 SETUP procedure supports one (or more) CSG cell(s), the S1 SETUP REQUEST message shall contain the CSG ID(s) of the supported CSG(s).
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8.7.5.1
General

The purpose of the MME Configuration Update procedure is to update application level configuration data needed for the eNB and MME to interoperate correctly on the S1 interface. This procedure does not affect existing UE-related contexts, if any.

8.7.5.2
Successful Operation
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Figure 8.7.5.2-1: MME Configuration Update procedure: Successful Operation.

The MME initiates the procedure by sending an MME CONFIGURATION UPDATE message including the appropriate updated configuration data to the eNB. The eNB responds with an MME CONFIGURATION UPDATE ACKNOWLEDGE message to acknowledge that it successfully updated the configuration data. If information element(s) is/are not included in the MME CONFIGURATION UPDATE message, the eNB shall interpret that the corresponding configuration data is/are not changed and shall continue to operate the S1 with the existing related configuration data.
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8.7.5.4
Abnormal Conditions

If the MME neither receives an MME CONFIGURATION UPDATE ACKOWLEDGE nor an MME CONFIGURATION UPDATE FAILURE message, the MME may reinitiate MME Configuration Update procedure towards the same eNB provided that the content of the new MME CONFIGURATION UPDATE message is identical to the content of the previously unacknowledged MME CONFIGURATION UPDATE message.
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8.8.2.1
Downlink S1 CDMA2000 Tunneling
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Figure 8.8.2.1-1: Downlink S1 CDMA2000 Tunneling Procedure

If a CDMA2000 message shall be sent from the MME to the UE and a UE-associated logical S1-connection exists for the UE the MME should send a DOWNLINK S1 CDMA2000 TUNNELING message to the eNB including the CDMA2000 message in the CDMA2000-PDU IE. The eNB forwards the received CDMA2000-PDU IE to the UE along with an indication of the RAT Type associated with the CDMA2000-PDU IE based on the CDMA2000 RAT Type IE.

If the MME receives handover status information along with the tunnelled downlink CDMA2000 message the MME should include the handover status information in CDMA2000 HO Status IE in the DOWNLINK S1 CDMA2000 TUNNELING message. 

If the DOWNLINK S1 CDMA2000 TUNNELING message contains the E-RABs Subject to Forwarding List IE it indicates that DL forwarding is available for the indicated E-RABs towards the tunnel endpoint identified by the DL GTP-TEID IE for those E-RABs.

Editor’s Note: The DL data forwarding behaviour of the eNB for handover to CDMA2000 HRPD/1xRTT should be aligned to the DL data forwarding behaviour of eNB for 3GPP inter-RAT handover.

8.8.2.2
Uplink S1 CDMA2000 Tunneling
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Figure 8.8.2.2-1: Uplink S1 CDMA2000 Tunneling Procedure

When the eNB has received from the radio interface a CDMA2000 message to be forwarded to the MME to which a UE-associated logical S1-connection for the UE exists, the eNB shall send the UPLINK S1 CDMA2000 TUNNELING message to the MME including the CDMA2000 message in the CDMA2000-PDU IE.

If the MME receives the CDMA2000 HO Required Indication IE set to "true" in UPLINK S1 CDMA2000 TUNNELING message the MME should send the necessary handover preparation information to the CDMA2000 target RAT.

If the MME receives the EUTRAN Round Trip Delay Estimation Info IE, the MME should forward the received information to the CDMA2000 HRPD RAT.

If the MME receives any of the CDMA2000 1xRTT SRVCC Info IE, or the CDMA2000 1xRTT RAND IE in the UPLINK S1 CDMA2000 TUNNELING message the MME should forward the received information to the CDMA2000 1xRTT RAT.

Interactions with E-RAB Management procedures:

If, after an UPLINK S1 CDMA2000 TUNNELING message with CDMA2000 HO Required Indication IE set to "true" is sent but before the DOWNLINK S1 CDMA2000 TUNNELING message with CDMA2000 HO Status IE is received, the source eNB receives an MME initiated E-RAB Management procedure on the same UE associated signaling connection, the source eNB shall terminate the MME initiated E-RAB Management procedure by sending the appropriate response message with an appropriate cause value e.g. "S1 intra system Handover Triggered", "S1 inter system Handover Triggered" to the MME.
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8.9.2
Successful Operation
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Figure 8.9.2-1: UE Capability Info Indication procedure. Successful operation.

The eNB controlling a UE-associated logical S1-connection initiates the procedure by sending a UE CAPABILITY INFO INDICATION message to the MME including the UE capability information. The UE capability information received by the MME shall replace any previously stored UE capability information in the MME for the UE. 
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8.12.1.2
Successful Operation
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Figure 8.12.1.2-1: Write-Replace Warning procedure. Successful operation.
The MME initiates the procedure by sending a WRITE-REPLACE WARNING REQUEST message to the eNB.

Upon receipt of the WRITE-REPLACE WARNING REQUEST, eNB shall prioritise its resources to process the warning message.

If, in a certain area, broadcast of a warning message is already ongoing and the eNB receives a WRITE-REPLACE WARNING REQUEST message with Message Identifier IE and/or Serial Number IE which are different from those in the warning message being broadcast, and if the Concurrent Warning Message Indicator IE is not present, the eNB shall replace the warning message being broadcast with the newly received one for that area.

If the eNB receives a WRITE-REPLACE WARNING REQUEST message with a warning message identified by the Message Identifier IE and Serial Number IE and if there are no prior warning messages being broadcast in any of warning areas indicated in the Warning Area List IE, the eNB shall broadcast the received warning message for those area(s).

If, in a certain area, broadcast of one or more warning messages are already ongoing and the eNB receives a WRITE-REPLACE WARNING REQUEST message with a Message Identifier IE and/or Serial Number IE which are different from those in any of the warning messages being broadcast, and if the Concurrent Warning Message Indictor IE is present, the eNB shall schedule the received warning message for broadcast, for that area.
If the eNB receives two or more WRITE-REPLACE WARNING REQUEST messages with the same Message Identifier IE and Serial Number IE, the eNB shall broadcast only one of the warning messages.

If Warning Area List IE is not included in the WRITE-REPLACE WARNING REQUEST message, the eNB shall broadcast the indicated message in all of the cells within the eNB.

If Warning Type IE is included in WRITE-REPLACE WARNING REQUEST message, the eNB shall broadcast the Primary Notification the same way as if the Repetition Period IE is set as "0" and the Number of Broadcasts Requested IE is set as "1", and process it according to [16].

If the Warning Security Information IE is included in the WRITE-REPLACE WARNING REQUEST message, the eNB shall send this IE together with the Warning Type IE in the Primary Notification.

If the Data Coding Scheme IE and the Warning Message Contents IE are both included in the WRITE-REPLACE WARNING REQUEST message, the eNB shall schedule a broadcast of the warning message according to the value of the Repetition Period IE and Number of Broadcasts Requested IE and process the warning message according to [16].

The eNB acknowledges the WRITE-REPLACE WARNING REQUEST message by sending a WRITE-REPLACE WARNING RESPONSE message to the MME.

If the Broadcast Completed Area List IE is not included in the WRITE-REPLACE WARNING RESPONSE message, the MME shall consider that the broadcast is unsuccessful in all the cells within the eNB.

8.12.2
Kill
8.12.2.1
General

The purpose of Kill procedure is to cancel an already ongoing broadcast of a warning message.

The procedure uses non UE-associated signalling.

8.12.2.2
Successful Operation
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Figure 8.12.2.2-1: Kill procedure. Successful operation.
The MME initiates the procedure by sending a KILL REQUEST message to the eNB.

If, in a certain area, broadcast of one or more warning messages are already ongoing and the eNB receives a KILL REQUEST message with the same Message Identifier and Serial Number IE from those in any of the warning messages being broadcast the eNB shall stop broadcasting and discard the warning message, for that area.

If Warning Area List IE is not included in the KILL REQUEST message, the eNB shall stop broadcasting and discard the warning message identified by the Message Identifier IE and Serial Number IE in all of the cells in the eNB.

The eNB shall acknowledge the KILL REQUEST message by sending the KILL RESPONSE message, with the Serial Number IE copied from the KILL REQUEST message and include the Broadcast Cancelled Area List IE.

If an area included in the Warning Area List IE does not appear in the Broadcast Cancelled Area List IE, the MME shall consider that the eNB had no ongoing broadcast to stop for the same Message Identifier and Serial Number in that area.
If the Broadcast Cancelled Area List IE is not included in the KILL RESPONSE message, the MME shall consider that the eNB had no ongoing broadcast to stop for the same Message Identifier and Serial Number.
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9.1.3.1
E-RAB SETUP REQUEST

This message is sent by the MME and is used to request the eNB to assign resources on Uu and S1 for one or several E-RABs.

Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	O
	
	9.2.1.20
	
	YES
	reject

	E-RAB to be Setup List
	M
	
	
	
	YES
	reject

	>E-RAB To Be Setup Item IEs
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>E-RAB Level QoS Parameters 
	M
	
	9.2.1.15
	Includes necessary QoS parameters
	-
	

	>>Transport Layer Address 
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	EPC TEID
	-
	

	>>NAS-PDU
	M
	
	9.2.3.5
	
	-
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9.1.3.2
E-RAB SETUP RESPONSE

This message is sent by the eNB and is used to report the outcome of the request from the E-RAB SETUP REQUEST message.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	ignore

	E-RAB Setup List
	O
	
	
	
	YES
	ignore

	>E-RAB Setup Item IEs
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	
	
	-
	

	>>Transport Layer Address 
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	eNB TEID
	-
	

	E-RAB Failed to Setup List 
	O
	
	E-RAB List 

9.2.1.36
	a value for E-RAB ID shall only be present once in E-RAB Setup List IE +  in E-RAB Failed to Setup List IE
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore
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9.1.3.3
E-RAB MODIFY REQUEST

This message is sent by the MME and is used to request the eNB to modify the Data Radio Bearers and the allocated resources on Uu and S1 for one or several E-RABs.
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	O
	
	9.2.1.20
	
	YES
	reject

	E-RAB to be Modified List
	M
	
	
	
	YES
	reject

	>E-RAB To Be Modified Item IEs
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>E-RAB Level QoS Parameters 
	M
	
	9.2.1.15
	Includes necessary QoS parameters
	-
	

	>>NAS-PDU
	M
	
	9.2.3.5
	
	-
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9.1.3.4
E-RAB MODIFY RESPONSE

This message is sent by the eNB and is used to report the outcome of the request from the E-RAB MODIFY REQUEST message.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	ignore

	E-RAB Modify List
	O
	
	
	
	YES
	ignore

	>E-RAB Modify Item IEs
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	ignore

	>>E-RABID
	M
	
	9.2.1.2
	
	-
	

	E-RAB Failed to Modify List 
	O
	
	E-RAB List 

9.2.1.36
	a value for E-RAB ID shall only be present once in E-RAB Modify List IE + E-RAB Failed to Modify List IE
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


----------------------------------

Skip unchanged text

----------------------------------

9.1.3.6
E-RAB RELEASE RESPONSE

This message is sent by the eNB and is used to report the outcome of the request from the E-RAB RELEASE COMMAND message.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	ignore

	E-RAB Release List 
	O
	
	
	
	YES
	ignore

	>E-RAB Release Item IEs
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	E-RAB Failed to Release List 
	O
	
	E-RAB List 

9.2.1.36
	a value for E-RAB ID shall only be present once in E-RAB Release List IE + E-RAB Failed to Release List IE
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RAB allowed towards one UE, the maximum value is 256. 


----------------------------------
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----------------------------------
9.1.4.1
INITIAL CONTEXT SETUP REQUEST

This message is sent by the MME to request the setup of a UE context.
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID 
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID 
	M
	
	9.2.3.4
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	M
	
	9.2.1.20
	
	YES
	reject

	E-RAB to Be Setup List
	M
	
	
	
	YES
	reject

	>E-RAB to Be Setup Item IEs
	
	1 to <maxnoofE-RABs>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>E-RAB Level QoS Parameters
	M
	
	9.2.1.15
	Includes necessary QoS parameters
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	
	-
	

	>>NAS-PDU
	O
	
	9.2.3.5
	
	-
	

	UE Security Capabilities
	M
	
	9.2.1.40
	
	YES
	reject

	Security Key
	M
	
	9.2.1.41
	The KeNB is provided after the key-generation in the MME, see [15]
	YES
	reject

	Trace Activation
	O
	
	9.2.1.4
	
	YES
	ignore

	Handover Restriction List
	O
	
	9.2.1.22


	
	YES
	ignore

	UE Radio Capability
	O
	
	9.2.1.27
	
	YES
	ignore

	Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.1.39
	
	YES
	ignore

	CS Fallback Indicator
	O
	
	9.2.3.21
	
	YES
	reject

	SRVCC Operation Possible
	O
	
	9.2.1.58
	
	YES
	ignore

	CSG Membership Status
	O
	
	9.2.1.73
	
	YES
	ignore


----------------------------------
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9.1.4.2 INITIAL CONTEXT SETUP RESPONSE

This message is sent by the eNB to confirm the setup of a UE context.
Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID 
	M
	
	9.2.3.3
	
	YES
	ignore

	eNB UE S1AP ID 
	M
	
	9.2.3.4
	
	YES
	ignore

	E-RAB Setup List
	M
	
	
	
	YES
	ignore

	>E-RAB Setup Item IEs
	
	1 to <maxnoofE-RABs>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	
	-
	

	E-RAB Failed to Setup List
	O
	
	E-RAB List 
9.2.1.36
	a value for E-RAB ID shall only be present once in E-RAB Setup List IE + E-RAB Failed to Setup List IE
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


----------------------------------
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----------------------------------

9.1.5.2
HANDOVER COMMAND

This message is sent by the MME to inform the source eNB that resources for the handover have been prepared at the target side.

Direction: MME ( eNB. 
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	Handover Type
	M
	
	9.2.1.13
	
	YES
	reject

	NAS Security Parameters from E-UTRAN
	C-iftoUTRANGERAN
	
	9.2.3.30
	The eNB shall use this IE as specified in [15].
	YES
	reject

	
	
	
	
	
	
	

	E-RABs Subject to Forwarding List
	O
	
	
	
	YES
	ignore

	>E-RABs Subject to Forwarding Item IEs
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>DL Transport Layer Address
	O
	
	9.2.2.1
	
	-
	

	>>DL GTP-TEID
	O
	
	9.2.2.2
	To deliver forwarded DL PDCP SDUs
	-
	

	
	
	
	
	
	
	

	>>UL Transport Layer Address
	O
	
	9.2.2.1
	
	
	

	>>UL GTP-TEID
	O
	
	9.2.2.2
	To deliver forwarded UL PDCP SDUs
	
	

	
	
	
	
	
	
	

	E-RABs to Release List
	O
	
	E-RAB List 

9.2.1.36
	
	YES
	ignore

	Target to Source Transparent Container
	M
	
	9.2.1.57
	
	YES
	reject

	Target to Source Transparent Container Secondary
	O
	
	Target to Source Transparent Container 9.2.1.57
	
	YES
	reject

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


----------------------------------

Skip unchanged text

----------------------------------

9.1.5.4
HANDOVER REQUEST

This message is sent by the MME to the target eNB to request the preparation of resources.

Direction: MME ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	Handover Type
	M
	
	9.2.1.13
	
	YES
	reject

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	M
	
	9.2.1.20
	
	YES
	reject

	E-RABs To Be Setup List
	M
	
	
	
	YES
	reject

	>E-RABs To Be Setup Item IEs
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	reject

	>>E-RAB ID 
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	To deliver UL PDUs
	-
	

	>>E-RAB Level QoS Parameters
	M
	
	9.2.1.15
	Includes necessary QoS parameters
	-
	

	>>Data Forwarding Not Possible
	O
	
	9.2.1.76
	
	YES
	ignore

	Source to Target Transparent Container
	M
	
	9.2.1.56
	
	YES
	reject

	UE Security Capabilities
	M
	
	9.2.1.40
	
	YES
	reject

	Handover Restriction List
	O
	
	9.2.1.22
	
	YES
	ignore

	Trace Activation
	O
	
	9.2.1.4
	
	YES
	ignore

	Request Type
	O
	
	9.2.1.34
	
	YES
	ignore

	SRVCC Operation Possible
	O
	
	9.2.1.58
	
	YES
	ignore

	Security Context
	M
	
	9.2.1.26
	
	YES
	reject

	
	
	
	
	
	
	

	NAS Security Parameters to E-UTRAN
	C-iffromUTRANGERAN
	
	9.2.3.31
	The eNB shall use this IE as specified in [15].
	YES
	reject

	
	
	
	
	
	
	

	CSG Id
	O
	
	9.2.1.62
	
	YES
	reject

	CSG Membership Status
	O
	
	9.2.1.73
	
	YES
	ignore


----------------------------------
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9.1.5.5
HANDOVER REQUEST ACKNOWLEDGE

This message is sent by the target eNB to inform the MME about the prepared resources at the target.

Direction: eNB ( MME. 
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	allocated at the target eNB
	YES
	ignore

	
	
	
	
	
	
	

	E-RABs Admitted List
	M
	
	
	
	YES
	ignore

	>E-RABs Admitted Item IEs
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	ignore

	>>E-RAB ID 
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	To deliver DL PDUs
	-
	

	
	
	
	
	
	
	

	>>DL Transport Layer Address
	O
	
	9.2.2.1
	
	-
	

	>>DL GTP-TEID
	O
	
	9.2.2.2
	To deliver forwarded DL PDCP SDUs. 
	-
	

	
	
	
	
	
	
	

	>>UL Transport Layer Address
	O
	
	9.2.2.1
	
	-
	

	>>UL GTP-TEID
	O
	
	9.2.2.2
	To deliver forwarded UL PDCP SDUs.
	-
	

	
	
	
	
	
	
	

	E-RABs Failed to Setup List
	O
	
	E-RAB List 

9.2.1.36
	a value for E-RAB ID shall only be present once in E-RABs Admitted List IE + E-RABs Failed to Setup List IE
	YES
	ignore

	
	
	
	

	
	
	

	Target to Source Transparent Container
	M
	
	9.2.1.57
	
	YES
	reject

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


----------------------------------
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----------------------------------

9.1.5.8
PATH SWITCH REQUEST

This message is sent by the eNB to request the MME to switch DL GTP tunnel termination point(s) from one end-point to another.

Direction: eNB ( MME.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	E-RAB To Be Switched in Downlink List
	M
	
	
	
	YES
	reject

	>E-RABs Switched in Downlink Item IEs
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	reject

	>>E-RAB ID 
	M
	
	9.2.1.2
	
	-
	

	>>Transport layer address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	To deliver DL PDUs
	-
	

	
	
	
	
	
	
	

	Source MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	E-UTRAN CGI
	M
	
	9.2.1.38
	
	YES
	ignore

	TAI
	M
	
	9.2.3.16
	
	YES
	ignore

	UE Security Capabilities
	M
	
	9.2.1.40
	
	YES
	ignore


----------------------------------
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9.1.5.9
PATH SWITCH REQUEST ACKNOWLEDGE

This message is sent by the MME to inform the eNB that the path switch has been successfully completed in the EPC.

Direction: MME ( eNB. 
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	O
	
	9.2.1.20
	
	YES
	ignore

	E-RAB To Be Switched in Uplink List
	O
	
	
	
	YES
	ignore

	> E-RABs Switched in Uplink Item IEs
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	ignore

	>> E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>> Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>> GTP-TEID
	M
	
	9.2.2.2
	
	-
	

	E-RAB To Be Released List
	O
	
	E-RAB List 

9.2.1.36
	a value for E-RAB ID shall only be present once in E-RAB To Be  Switched in Uplink List IE + E-RAB  to Be Released List  IE
	YES
	ignore

	
	
	
	

	
	
	

	Security Context
	M
	
	9.2.1.26
	One pair of {NCC, NH} is provided
	YES
	reject

	
	
	
	
	
	
	

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


----------------------------------
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9.1.5.13
eNB STATUS TRANSFER

This message is sent by the source eNB to transfer the PDCP SN receiver and transmitter status. 

Direction: eNB ( MME.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	eNB Status Transfer Transparent Container
	M
	
	9.2.1.31
	
	YES
	reject


9.1.5.14
MME STATUS TRANSFER

This message is sent by the MME to transfer the PDCP SN receiver and transmitter status. 

Direction: MME ( eNB

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	eNB Status Transfer Transparent Container
	M
	
	9.2.1.31
	
	YES
	reject


9.1.6
PAGING

This message is sent by the MME and is used to page a UE in one or several tracking areas.
Direction: MME ( eNB 
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	UE Identity Index value
	M
	
	9.2.3.10
	
	YES
	ignore

	UE Paging Identity
	M
	
	9.2.3.13
	
	YES
	ignore

	Paging DRX
	O
	
	9.2.1.16
	
	YES
	ignore

	CN Domain
	M
	
	9.2.3.22
	
	YES
	ignore

	List of TAIs
	M
	
	
	
	YES
	ignore

	>TAI List Item 
	
	1 to < maxnoofTAIs >
	
	
	EACH
	ignore

	>>TAI 
	M
	
	9.2.3.16
	
	-
	

	CSG Id List
	
	0 to < maxnoofCSGId >
	
	
	GLOBAL
	ignore

	>CSG Id
	M
	
	9.2.1.62
	
	
	

	
	
	
	
	
	
	


----------------------------------
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9.1.8.1
RESET

This message is sent by both the MME and the eNB and is used to request that the S1 interface, or parts of the S1 interface, to be reset.

Direction: MME ( eNB and eNB ( MME

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	Choice Reset Type
	M
	
	
	
	YES
	reject

	>S1 interface
	
	
	
	
	
	

	>>Reset All
	M
	
	ENUMERATED (Reset all,…)
	
	–
	–

	>Part of S1 interface
	
	
	
	
	
	

	>>UE-associated logical S1-connection list
	M
	
	
	
	–
	–

	>>>UE-associated logical S1-connection Item
	
	1 to < maxnoofIndividualS1ConnectionsToReset >
	
	
	EACH
	reject

	>>>>MME UE S1AP ID
	O
	
	9.2.3.3
	
	–
	–

	>>>>eNB UE S1AP ID
	O
	
	9.2.3.4
	
	–
	–


----------------------------------
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9.1.8.4
S1 SETUP REQUEST

This message is sent by the eNB to transfer information for a TNL association. 

Direction: eNB ( MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	Global eNB ID
	M
	
	9.2.1.37
	
	YES
	reject

	eNB Name
	O
	
	PrintableString(1..150,...)
	
	YES
	ignore

	Supported TAs
	
	1..<maxnoofTACs>
	
	Supported TAs in the eNB
	GLOBAL
	reject

	>TAC
	M
	
	9.2.3.7


	Broadcasted TAC
	-
	

	
	
	
	

	
	
	

	>Broadcast PLMNs
	
	1..<maxnoofBPLMNs>
	
	Broadcasted PLMNs
	-
	

	>>PLMN Identity
	M
	
	9.2.3.8
	
	
	

	CSG Id List
	
	0 to < maxnoofCSGIds >
	
	
	GLOBAL
	reject

	>CSG Id
	M
	
	9.2.1.62
	
	
	

	
	
	
	
	
	
	

	Default paging DRX
	M
	
	9.2.1.16
	
	YES
	ignore


----------------------------------
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9.1.8.5
S1 SETUP RESPONSE

This message is sent by the MME to transfer information for a TNL association.

Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME Name
	O
	
	PrintableString(1..150,...)
	
	YES
	ignore

	Served GUMMEIs 
	
	1..<maxnoofRATs>
	
	The LTE related pool configuration is included on the first place in the list.
	GLOBAL
	reject

	 >Served PLMNs
	
	1..<maxnoofPLMNsPer MME>
	
	
	-
	

	
	
	
	
	
	
	

	   >>PLMN Identity
	M
	
	9.2.3.8
	
	-
	

	 >Served GroupIDs
	
	1..<maxnoofGroupIDs>
	
	
	-
	

	   >>MME Group ID
	M
	
	OCTET STRING (2)
	
	-
	

	 >Served MMECs
	
	1..<maxnoofMMECs>
	
	
	-
	

	   >>MME Code
	M
	
	9.2.3.12
	
	-
	

	Relative MME Capacity
	M
	
	9.2.3.17
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


----------------------------------

Skip unchanged text

----------------------------------

9.1.8.10
MME CONFIGURATION UPDATE 

This message is sent by the MME to transfer updated information for a TNL association.

Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME Name
	O
	
	PrintableString(1..150,...)
	
	YES
	ignore

	Served GUMMEIs
	
	0..<maxnoofRATs>
	
	The LTE related pool configuration is included on the first place in the list.
	GLOBAL
	reject

	>Served PLMNs
	
	1..<maxnoofPLMNsPer MME>
	
	
	-
	

	  >>PLMN Identity
	M
	
	9.2.3.8
	
	-
	

	>Served GroupIDs
	
	1..<maxnoofGroupIDs>
	
	
	-
	

	  >>MME GroupID
	M
	
	OCTET STRING (2)
	
	-
	

	>Served MMECs
	
	1..<maxnoofMMECs>
	
	
	-
	

	  >>MME Code
	M
	
	9.2.3.12
	
	-
	-

	Relative MME Capacity
	O
	
	9.2.3.17
	
	YES
	reject


----------------------------------
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9.1.9.1
DOWNLINK S1 CDMA2000 TUNNELING

This message is sent by the MME and is used for carrying CDMA2000 information over the S1 interface.
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	E-RABs Subject to Forwarding List
	O
	
	
	
	YES
	ignore

	>E-RABs Subject to Forwarding Item IEs
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>DL Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>DL GTP-TEID
	M
	
	9.2.2.2
	This IE indicates the tunnel endpoint for forwarding of DL data.
	-
	

	CDMA2000 HO Status
	O
	
	9.2.1.28
	
	YES
	ignore

	CDMA2000 RAT Type
	M
	
	9.2.1.24
	
	YES
	reject

	CDMA2000-PDU

	M
	
	9.2.1.23
	
	YES
	reject


----------------------------------
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9.1.18
CELL TRAFFIC TRACE

This message is sent by eNB to transfer specific information.

Direction: eNB ( MME

----------------------------------

Skip unchanged text

----------------------------------
9.2.1.1
Message Type

The Message Type IE uniquely identifies the message being sent. It is mandatory for all messages.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Message Type
	
	
	
	Assumed max no of messages is 256.

	>Procedure Code
	M
	
	(Handover Preparation, Handover Resource Allocation, Handover Notification, Patch Switch Request, Handover Cancellation, E-RAB Setup, E-RAB Modify, E-RAB Release, E-RAB Release Indication, Initial Context Setup, Paging, Downlink NAS transport, Initial UE Message, Uplink NAS transport, Reset, Error Indication, NAS Non Delivery Indication, S1 Setup, UE Context Release Request , UE Context Release, Downlink S1 CDMA2000 Tunneling, Uplink S1 CDMA2000 Tunneling; UE Context Modification, UE Capability Info Indication, eNB Status Transfer, MME Status Transfer, Deactivate Trace, Trace Start, Trace Failure Indication, eNB Configuration Update, MME Configuration Update, Location Reporting Control, Location Reporting Failure Indication, Location Report, Overload Start, Overload Stop, Private Message, Write-Replace Warning, eNB Direct Information Transfer, MME Direct Information Transfer, Cell Traffic Trace, eNB Configuration Transfer, MME Configuration Transfer, Downlink UE Associated LPPa transport, Uplink UE Associated LPPa transport, Downlink Non UE Associated LPPa transport, Uplink Non UE Associated LPPa transport, …)
	

	>Type of Message
	M
	
	CHOICE (Initiating Message, Successful Outcome, Unsuccessful Outcome, …)
	


----------------------------------
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9.2.1.3
Cause

The purpose of the Cause IE is to indicate the reason for a particular event for the S1AP protocol.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	CHOICE Cause Group
	M
	
	
	

	>Radio Network Layer
	
	
	
	

	>>Radio Network Layer Cause 
	M
	
	ENUMERATED
(Unspecified,

TX2RELOCOverall Expiry, 

Successful Handover,

Release due to E-UTRAN Generated Reason, 
Handover Cancelled, Partial Handover, Handover Failure In Target EPC/eNB Or Target System,

Handover Target not allowed,

TS1RELOCoverall Expiry,

TS1RELOCprep Expiry,

Cell not available,
Unknown Target ID,

No Radio Resources Available in Target Cell, Unknown or already allocated MME UE S1AP ID,

Unknown or already allocated eNB UE S1AP ID,

Unknown or inconsistent pair of UE S1AP ID, Handover desirable for radio reasons,

Time critical handover,

Resource optimisation handover,

Reduce load in serving cell, User inactivity,

Radio Connection With UE Lost, Load Balancing TAU Required, CS Fallback Triggered,

UE Not Available For PS Service, Radio resources not available,

Failure in the Radio Interface Procedure, 

Invalid QoS combination, Inter-RAT redirection,

Interaction with other procedure, Unknown E-RAB ID, Multiple E-RAB ID instances, Encryption and/or integrity protection algorithms not supported, S1 intra system Handover triggered, S1 inter system Handover triggered, X2 Handover triggered
…,

Redirection towards 1xRTT,

Not supported QCI value,

invalid CSG Id)
	

	>Transport Layer
	
	
	
	

	>>Transport Layer Cause
	M
	
	ENUMERATED
(Transport Resource Unavailable,

Unspecified,
...)
	

	   >NAS
	
	
	
	

	>>NAS Cause
	M
	
	ENUMERATED (Normal Release,

Authentication failure,

Detach,
Unspecified, 

…)
	

	>Protocol
	
	
	
	

	>>Protocol Cause
	M
	
	ENUMERATED
(Transfer Syntax Error,
Abstract Syntax Error (Reject),
Abstract Syntax Error (Ignore and Notify),
Message not Compatible with Receiver State,

Semantic Error,

Abstract Syntax Error (Falsely Constructed Message), Unspecified, ...)
	

	>Misc
	
	
	
	

	>>Miscellaneous Cause
	M
	
	ENUMERATED
(Control Processing Overload, Not enough User Plane Processing Resources,
Hardware Failure,
O&M Intervention,
Unspecified, Unknown PLMN, ...)
	


The meaning of the different cause values is described in the following table. In general, "not supported" cause values indicate that the related capability is missing. On the other hand, "not available" cause values indicate that the related capability is present, but insufficient resources were available to perform the requested action.
	Radio Network Layer cause
	Meaning

	Unspecified
	Sent for radio network layer cause when none of the specified cause values applies

	TX2RELOCOverall Expiry 
	The timer guarding the handover that takes place over X2 has abnormally expired.

	Successful Handover
	Successful handover.

	Release due to E-UTRAN generated reason
	Release is initiated due to E-UTRAN generated reason.

	Handover Cancelled
	The reason for the action is cancellation of Handover

	Partial Handover
	Provides a reason for the handover cancellation. The HANDOVER COMMAND message from MME contained E-RABs to Release List IE and the source eNB estimated service continuity for the UE would be better by not proceeding with handover towards this particular target eNB.

	Handover Failure In Target EPC/eNB Or Target System
	The handover failed due to a failure in target EPC/eNB or target system.

	Handover Target not allowed
	Handover to the indicated target cell is not allowed for the UE in question.

	TS1RELOCoverall Expiry
	The reason for the action is expiry of timer TS1RELOCoverall.

	TS1RELOCprep Expiry
	Handover Preparation procedure is cancelled when timer TS1RELOCprep expires.

	Cell not available
	The concerned cell is not available.

	Unknown Target ID
	Handover rejected because the target ID is not known to the EPC.

	No radio resources available in target cell
	Load on target cell is too high.

	Unknown or already allocated MME UE S1AP ID
	The action failed because the MME UE S1AP ID is either unknown, or (for a first message received at the eNB) is known and already allocated to an existing context.

	Unknown or already allocated eNB UE S1AP ID
	The action failed because the eNB UE S1AP ID is either unknown, or (for a first message received at the MME) is known and already allocated to an existing context.

	Unknown or inconsistent pair of UE S1AP ID
	The action failed because both UE S1AP IDs are unknown, or are known but do not define a single UE context.

	Handover Desirable for Radio Reasons
	The reason for requesting handover is radio related.

	Time Critical Handover
	handover is requested for time critical reason i.e. this cause value is reserved to represent all critical cases where the connection is likely to be dropped if handover is not performed.

	Resource Optimisation Handover
	The reason for requesting handover is to improve the load distribution with the neighbour cells.

	Reduce Load in Serving Cell
	Load on serving cell needs to be reduced.

	User Inactivity
	The action is requested due to user inactivity on all E-RABs e.g. S1 is requested to be released in order to optimise the radio resources.

	Radio Connection With UE Lost
	The action is requested due to loosing the radio connection to the UE.

	Load Balancing TAU Required
	The action is requested for all load balancing and offload cases in the MME.

	CS Fallback triggered
	The action is due to a CS fallback that has been triggered

	UE Not Available for PS Service
	The action is requested due to a Cell Change Order that has been triggered

	Radio resources not available
	No requested radio resources are available

	Invalid QoS combination
	The action was failed because of invalid QoS combination. 

	Inter-RAT Redirection
	The release is requested due to inter-RAT redirection.

	Failure in the Radio Interface Procedure
	Radio interface procedure has failed 

	Interaction with other procedure
	The action is due to an ongoing interaction with another procedure

	Unknown E-RAB ID
	The action failed because the E-RAB ID is unknown in the eNB

	Multiple E-RAB ID Instances
	The action failed because multiple instance of the same E-RAB had been provided to the eNB

	Encryption and/or integrity protection algorithms not supported
	The eNB is unable to support any of the encryption and/or integrity protection algorithms supported by the UE.

	S1 Intra system Handover triggered
	The action is due to a S1 intra system handover that has been triggered.

	S1 Inter system Handover triggered
	The action is due to a S1 inter system handover that has been triggered.

	X2 Handover triggered
	The action is due to an X2 handover that has been triggered.

	Redirection towards 1xRTT
	The release is requested due to redirection towards a 1xRTT system.

	Not supported QCI Value
	The E-RAB setup failed because the requested QCI is not supported.

	Invalid CSG Id
	The CSG ID provided to the target eNB was found invalid.


	Transport Layer cause
	Meaning

	Transport Resource Unavailable
	The required transport resources are not available

	Unspecified
	Sent when none of the above cause values applies but still the cause is Transport Network Layer related


	NAS cause
	Meaning

	Normal Release
	The release is normal

	Authentication Failure
	The action is due to authentication failure.

	Detach
	The action is due to detach.

	Unspecified
	Sent when none of the above cause values applies but still the cause is NAS related


	Protocol cause
	Meaning

	Transfer Syntax Error
	The received message included a transfer syntax error.

	Abstract Syntax Error (Reject)
	The received message included an abstract syntax error and the concerning criticality indicated "reject".

	Abstract Syntax Error (Ignore And Notify)
	The received message included an abstract syntax error and the concerning criticality indicated "ignore and notify".

	
	

	Message Not Compatible With Receiver State
	The received message was not compatible with the receiver state.

	Semantic Error
	The received message included a semantic error.

	Abstract Syntax Error (Falsely Constructed Message)
	The received message contained IEs or IE groups in wrong order or with too many occurrences.

	Unspecified
	Sent when none of the above cause values applies but still the cause is Protocol related


	Miscellaneous cause
	Meaning

	Control Processing Overload
	Control processing overload

	Not Enough User Plane Processing Resources Available
	No enough resources are available related to user plane processing.

	Hardware Failure
	Action related to hardware failure

	O&M Intervention
	The action is due to O&M intervention.

	Unspecified Failure
	Sent when none of the above cause values applies and the cause is not related to any of the categories Radio Network Layer, Transport Network Layer, NAS or Protocol.

	Unknown PLMN
	The MME does not identify any PLMN provided by the eNB


9.2.1.3a
RRC Establishment Cause

The purpose of the RRC Establishment Cause IE is to indicate to the MME the reason for RRC Connection Establishment. The encoding is the same as that of the Establishment Cause IE defined in [16] 

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	RRC Establishment Cause
	M
	
	ENUMERATED(emergency,

highPriorityAccess,

mt-Access,

mo-Signalling,

mo-Data, …)



	


9.2.1.4
Trace activation
Defines parameters related to a trace activation. 

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	E-UTRAN Trace ID
	M
	
	OCTET STRING (8)
	The E-UTRAN Trace ID IE is composed of the following: Trace Reference defined in [10] (leftmost 6 octets), and

Trace Recording Session Reference defined in [10] (last 2 octets)
	
	

	Interfaces To Trace
	M
	
	BIT STRING (8)
	Each position in the bitmap represents a eNB interface

first bit =S1-MME, second bit =X2, third bit =Uu

other bits reserved for future use. Value ‘1’ indicates ‘should be traced’. Value ‘0’ indicates ‘should not be trace’.



	
	

	Trace depth 
	M
	
	ENUMERATED(

minimum, medium, maximum, MinimumWithoutVendorSpecificExtension,

MediumWithoutVendorSpecificExtension,

MaximumWithoutVendorSpecificExtension, ...)
	Defined in [10]
	
	

	Trace Collection Entity IP Address
	M
	
	Transport Layer Address 9.2.2.1
	Defined in [10]
	
	


----------------------------------
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9.2.1.6 Target ID

The Target ID IE identifies the target for the handover. The target ID may be e.g. the target Global eNB-ID (for intra SAE/LTE), the RNC-ID (for SAE/LTE-UMTS handover) or the Cell Global ID of the handover target (in case of SAE/LTE to GERAN A/Gb mode handover).

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Choice Target ID
	
	
	
	
	-
	

	>Target eNB-ID
	
	
	
	
	
	

	>>Global eNB ID
	M
	
	9.2.1.37
	
	
	

	>>Selected TAI
	M
	
	TAI

9.2.3.16
	
	
	

	>Target RNC-ID
	
	
	
	
	-
	

	>>LAI
	M
	
	9.2.3.1
	
	-
	

	>>RAC
	O
	
	9.2.3.2
	
	-
	

	>>RNC-ID
	M
	
	INTEGER (0..4095)
	If the Extended RNC-ID IE is included in the Target ID IE, the RNC-ID IE shall be ignored.
	-
	

	>>Extended RNC-ID
	O
	
	9.2.1.14
	The Extended RNC-ID IE shall be used if the RNC identity has a value larger than 4095.
	
	

	>CGI
	
	
	
	
	-
	

	>>PLMN identity
	M
	
	OCTET STRING (SIZE (3))
	- digits 0 to 9, encoded 0000 to 1001,

- 1111 used as filler digit,

two digits per octet,

- bits 4 to 1 of octet n encoding digit 2n-1

- bits 8 to 5 of octet n encoding digit 2n

-The PLMN identity consists of 3 digits from MCC followed by either 
-a filler digit plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).
	-
	

	>>LAC
	M
	
	OCTET STRING (2)
	0000 and FFFE not allowed.
	-
	

	>>CI
	M
	
	OCTET STRING (2)
	
	-
	

	>>RAC
	O
	
	9.2.3.2
	
	
	


9.2.1.7
Source eNB to Target eNB Transparent Container

The Source eNB to target eNB Transparent Container IE is an information element that is produced by the source eNB and is transmitted to the target eNB. For inter-system handovers to E-UTRAN, the IE is transmitted from the external handover source to the target eNB. 

This IE is transparent to the EPC.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	RRC Container
	M
	
	OCTET STRING
	Includes the RRC Handover Preparation Information message as defined in subclause 10.2.2 of [16].
	-
	-

	E-RABs Information List
	O
	
	
	
	
	

	>E-RABs Information Item
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	-

	>>DL Forwarding
	O
	
	9.2.3.14
	
	-
	-

	Target Cell ID
	M
	
	E-UTRAN CGI

 9.2.1.38
	
	-
	-

	Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.1.39
	
	-
	-

	UE History Information
	M
	
	9.2.1.42
	
	-
	-


----------------------------------
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9.2.1.18 
GBR QoS Information

This IE indicates the maximum and guaranteed bit rates of a GBR bearer for downlink and uplink.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	E-RAB Maximum Bit Rate Downlink
	M
	
	Bit Rate 9.2.1.19
	Desc.: This IE indicates the maximum downlink E-RAB Bit Rate (i.e. from the EPC to E-UTRAN) for this bearer.

	E-RAB Maximum Bit Rate Uplink
	M
	
	Bit Rate 9.2.1.19
	Desc.: This IE indicates the maximum uplink E-RAB Bit Rate (i.e. from the E-UTRAN to the EPC) for this bearer.

	E-RAB Guaranteed Bit Rate Downlink
	M
	
	Bit Rate 9.2.1.19
	Desc.: This IE indicates the downlink guaranteed E-RAB Bit Rate (provided that there is data to deliver) from the EPC to the E-UTRAN for this bearer.

	E-RAB Guaranteed Bit Rate Uplink
	M
	
	Bit Rate 9.2.1.19
	Desc.: This IE indicates the uplink guaranteed E-RAB Bit Rate (provided that there is data to deliver) from the E-UTRAN to the EPC for this bearer


----------------------------------
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9.2.1.20
UE Aggregate Maximum Bit Rate

The UE Aggregate Maximum Bitrate is applicable for all Non-GBR bearers per UE which is defined for the Downlink and the Uplink direction and provided by the MME to the eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	UE Aggregate Maximum Bit Rate
	
	
	
	Desc.:

Applicable for non-GBR E-RABs

	>UE Aggregate Maximum Bit Rate Downlink
	M
	
	Bit Rate 9.2.1.19
	Desc.: This IE indicates the UE Aggregate Maximum Bit Rate in the downlink direction

	>UE Aggregate Maximum Bit Rate Uplink
	M
	
	Bit Rate 9.2.1.19
	Desc.: This IE indicates the UE Aggregate Maximum Bit Rate in the uplink direction


9.2.1.21
Criticality Diagnostics

The Criticality Diagnostics IE is sent by the eNB or the MME when parts of a received message have not been comprehended or were missing, or if the message contained logical errors. When applicable, it contains information about which IEs were not comprehended or were missing.

For further details on how to use the Criticality Diagnostics IE, (see section 10). 

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Procedure Code
	O
	
	INTEGER (0..255)
	Procedure Code is to be used if Criticality Diagnostics is part of Error Indication procedure, and not within the response message of the same procedure that caused the error

	Triggering Message 
	O
	
	ENUMERATED(initiating message, successful outcome, unsuccessful outcome)
	The Triggering Message is used only if the Criticality Diagnostics is part of Error Indication procedure. 

	Procedure Criticality 
	O
	
	ENUMERATED(reject, ignore, notify)
	This Procedure Criticality is used for reporting the Criticality of the Triggering message (Procedure).

	Information Element Criticality Diagnostics
	
	0 to <maxnoof errors>
	
	

	>IE Criticality 
	M
	
	ENUMERATED(reject, ignore, notify)
	The IE Criticality is used for reporting the criticality of the triggering IE. The value 'ignore' shall not be used.

	>IE ID
	M
	
	INTEGER (0..65535)
	The IE ID of the not understood or missing IE 

	>Type of Error
	M
	
	ENUMERATED(not understood, missing, …)
	

	
	
	
	
	


----------------------------------
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9.2.1.22
Handover Restriction List 
This IE defines area roaming or access restrictions for handover. If the eNB receives the Handover Restriction List, it shall overwrite previously received restriction information.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Serving PLMN
	M
	
	9.2.3.8
	

	Equivalent PLMNs
	
	0..<maxnoofEPLMNs>
	
	Allowed PLMNs in addition to Serving PLMN.

This list corresponds to the list of "equivalent PLMNs" as defined in [TS 24.008].

	>PLMN Identity
	M
	
	9.2.3.8
	

	Forbidden TAs
	
	0..<maxnoofEPLMNsPlusOne>
	
	intra LTE roaming restrictions

	>PLMN Identity
	M
	
	9.2.3.8
	The PLMN of forbidden TACs

	>Forbidden TACs
	
	1..<maxnoofForbTACs>
	
	

	>>TAC
	M
	
	9.2.3.7

	The TAC of the forbidden TAI

	Forbidden LAs
	
	0..<maxnoofEPLMNsPlusOne>
	
	inter-3GPP RAT roaming restrictions

	>PLMN Identity
	M
	
	9.2.3.8
	

	>Forbidden LACs
	
	1..<maxnoofForbLACs>
	
	

	>>LAC
	M
	
	OCTET STRING(2)
	

	
	
	
	
	

	Forbidden inter RATs
	O
	
	ENUMERATED(ALL, GERAN, UTRAN, CDMA2000, …)
	inter-3GPP and 3GPP2 RAT access restrictions


----------------------------------
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9.2.1.24
CDMA2000 RAT Type

In the uplink, this information element, along with the CDMA2000 Sector ID IE is used for routing the tunnelled CDMA2000 message to the proper destination node in the CDMA2000 RAT and is set by the eNB to the CDMA2000 RAT type received from the UE.

NOTE:
In the downlink, this information element is used by the eNB to provide an indication of the RAT Type associated with the tunnelled CDMA2000 message to the UE to help it route the tunnelled downlink CDMA2000 message to the appropriate CDMA upper layer.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CDMA2000 RAT Type
	M
	
	ENUMERATED
(HRPD,

1xRTT, …)

	This IE is used to identify which CDMA2000 RAT the tunnelled CDMA2000 signalling is associated with. The source of this information in the uplink is the UE and in the downlink it is the CDMA2000 system.


----------------------------------

Skip unchanged text

----------------------------------

9.2.1.28
CDMA2000 HO Status

This IE is used to indicate to the eNB which initiated an inter-RAT HO towards CDMA2000 about the outcome of the handover preparation to CDMA2000.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CDMA2000 HO Status
	M
	
	ENUMERATED
(HO Success, HO Failure, …)
	This IE indicates the status of the handover resource allocation in the CDMA2000 RAT.


9.2.1.29
CDMA2000 HO Required Indication

This information element is set by the eNB to provide an indication about whether the UE has initiated the handover preparation with the CDMA2000 RAT.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CDMA2000 HO Required Indication
	M
	
	ENUMERATED
(true, …)
	This IE indicates to MME that handover preparation to CDMA2000 has been started. It helps MME to decide when to send certain handover preparation information [8] to the CDMA2000 RAT. 


9.2.1.30
1xRTT MEID

Void.

9.2.1.31
eNB Status Transfer Transparent Container

The eNB Status Transfer Transparent Container IE is an information element that is produced by the source eNB and is transmitted to the target eNB. This IE is used for the intra SAE/LTE S1 handover case. 

This IE is transparent to the EPC.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	E-RABs Subject to Status Transfer List
	M
	
	
	
	–
	–

	>E-RABs Subject to Status Transfer Item
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	9.2.1.2
	
	–
	–

	>>UL COUNT value
	M
	
	COUNT Value 9.2.1.32 
	PDCP-SN and HFN of first missing UL PDCP SDU
	–
	–

	>>DL COUNT value
	M
	
	COUNT Value 9.2.1.32 
	PDCP-SN and HFN that the target eNB should assign for the next DL SDU not having an SN yet
	–
	–

	>>Receive Status Of UL PDCP SDUs
	O
	
	BIT STRING (4096)
	PDCP Sequence Number = (First Missing SDU Number + bit position) modulo 4096

0: PDCP SDU has not been received.

1: PDCP SDU has been received correctly.
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9.2.1.35
CDMA2000 1xRTT SRVCC Info
This IE defines SRVCC related information elements that are assembled by the MME to be tunnelled transparently to the 1xCS IWS [8] system.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CDMA2000 1xRTT SRVCC Info
	
	
	
	

	>CDMA2000 1xRTT MEID
	M
	
	OCTET STRING
	This information element is the Mobile Equipment Identifier or Hardware ID that is tunnelled from the UE and is transparent to the eNB. This IE is used to derive a MEID-based PLCM that is used for channelization in CDMA2000 1xRTT network.

	>CDMA2000 1xRTT Mobile Subscription Information
	M
	
	OCTET STRING
	This IE provides the list of UE supported 1x RTT Band classes and Band Subclasses. It is provided by the UE to the eNB as part of the UE capability. It is transparent to the eNB.

	>CDMA2000 1xRTT Pilot List
	M
	
	OCTET STRING
	This IE provides the measured pilot information. Encoded as the Pilot List IE from the A21-1x air interface signalling message in [25].


----------------------------------
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9.2.1.40
UE Security Capabilities

The UE Security Capabilities IE defines the supported algorithms for encryption and integrity protection in the UE. 
	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	UE Security Capabilities
	
	
	
	

	 >Encryption Algorithms
	M
	
	BIT STRING (16, ...)
	Each position in the bitmap represents an encryption algorithm:

"all bits equal to 0" - UE supports no other algorithm than EEA0

 "first bit" - 128-EEA1, 

"second bit" - 128-EEA2, other bits reserved for future use. Value ‘1’ indicates support and value '0' indicates no support of the algorithm. 

Algorithms are defined in [15]



	>Integrity Protection Algorithms
	M
	
	BIT STRING (16, ...)
	Each position in the bitmap represents an integrity protection algorithm: 
"all bits equal to 0" - UE supports no other algorithm than EIA0 ([15])

 "first bit" - 128-EIA1, 

"second bit" - 128-EIA2, 

other bits reserved for future use.

Value ‘1’ indicates support and value '0' indicates no support of the algorithm.

Algorithms are defined in [15].


----------------------------------
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9.2.1.42
UE History Information

The UE History Information IE contains information about cells that a UE has been served by in active state prior to the target cell.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Last Visited Cell List
	
	1 to MaxNrOfCells
	
	Most recent information is added to the top of this list
	-
	-

	
	
	
	
	
	
	

	
>Last Visited Cell Information
	M
	
	9.2.1.43
	
	-
	-


----------------------------------
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9.2.1.43a
Last Visited E-UTRAN Cell Information

The Last Visited E-UTRAN Cell Information contains information about a cell that is to be used for RRM purposes.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Global Cell ID
	M
	
	E-UTRAN

CGI

9.2.1.38
	
	-
	-

	Cell Type
	M
	
	9.2.1.66
	
	-
	-

	Time UE stayed in Cell
	M
	
	INTEGER (0..4095)
	The duration of the time the UE stayed in the cell in seconds. If the UE stays in a cell more than 4095s, this IE is set to 4095
	-
	-
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9.2.1.44
Message Identifier

The purpose of the Message Identifier IE is to identify the warning message. Message Identifier IE is set by the EPC and transferred to the UE by the eNB

----------------------------------
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9.2.1.50
Warning Type

The Warning Type IE indicates types of the disaster. This IE also indicates that a Primary Notification is included. This IE can be used by the UE to differentiate the type of alert according to the type of disaster. ----------------------------------
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9.2.1.54
Broadcast Completed Area List

The Broadcast Completed Area List IE indicates the areas where broadcast was performed successfully.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	Choice Broadcast Completed Area
	
	
	
	

	>Cell ID Broadcast 
	
	1 to <maxnoofCellID>
	
	

	   >E-CGI
	M
	
	9.2.1.38
	

	>TAI Broadcast
	
	1 to <maxnoofTAIs>
	
	

	   >>TAI
	M
	
	9.2.3.16
	

	   >>Completed Cell in TAI List
	
	1 to <maxnoofCellIDinTA>
	
	

	         >>>E-CGI
	M
	
	
	

	>Emergency Area ID Broadcast
	
	1 to <maxnoofEmergencyAreaID>
	
	

	   >>Emergency Area ID 
	M
	
	9.2.1.47
	

	   >>Completed Cell in Emergency Area ID List
	
	1 to <maxnoofCellinEA>
	
	

	          >>>E-CGI
	M
	
	
	


	Range bound
	Explanation

	maxnoofCellID
	Maximum no. of Cell ID subject for warning message broadcast. Value is 65535.

	maxnoofTAI
	Maximum no. of TAI subject for warning message broadcast. Value is 65535.

	maxnoofEmergencyAreaID
	Maximum no. of Emergency Area ID subject for warning message broadcast. Value is 65535.

	maxnoofCellIDinTA
	Maximum no. of Cell ID within a TAI. Value is 65535.

	maxnoofCellIDinEA
	Maximum no. of Cell ID within an Emergency Area. Value is 65535.
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9.2.1.59
SRVCC HO Indication

This information element is set by the source eNB to provide an indication that E-RAB may be subjected to handover via SRVCC means.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	SRVCC HO Indication
	M
	
	ENUMERATED
(PS and CS, CS only, …)
	


----------------------------------
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9.2.1.66

Cell Type

----------------------------------
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9.2.1.70
Broadcast Cancelled Area List

The Broadcast Cancelled Area List IE indicates the areas where broadcast was stopped successfully.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	Choice Broadcast Cancelled Area
	
	
	
	

	>Cell ID Cancelled 
	
	1 to <maxnoofCellID>
	
	

	   >>E-CGI
	M
	
	9.2.1.38
	

	   >>Number of Broadcasts
	M
	
	9.2.1.71
	

	>TAI Cancelled
	
	1 to <maxnoofTAIs>
	
	

	   >>TAI
	M
	
	9.2.3.16
	

	   >>Cancelled Cell in TAI List
	
	1 to <maxnoofCellIDinTA>
	
	

	         >>>E-CGI
	M
	
	
	

	         >>>Number of Broadcasts
	M
	
	9.2.1.71
	

	>Emergency Area ID Cancelled
	
	1 to <maxnoofEmergencyAreaID>
	
	

	   >>Emergency Area ID 
	M
	
	9.2.1.47
	

	   >>Cancelled Cell in Emergency Area ID List
	
	1 to <maxnoofCellinEA>
	
	

	          >>>E-CGI
	M
	
	
	

	         >>>Number of Broadcasts
	M
	
	9.2.1.71
	


	Range bound
	Explanation

	maxnoofCellID
	Maximum no. of Cell ID subject for warning message broadcast. Value is 65535.

	maxnoofTAI
	Maximum no. of TAI subject for warning message broadcast. Value is 65535.

	maxnoofEmergencyAreaID
	Maximum no. of Emergency Area ID subject for warning message broadcast. Value is 65535.

	maxnoofCellIDinTA
	Maximum no. of Cell ID within a TAI. Value is 65535.

	maxnoofCellIDinEA
	Maximum no. of Cell ID within an Emergency Area. Value is 65535.
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9.2.2.2
GTP-TEID

This information element is the GTP Tunnel Endpoint Identifier to be used for the user plane transport between eNB and the serving gateway.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	GTP-TEID
	M
	
	OCTET STRING (4)
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9.2.3.3
MME UE S1AP ID

The MME UE S1AP ID uniquely identifies the UE association over the S1 interface within the MME. 
----------------------------------
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9.2.3.12
MMEC

This information element represents the MME Code to uniquely identify an MME within an MME pool area. 
----------------------------------
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9.2.3.23
RIM Transfer

This IE contains the RIM Information (e.g. NACC information) and additionally in uplink transfers the RIM routing address of the destination of this RIM information. 

----------------------------------
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9.2.3.26
SON Configuration Transfer

This IE contains the SON Information and additionally includes the eNB identifier of the destination of this SON information and the eNB identifier of the source of this information. 

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	SON Configuration Transfer
	
	
	
	

	>Target eNB-ID
	M
	
	
	

	  >>Global eNB ID
	M
	
	9.2.1.37
	

	  >>Selected TAI
	M
	
	TAI

9.2.3.16
	

	>Source eNB-ID
	M
	
	
	

	  >>Global eNB ID
	M
	
	9.2.1.37
	

	  >>Selected TAI
	M
	
	TAI

9.2.3.16
	

	>SON Information
	M
	
	9.2.3.27
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9.2.3.29
X2 TNL Configuration Info

The X2 TNL Configuration Info IE is used for signalling X2 TNL Configuration information for automatic X2 SCTP association establishment.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	eNB X2 Transport Layer Addresses
	
	1 to <maxnoofeNBX2TLAs>
	
	

	>Transport Layer Address
	M
	
	9.2.2.1
	Transport Layer Addresses for X2 SCTP end-point.


----------------------------------
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9.3
Message and Information Element Abstract Syntax (with ASN.1)

9.3.0
General

S1AP ASN.1 definition conforms to [4] and [5].
The ASN.1 definition specifies the structure and content of S1AP messages. S1AP messages can contain any IEs specified in the object set definitions for that message without the order or number of occurrence being restricted by ASN.1. However, for this version of the standard, a sending entity shall construct a S1AP message according to the PDU definitions module and with the following additional rules (Note that in the following IE means an IE in the object set with an explicit id. If one IE needed to appear more than once in one object set, then the different occurrences have different IE ids):

· IEs shall be ordered (in an IE container) in the order they appear in object set definitions.
----------------------------------
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9.3.4
Information Element Definitions

-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

S1AP-IEs { 

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

eps-Access (21) modules (3) s1ap (1) version1 (1) s1ap-IEs (2) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

IMPORTS


id-E-RABInformationListItem,


id-E-RABItem,


id-Bearers-SubjectToStatusTransfer-Item,

maxNrOfCSGs,

maxNrOfE-RABs,


maxNrOfErrors,


maxnoofBPLMNs,


maxnoofPLMNsPerMME,


maxnoofTACs,

maxnoofEPLMNs,


maxnoofEPLMNsPlusOne,


maxnoofForbLACs,


maxnoofForbTACs,




maxnoofCells,


maxnoofCellID,


maxnoofEmergencyAreaID,


maxnoofTAIforWarning,


maxnoofCellinTAI,


maxnoofCellinEAI,


maxnoofeNBX2TLAs,


maxnoofRATs,


maxnoofGroupIDs,


maxnoofMMECs

----------------------------------
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