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1 Introduction
In last RAN3#66bis meeting, RAN3 agreed on a working assumption for handling of CSG Id validation failure at target hybrid cell which is to go for the accept-based approach, i.e. the target HeNB may treat the UE as non-member. However the following points need further discussion:

· Does the MME need to be aware of the CSG Id? 

· In case of CSG Id validation failure at a target cell in closed access mode, the method to update the mapping of cell identifier and CSG Id in source side has to be defined. 
In this contribution, solutions for these issues are discussed. The discussion is based on HeNB. For HNB, the solutions should be aligned.
2 Discussion
2.1 MME need to be aware of the CSG Id
In S1 handover procedure [2], the MME sends a Modify Bearer Request message to the target Serving GW/PDN GW. If requested by PDN GW, the Modify Bearer Request message shall include the User CSG Information which includes CSG Id. If the MME does not know the right CSG Id, the MME will report wrong information to the target Serving GW/PDN GW which may lead to wrong charging.

Proposal 1: The MME needs to be aware of the actual CSG Id of the target cell. 
2.2 Handling of CSG Id validation failure in target closed cell 
RAN3 agreed that the CSG Id indicated from source side during a handover may be invalid due to synchronization issues. That’s why CSG validation in target HeNB is necessary for closed access mode cells as for hybrid access mode cells.
In case of a closed access mode cell, the target CSG HeNB will reject the HO when CSG Id validation fails. Similarly to hybrid access mode, the source eNB needs to be aware of the reason of the failure and needs to know the actual target CSG Id so as to update its neighbor cache. The target CSG Id can be transmitted to the source eNB by Handover Failure message and Handover Preparation Failure messages as shown in Figure 2.
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Figure 2
Proposal 2: The CSG Id of the target cell is transmitted to source side by including CSG Id IE in Handover Failure and Handover Preparation Failure messages.
3 Conclusion and proposal
We propose RAN3 to discuss the issues in section 2 and agree the following proposals and the corresponding CRs in [3][4][5][6]:
Proposal 1: The MME needs to be aware of the actual CSG Id of the target cell. 
Proposal 2: The CSG Id of the target cell is transmitted to source side by including CSG Id IE in Handover Failure and Handover Preparation Failure messages.
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