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1 Introduction
R3-100938 derives 2 requirements for the inter-PLMN mobility support over X2 and analyses 4 possible solutions how this can be realized for Rel.8 (Rel.9). This response paper shows that the reply from SA2 significantly impacts the benefit of the proposed solution and proposes to postpone discussions unless the response LS from SA2 is available. For the case that SA2 confirms security issues it is also proposed not to perform S1 HO only when the PLMN changes during HO.   
2 Discussion
NSN shares the security concerns that are mentioned by R3-100938. The PLMN ID is used as a input parameter for the key generation of the key Kasme. All keys on NAS and AS depend on Kasme and have to be re-calculated when the key Kasme is changed. This is not a big issue for S1 based handovers because the EPC is anyway directly involved in the S1 HO procedure.

This is not the case for the X2 based handover. If the Kasme needs to be recalculated after the X2 handover for security reasons, i.e. in order to re-establish the binding of the Kasme with the PLMN ID then further signalling is required. As a consequence ciphering keys must be changed using UE Context Modification Procedure. This will require an additional intra cell HO after the completion phase of the X2 HO. This causes an additional service interruption. Compared to the S1 based handover with PLMN change NSN considers this as a severe drawback of the X2 based HO with PLMN change.
Also, given the fact that S1 handover with PLMN change is already perfectly working while several problems have to be solved for the X2 based handover with PLMN change, and that SA2 according to the 12/2009 version of the TS23.401 has decided not to use X2 handovers when the PLMN changes, NSN’s opinion is that R3-100938 rather describes an optimisation than a correction of the X2 handover. 
3 Conclusions and proposal
Because of the impact of the security issue we propose to suspend further discussions concerning the details of the solution unless RAN3 gets informed by SA2 whether there are security concerns how to handle these. 
If the security concerns are confirmed and a second intra cell handover is needed following to the X2 handover in order to adjust the key hierarchy to the new PLMN then it is further proposed not to perform a X2 handover when the PLMN changes, i.e. to follow the decision of the 12/2009 version of SA2’s TS23.401 to perform only S1 handover in that case. 
