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1
Introduction
At RAN3#66, the solution for inbound mobility was agreed as per the solution presented in [1].

However one open issue was leftover concerning the handling of the hybrid cells for CSG-capable UEs when the CSG ID check fails at the target HeNB.
It was then decided at RAN3#66bis to accept the UE in the target cell in this case along the lines of [2]. The details of the solution and the corresponding CR were however postponed to RAN3#67. They are considered in this paper. 
2
Description of the open issue 
The solution retained for inbound mobility as per [1] can be summarized as follows:
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In the step 1, the source E-UTRAN includes the target E-CGI and the CSG ID in the Handover Required message sent to the MME. If the target is an hybrid cell the Cell Access Mode of the target is also included.
The E-CGI and the CSG ID which are provided here are from two possible sources:

· In a first scenario 1, they come from the UE: if the UE is SIB-reading capable, and if requested by the network, the UE will be capable to report both the E-CGI and the CSG ID of the target HeNB (see decision last RAN2 meeting). In this case the UE is supposed to have performed the CSG access control itself and the network is supposed to only perform the second access control check. 
· In a second scenario 2, the E-CGI and the CSG ID have been directly configured in the source E-UTRAN node. For example in scenarios where the PCI confusion can be resolved, the UE may simply report the regular PCI and the source E-UTRAN node can do the mapping into the E-CGI. As a reasonable assumption, one can consider in this case that the mapping table in the source E-UTRAN would also contain the corresponding CSG ID for that HeNB/E-CGI.
When the access control is successful at step 2 in the MME, the CSG ID is further sent to the target HeNB for validation in the Handover Request message.
The target HeNB will check that the CSG ID corresponds to the value that is broadcast in the cell.
2.1
Handling of CSD ID check Failure in Target Cell
If the CSG ID validation check fails at target HeNB, two situations are possible: 

· the CSG Membership Status was received set to “not member”: the UE shall be treated as “not member” but the table is outdated and there is a non-zero probability that the UE may be a member. Therefore it is worthy that the HeNB provides back the CSG ID in the HANDOVER REQUEST ACKNOWLEDGE message so that the MME can make a subsequent access control check and reconsider the UE as member if needed.
· the CSG Membership Status was received set to “member”: the UE shall also be treated as “not member” in the HeNB. By so doing this removes any motivation for a rogue UE to try to “cheat” and report a false CSG ID. However the HeNB shall also send back the HANDOVER REQUEST ACKNOWLEDGE including the right CSG ID for a subsequent access control check and reconsider the UE membership if needed. 
These two situations finally lead to the same necessary treatment in the target HeNB. Finally, if the MME happens to reconsider the UE as “member” upon reception of the HANDOVER REQUEST ACKNOWLEDGE message, it can further send a UE CONTEXT MODIFICATION message including the CSG Membership Status IE set to “member”.
The overall solution is depicted in the figure below:
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This solution (to always consider UE as not-member first when CSG ID fails and then later reconsider this if needed) is the only solution that prevents any motivation for rogue UEs. We propose to standardize it:
Proposal 1: specify in TS36.413 that when the HeNB is hybrid and detects an invalid CSG ID it shall still accept the incoming handover (depending on CAC) and shall treat the corresponding UE as a non-member. It shall then send back the valid CSG ID in the HANDOVER REQUEST ACKNOWLEDGE message for the MME to reconsider the membership status and apply the right charging. The MME may further send a final UE CONTEXT MODICATION MESSAGE to set the UE to “member” if necessary.
2.2
Update of the CSG ID table
The update of the E-CGI – CSG ID table is another separate topic. Provided the proposal 1 above is agreed and implemented, if CSG ID checks still happen to fail at target HeNB this can only be because of scenario 2 above – the outdated table in source eNB – because there is no more motivation for rogue UE according to proposal 1.
Therefore it is useful to piggy-back back the right CSG ID in the Target eNB/RNC-to-Source eNB/RNC Transparent container so that the source RAN node updates automatically its table.

Of course this proposal should be seen as independent of proposal 1 and optional since the update could be carried out by O&M instead. However O&M could be tedious knowing that protocol means can be easily provided.

Proposal 2: specify in TS36.413 that when the HeNB detects an invalid CSG ID it may send back in the Target-to-Source Container the valid CSG ID (actually broadcast by the HeNB) corresponding to the E-CGI.
2.3

3G HNB Scenarios
In addition, similar open issue and scenarios apply to 3g, so it is proposed to consider proposal 3:

Proposal 3: specify proposal 1 and proposal 2 for the 3G HNB case as well. Agree on CR in tdoc R3-10xxxx.

3
Conclusion
This paper has analysed the remaining open issue of the secondary access control for LTE inbound handover with regards to hybrid cells and provides three complementary proposals in order to close this open issue:

Proposal 1: specify in TS36.413 that when the HeNB is hybrid and detects an invalid CSG ID it shall accept the incoming handover (depending on CAC) and shall treat the corresponding UE as a non-member. It shall then send back the valid CSG ID in the HANDOVER REQUEST ACKNOWLEDGE message for the MME to reconsider the membership status and apply the right charging. The MME may further send a final UE CONTEXT MODICATION MESSAGE to set the UE to “member” if necessary.

Proposal 2: specify in TS36.413 that when the HeNB detects an invalid CSG ID it may send back in the Target-to-Source Container the valid CSG ID (actually broadcast by the HeNB) corresponding to the E-CGI.

Proposal 3: specify proposal 1 and proposal 2 for the 3G HNB case as well. Agree on CR in tdoc R3-10xxxx.

It is proposed to consider agreement on proposals 1 in tdoc R3-100972, 2 in tdoc R3-100973 and 3 in tdoc R3-10xxxx separately.
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