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1. Introduction
RAN3 has received an LS on handover between eNBs of different RRC protocol releases from RAN2 and is asked to provide answers to the following questions: 
Q1:
Can RAN2 assume that the source eNB would always know the RRC protocol release supported by the target eNB (beyond Rel-8) under current RAN3 assumptions? If not, can RAN3 provide a means in Rel-9 time frame?

Q2:
Can RAN2 assume this also for HeNB scenarios?

It is obviously not current RAN3 assumptions, and hence, the point to be discussed is whether RAN3 can provide a means in Release 9 time frame taking HeNB deployment scenarios into account. This paper attempts to identify possible solutions that source (H)eNB (beyond Release 9) can acquire RRC protocol release supported by target (H)eNB (beyond Release 8) and to discuss their feasibility. 
2. Possible Solutions
For source (H)eNB to do this, several solutions can be considered as follows: 
Solution 1:
O&M (HeNB management system)
RRC protocol release supported by target (H)eNB is contained as an entry in NRT that source (H)eNB has and is managed by O&M system (HeNB management system) according to (H)eNB setup, shutdown, software update including RRC protocol release upgrade, etc. This solution is out of the RAN3 realm and relies on implementation issue. 
Solution 2:
X2 Setup/eNB Configuration Update

As well as solution 1, the RRC protocol release is included in the NRT, but is exchanged between eNBs by means of including new IE to inform peer eNB of RRC protocol release, e.g., RRC protocol release IE, in X2 SETUP REQUEST/RESPONSE message and ENB CONFIGURATION UPDATE message. For beyond Release 9 eNB, absence of the RRC protocol release IE in the abovementioned messages sent from peer eNB could be considered that supported RRC protocol release of the peer eNB is Release 8. This solution however cannot be applied for eNBs not having X2 connectivity (e.g., eNBs served by different MME pool area) and for HeNB scenarios, since X2 interface for HeNB is not supported in Release 9. 
Solution 3:
SON Configuration Transfer extension

The scheme to discover a TNL address of the concerned eNB has been defined in S1-AP utilizing SON Configuration Transfer [2]. One possible solution via S1 interface is therefore to extend the SON Configuration Transfer IE to discover supported RRC protocol release of the concerned eNB. This solution can be applied for eNBs not having X2 connectivity and HeNB scenarios, since it is defined over S1 interface. However, source (H)eNB might not be able to maintain up-to-date RRC protocol release entries in the NRT, since the trigger to initiate this discovery procedure relies on awareness of eNB ID and TAI of the concerned eNB, which is discovered by means of e.g., ANR function. Especially for uncoordinated HeNB deployment scenario, it would often be out-of-date when required to be used. 
Solution 4:
S1 Setup/eNB, MME Configuration Update
One might consider that S1 Setup and eNB/MME Configuration Update procedure could be used to exchange the RRC protocol release between eNBs via MME. However, this solution requires for MME to maintain the neighbor relation of all serving eNBs and contradicts current S1 interface concept. Moreover, in case of deploying HeNB GW in E-UTRAN, MME cannot acquire the RRC protocol release of HeNBs connected to the GW unless an exception of S1 Setup/eNB, MME configuration procedure as non-UE associated S1-AP procedures in the presence of the GW is allowed. 
Solution 5:
Supported RRC protocol release Acquisition from target eNB during handover preparation procedure

In this solution, source (H)eNB configures RRC HandoverPreparationInformation message based on its own supported RRC protocol release and issues X2 HANDOVER REQUEST message or S1 HANDOVER REQUIRED message to target (H)eNB as defined in Release 8/9. Upon receipt of the message at the target, if the target cannot comprehend the HandoverPreparationInformation message in full, the target sends back X2 HANDOVER PREPARATION FAILURE message or S1 HANDOVER FAILURE message including an appropriate cause value and the RRC protocol release IE supported by the target. The Source, upon receipt of the failure message, reconfigures the HandoverPreparationInformation message based on the supported RRC protocol release of the target notified in the failure message and initiates the handover preparation procedure again. Unlike abovementioned solutions, this solution needs not to maintain the supported RRC protocol release entries in the NRT, however, causes longer handover latency if the supported RRC protocol release of the target is earlier than that of the source. In addition, for this to work in case of the Release 8 target, at least the cause value for that purpose needs to be defined in the Release 8 standard, so that the beyond Release 9 source can distinguish the handover failure due to the un-comprehended RRC context reception at the target from the other cause already defined in the standard. 
3. Solution Analysis
Table 1 shows the comparison of identified possible solutions above. As mentioned above, Solution 5 causes longer latency in handover preparation phase and has a specification impact to Release 8 eNB. Solution 4 clearly contradicts current S1 interface concepts and cannot support HeNB deployment scenario associated with HeNB GW. Solution 2 cannot support Macro and HeNB scenarios not having X2 connectivity between two peers. Although Solution 3 could compensate for the drawback of solution 2 to some extent, it would not be a sufficient solution to support both Macro and Home eNB scenarios, since the NRT would not be able to updated according to the (H)eNB setup, shutdown, location movement and software update immediately. As such, only feasible solution seems to be Solution 1, that is O&M, while there still remains a concern that source (H)eNB needs to manage the supported RRC protocol release of not only Macro eNB but also HeNB in the NRT. If maintaining the RRC protocol release of a large number of neighbour HeNB’s in the NRT is too cumbersome, the O&M can simply configure the source (H)eNB with the earliest RRC protocol release being used in the network. 
Table 1: Solution comparison table
	
	Solution 1
(O&M)
	Solution 2
(X2 Setup/eNB Configuration Update)
	Solution 3
(SON Configuration Transfer extension)
	Solution 4
(S1 Setup/eNB, MME Configuration Update)
	Solution 5
(Acquisition from the target during HO preparation)

	eNB operation impact
	Source (H)eNB needs to manage supported RRC protocol release of both neighbour eNBs and HeNBs.
	Source eNB only needs to manage supported RRC protocol release of neighbour eNBs.
	Source (H)eNB needs to manage supported RRC protocol release of both neighbour eNBs and HeNBs.
	Source (H)eNB needs to manage supported RRC protocol release of both neighbour eNBs and HeNBs.
	No need to manage supported RRC protocol release of neighbour eNBs in NRT.

	MME operation impact
	No impact
	No impact
	No impact
(Extension of the SON Configuration Transfer IE is transparent to MME.)
	MME needs to manage the neighbour relation of all serving eNBs including supported RRC protocol release
	No impact

	Macro eNB scenario support
	Supported 
	Supported only if peer eNBs are served by the same MME pool ares
	NRT might be out-of-date when required to be used
	Supported 
	Supported 

	HeNB scenario support
	Supported 
	Not supported
	NRT would often be out-of-date when required to be used
	Supported only if HeNB is directly connected to MME.
	Supported

	Handover performance
	No performance degradation affected by the solution
	No performance degradation affected by the solution
	No performance degradation affected by the solution
	No performance degradation affected by the solution
	Longer latency in HO preparation phase

	Standard impact
	No impact
	Inclusion of the RRC protocol release IE in the X2 Setup/eNB Configuration Update messages
	Extension of SON Configuration Transfer IE to discover supported RRC protocol release of the concerned eNB
	Inclusion of the RRC protocol release IE in the S1 Setup/eNB, MME Configuration Update messages, that contradicts current S1 interface concept
	Inclusion of the RRC protocol release IE in the handover failure messages. For Release 8 eNB, at least an appropriate cause value needs to be specified 


■: drawback
4. Summary and proposal
RAN3 is consulted by RAN2 whether a means that source (H)eNB always knows RRC protocol release supported by target eNB (beyond Rel-8) can be provided in Release 9 time frame. This paper identified possible solutions with which RAN3 can provide RAN2 and analyzed their feasibility. In conclusion: 

It is proposed that O&M (HeNB management system) is a viable solution for source (H)eNB to know the RRC protocol release supported by the target. 
It is also proposed that if maintaining the RRC protocol release of a large number of neighbour HeNB’s in the NRT is too cumbersome, the O&M can simply configure the source (H)eNB with the earliest RRC protocol release being used in the network.

If RAN3 agrees to the proposal, it is also proposed to reply to RAN2 as in the draft LS provided in [3]. 
5. Reference
[1] R2-097451, “LS on Handover between eNBs of different Releases,” RAN2. 

[2] TS 36.413 (V9.1.0), “Evolved Universal Terrestrial Radio Access Network (E-UTRAN); S1 Application Protocol (S1AP) (Release 9),” 

[3] R3-100057, “[DRAFT] Reply LS on Handover between eNBs of different Releases,” NTT DOCOMO. 







































































































































































































































PAGE  
1

