Page 1



3GPP TSG-RAN WG3 Meeting #66 
(
 R3-093123
Jeju, Korea, November 9th – November 13th 2009
	CR-Form-v9.4

	CHANGE REQUEST

	

	(

	36.413
	CR
	0613
	(

rev
	-
	(

Current version:
	9.0.0
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	
	Radio Access Network
	X
	Core Network
	X


	

	Title:
(

	Inclusion of CSG information for access control in LTE handover procedures

	
	

	Source to WG:
(

	Nokia Siemens Networks, Nokia, Qualcomm Europe

	Source to TSG:
(

	R3

	
	

	Work item code:
(

	ENHB-RAN3
	
	Date: (

	11/1/2009

	
	
	
	
	

	Category:
(

	B
	
	Release: (

	Rel-9

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)

	
	

	Reason for change:
(

	In order to allow for access control at the relevant EPC nodes during inbound handovers to CSG or hybrid cells the CSG ID of the target cell needs to be provided to the EPC.  Such CSG ID can be made available at the serving (H)eNB via UE measurement reports or via pre-configuration. The target CSG ID can be included in the Target ID as part of the information on the target cell.  The EPC will therefore be able to perform access control by checking the CSG ID in the Target ID and verifying whether the UE is a member of the CSG corresponding to the reported CSG ID.

To allow validation of the CSG ID provided by the UE the target CSG ID can also be included in the Source eNB to Target eNB Transparent Container IE.  The target (H)eNB will therefore be able to validate that the received CSG ID equals the one broadcast in the target cell.

In addition, it was agreed by SA2 that a UE accessing a hybrid cell can be given prioritised treatment depending on whether it is member of the CSG part of the hybrid cell or not.  The mechanism currently specified for such procedure in TS 23.401 is that the serving E-UTRAN will notify the EPC with a hybrid access mode notification and the EPC will reply with the UE membership status.  

It is believed that the same UE prioritisation shall be allowed after the UE relocates to a hybrid cell.  In order to make such procedure possible the source E-UTRAN can provide a hybrid access mode notification as part of the HO REQUIRED message and the EPC (after checking for UE membership to the CSG) can include the UE membership status in the HO REQUEST message.   In this way the target E-UTRAN has all the information needed to prioritise/de-prioritise the UE.

	
	

	Summary of change:
(

	Include the target CSG ID in the Target ID IE and in the Source eNB to Target eNB Transparent Container IE
Introduce the Cell Access Mode IE in the HO REQUIRED message
Include the CSG Membership Status IE in the HO REQUEST message.

	
	

	Consequences if 
(

not approved:
	Handover mobility to CSG or hybrid cells is either not possible or not efficient due to the lack of information at the EPC to perform UE access control.
In addition, handover to hybrid cells does not perform efficiently due to the lack of information needed to prioritise UEs within the hybrid cell.

	
	

	Clauses affected:
(

	8.4.1.2; 8.4.2.2; 8.4.2.3; 9.1.5.1; 9.1.5.4; 9.2.1.6; 9.2.1.7; 9.3.4;

	
	

	
	Y
	N
	
	

	Other specs
(

	
	N
	 Other core specifications
(

	

	affected:
	
	N
	 Test specifications
	

	
	
	N
	 O&M Specifications
	

	
	

	Other comments:
(

	This CR is related to the R3-092152 which describes basic access control for hybrid cells


* * * First Change * * * *

8.4.1.2
Successful Operation
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Figure 8.4.1.2-1: Handover preparation: successful operation

The source eNB initiates the handover preparation by sending the HANDOVER REQUIRED message to the serving MME. When the source eNB sends the HANDOVER REQUIRED message, it shall start the timer TS1RELOCprep. The source eNB shall indicate the appropriate cause value for the handover in the Cause IE. 

The source eNB shall include the Source to Target Transparent Container IE in the HANDOVER REQUIRED message. 

In case of intra-system handover, the container shall be encoded according to the definition of the Source eNB to Target eNB Transparent Container IE. In case of handover to UTRAN, the information in the Source to Target Transparent Container IE shall be encoded according to the Source RNC to Target RNC Transparent Container IE definition as specified in [19] and the source eNB shall include the UE History Information IE in the Source RNC to Target RNC Transparent Container IE. If the handover is to GERAN A/Gb mode then the Source to Target Transparent Container IE shall be encoded according to the definition of the Source BSS to Target BSS Transparent Container IE.

When the preparation, including the reservation of resources at the target side is ready, the MME responds with the HANDOVER COMMAND message to the source eNB.

If the Target to Source Transparent Container IE has been received by the MME from the handover target then the transparent container shall be included in the HANDOVER COMMAND message.

Upon reception of the HANDOVER COMMAND message the source eNB shall stop the timer TS1RELOCprep and start the timer TS1RELOCOverall.
In case of intra-system handover, the information in the Target to Source Transparent Container IE shall be encoded according to the definition of the Target eNB to Source eNB Transparent Container IE. In case of inter-system handover to UTRAN, the Target to Source Transparent Container IE shall be encoded according to the Target RNC to Source RNC Transparent Container IE definition as specified in [19]. In case of inter-system handover to GERAN A/Gb mode, the Target to Source Transparent Container IE shall be encoded according to the Target BSS to Source BSS Transparent Container IE definition as described in [18].

If there are any E-RABs that could not be admitted in the target, they shall be indicated in the E-RABs to Release List IE.

If the DL forwarding IE is included within the Source eNB to Target eNB Transparent Container IE of the HANDOVER REQUIRED message and it is set to "DL forwarding proposed", it indicates that the source eNB proposes forwarding of downlink data.

If the MME receives the Direct Forwarding Path Availability IE in the HANDOVER REQUIRED message indicating that a direct data path is available, it shall handle it as specified in [11]. 

The source eNB shall include the SRVCC HO Indication IE in the HANDOVER REQUIRED message if the SRVCC operation is needed as defined in [9]. The source eNB shall indicate to the MME in the SRVCC HO Indication IE if the handover shall be prepared for PS and CS domain or only for CS domain. The SRVCC HO Indication IE is set according to the target cell capability. In case the target system is GERAN without DTM HO support, the source eNB shall indicate CS only in the SRVCC HO Indication IE. Otherwise, the source eNB shall indicate PS and CS in the SRVCC HO Indication IE. In case of inter-system handover from E-UTRAN, the source eNB shall indicate in the Target ID IE, in case of inter-system handover to UTRAN, the Target RNC-ID of the RNC, in case of inter-system handover to GERAN A/Gb mode the Cell Global Identity (including the Routing Area Code) of the cell in the target system.

In case the SRVCC operation is performed, SRVCC HO Indication IE indicates that handover shall be prepared only for CS domain, the source eNB shall include in the HANDOVER REQUIRED message one Source to Target Transparent Container IEs and encode the information in the Source to Target Transparent Container IE according to the definition of the Old BSS to New BSS information IE as specified in [23].

In case the SRVCC operation is performed, SRVCC HO Indication IE in the HANDOVER REQUIRED message indicates that handover shall be prepared for PS and CS domain, and if

-
the target system is GERAN with DTM HO support, then the source eNB shall include in the HANDOVER REQUIRED message the Source to Target Transparent Container IE and the Source to Target Transparent Container Secondary IE. The first shall be encoded according to the definition of the Source BSS to Target BSS Transparent Container IE as described in [18]. The second shall be encoded according to the definition of the Old BSS to New BSS information IE as specified in [23].

-
the target system is UTRAN, then the source eNB shall include in the HANDOVER REQUIRED message the Source to Target Transparent Container IE encoded according to the definition of the Source RNC to the Target RNC Transparent Container IE as specified in [19] and the source eNB shall include the UE History Information IE in the Source RNC to Target RNC Transparent Container IE.
In case the SRVCC operation is performed, SRVCC HO Indication IE in the HANDOVER REQUIRED message indicates that handover shall be prepared only for CS domain, the corresponding HANDOVER COMMAND message shall contain one Target to Source Transparent Container IE that shall be encoded according to the definition of the Layer 3 Information IE as specified in [23].

In case the SRVCC operation is performed, SRVCC HO Indication IE in the HANDOVER REQUIRED message indicates that handover shall be prepared for PS and CS domain, and if

-
the target system is GERAN with DTM HO support, then the corresponding HANDOVER COMMAND message shall contain the Target to Source Transparent Container IE and the Target to Source Transparent Container Secondary IE. The first IE shall be encoded according to the definition of the Layer 3 Information IE as specified in [23]. The second IE shall be encoded according to the definition of the Target BSS to Source BSS Transparent Container IE as specified in [18].

-    the target system is UTRAN, then the corresponding HANDOVER COMMAND message shall contain Target to Source Transparent Container IE encoded according to the definition of the Target RNC to Source RNC Transparent Container IE as specified in [19].
If the HANDOVER COMMAND message contains DL GTP-TEID IE and DL Transport Layer Address IE for a bearer in E-RABs Subject to Forwarding List IE then the target eNB accepts the forwarding of downlink data for this bearer, proposed by the source eNB.

If the HANDOVER COMMAND message contains UL GTP-TEID IE and UL Transport Layer Address IE for a bearer in E-RABs Subject to Forwarding List IE then the target eNB requests forwarding of uplink data for this bearer.

The source eNB shall include the CSG Id IE in the Target ID IE and the Source to Target Transparent Container IE of the HANDOVER REQUIRED message, if the target cell is a CSG cell or a Hybrid cell. 

The source eNB shall include the Cell Access Mode IE in the HANDOVER REQUIRED message, if the target cell is a Hybrid cell. 
Interactions with E-RAB Management procedures:

If, after a HANDOVER REQUIRED message is sent and before the Handover Preparation procedure is terminated, the source eNB receives a MME initiated E-RAB Management procedure on the same UE associated signaling connection, the source eNB shall either:

1.
cancel the Handover Preparation procedure by executing the Handover Cancel procedure with an appropriate cause value . After successful completion of the Handover Cancel procedure, the source eNB shall continue the MME initiated E-RAB Management procedure

or

2.
terminate the MME initiated E-RAB Management procedure by sending the appropriate response message with an appropriate cause value e.g. "S1 intra system Handover Triggered", "S1 inter system Handover Triggered" to the MME and then the source eNB shall continue with the handover procedure.

* * * Next Change * * * *

8.4.2.2
Successful Operation
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Figure 8.4.2.2-1: Handover resource allocation: successful operation

The MME initiates the procedure by sending the HANDOVER REQUEST message to the target eNB. The HANDOVER REQUEST message may contain the Handover Restriction List IE, which may contain roaming area or access restrictions.

If the Handover Restriction List IE is contained in the HANDOVER REQUEST message, the target eNB shall store this information in the UE context. This information shall however not be considered whenever one of the handed over E-RABs has some particular ARP values [11].

The eNB shall use the information in Handover Restriction List IE if present in the HANDOVER REQUEST message to determine a target cell for handover. If the Handover Restriction List IE is not contained in the HANDOVER REQUEST message, the target eNB shall consider that no access restriction applies to the UE.

Upon receiption of the HANDOVER REQUEST message the eNB shall store the received UE Security Capabilities IE in the UE context and use it to prepare the configuration of the AS security relation with the UE.

If the SRVCC Operation Possible IE is included in the HANDOVER REQUEST message, the target eNB shall store the received SRVCC operation possible in the UE context and use it as defined in [9].
Upon reception of the HANDOVER REQUEST message the eNB shall store the received Security Context IE in the UE context and the eNB shall use it to derive the security configuration as specified in [15] 

If the Trace activation IE is included in the HANDOVER REQUEST message, the target eNB shall if supported, initiate the requested trace function as described in [10].
If the Subscriber Profile ID for RAT/Frequency priority IE is contained in the Source eNB to Target eNB Transparent Container IE, the target eNB shall store the received Subscriber Profile ID for RAT/Frequency priority in the UE context and use it as defined in [14].

Upon reception of the UE History Information IE, which is included within the Source eNB to Target eNB Transparent Container IE in the HANDOVER REQUEST message, the target eNB shall collect the information defined as mandatory in the UE History Information IE, for as long as the UE stays in one of its cells, and store the collected information to be used for future handover preparations.
After all necessary resources for the admitted E-RABs have been allocated the target eNB generates the HANDOVER REQUEST ACKNOWLEDGE message. The target eNB shall include in the E-RABs Admitted List IE the E-RABs for which resources have been prepared at the target cell. The E-RABs that have not been admitted in the target cell shall be included in the E-RABs Failed to Setup List IE.

For each bearer that target eNB has decided to admit and for which DL forwarding IE is set to "DL forwarding proposed", the target eNB may include the DL GTP-TEID IE and the DL Transport Layer Address IE IE within the E-RABs Admitted List IEs IE of the HANDOVER REQUEST ACKNOWLEDGE message indicating that it accepts the proposed forwarding of downlink data for this bearer.

If the HANDOVER REQUEST ACKNOWLEDGE message contains UL GTP-TEID IE and UL Transport Layer Address IE for a bearer in E-RABs Admitted List IE then the target eNB requests forwarding of uplink data for this bearer.

If the Request Type IE is included in the HANDOVER REQUEST message then the target eNB should perform the requested location reporting functionality for the UE as described in section 8.11.

If the UE Security Capabilities IE included in the HANDOVER REQUEST message only contains the EIA0 algorithm as defined in [15] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the eNB [15], the eNB shall take it into use and ignore the keys received in the Security Context IE.
The HANDOVER REQUEST message shall contain the CSG Membership Status IE, if the target cell is a Hybrid cell and if such information is available in the MME.

* * * Next Change * * * *

8.4.2.3
Unsuccessful Operation
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Figure 8.4.2.3-1: Handover resource allocation: unsuccessful operation

If the target eNB does not admit at least one non-GBR E-RAB, or a failure occurs during the Handover Preparation, it shall send the HANDOVER FAILURE message to the MME with an appropriate cause value. 

If the target eNB receives a HANDOVER REQUEST message containing RRC Container IE that does not include required information as specified in [16], the target eNB shall send the HANDOVER FAILURE message to the MME.
If the target eNB receives a HANDOVER REQUEST message with a Source to Target Transparent Container IE containing a CSG Id IE that does not match the csg-Identity IE for the target cell as specified in [16], the target eNB shall send the HANDOVER FAILURE message to the MME. 
* * * Next Change * * * *

9.1.5.1
HANDOVER REQUIRED

This message is sent by the source eNB to the MME to request the preparation of resources at the target.

Direction: eNB ( MME.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	Handover Type
	M
	
	9.2.1.13
	
	YES
	reject

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	Target ID
	M
	
	9.2.1.6
	
	YES
	reject

	Direct Forwarding Path Availability
	O
	
	9.2.3.15
	
	YES
	ignore

	SRVCC HO Indication
	O
	
	9.2.1.59
	
	YES
	reject

	Source to Target Transparent Container
	M
	
	9.2.1.56
	
	YES
	reject

	Source to Target Transparent Container Secondary
	O
	
	Source to Target Transparent Container 9.2.1.56
	
	YES
	reject

	Cell Access Mode
	O
	
	9.2.1.x2
	
	YES
	reject

	MS Classmark 2
	C-

ifSRVCCtoGERAN
	
	9.2.1.64
	
	YES
	reject

	MS Classmark 3
	C-

ifSRVCCtoGERAN
	
	9.2.1.65
	
	YES
	Ignore


	Condition
	Explanation

	ifSRVCCtoGERAN
	This IE shall be present if the Handover Type IE is set to the "Value" LTEtoGERAN and the SRVCC HO Indication IE is present.


* * * Next Change * * * *

9.1.5.4
HANDOVER REQUEST

This message is sent by the MME to the target eNB to request the preparation of resources.

Direction: MME ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	Handover Type
	M
	
	9.2.1.13
	
	YES
	reject

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	M
	
	9.2.1.20
	
	YES
	reject

	E-RABs To Be Setup List
	M
	
	
	
	YES
	reject

	>E-RABs To Be Setup Item IEs
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	reject

	>> E-RAB ID 
	M
	
	9.2.1.2
	
	-
	

	>> Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>> GTP TEID
	M
	
	9.2.2.2
	To deliver UL PDUs
	-
	

	>> E-RAB Level QoS Parameters
	M
	
	9.2.1.15
	Includes necessary QoS parameters
	-
	

	Source to Target Transparent Container
	M
	
	9.2.1.56
	
	YES
	reject

	UE Security Capabilities
	M
	
	9.2.1.40
	
	YES
	reject

	Handover Restriction List
	O
	
	9.2.1.22
	
	YES
	ignore

	Trace Activation
	O
	
	9.2.1.4
	
	YES
	ignore

	Request Type
	O
	
	9.2.1.34
	
	YES
	ignore

	SRVCC Operation Possible
	O
	
	9.2.1.58
	
	YES
	ignore

	Security Context
	M
	
	9.2.1.26
	
	YES 
	reject

	CSG Membership Status
	O
	
	9.2.1.x1
	
	YES
	ignore

	NAS Security Parameters to E-UTRAN
	C-iffromUTRANGERAN
	
	9.2.3.31
	The eNB shall use this IE as specified in [15].
	YES
	reject


Editor’s Note: The details of required IEs to indicate security parameters in the message (e.g., encryption and integrity protection information) are FFS.

	Condition
	Explanation

	C-iffromUTRANGERAN
	This IE shall be present if the Handover Type IE is set to the value "UTRANtoLTE" or "GERANtoLTE"


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RABs for one UE. Value is 256.


* * * Next Change * * * *

9.2.1.6 Target ID

The Target ID IE identifies the target for the handover. The target ID may be e.g. the target Global eNB-ID (for intra SAE/LTE), the RNC-ID (for SAE/LTE-UMTS handover) or the Cell Global ID of the handover target (in case of SAE/LTE to GERAN A/Gb mode handover).

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Choice Target ID
	
	
	
	
	-
	

	>Target eNB-ID
	
	
	
	
	
	

	>> Global eNB ID
	M
	
	9.2.1.37
	
	
	

	>> Selected TAI
	M
	
	TAI

9.2.3.16
	
	
	

	>> CSG ID
	O
	
	9.2.1.62
	The target CSG ID is included to allow for access control at the EPC in case of handovers to cells supporting a CSG
	
	Reject

	>Target RNC-ID
	
	
	
	
	-
	

	>>LAI
	M
	
	9.2.3.1
	
	-
	

	>>RAC
	O
	
	9.2.3.2
	
	-
	

	>>RNC-ID
	M
	
	INTEGER (0..4095)
	If the Extended RNC-ID IE is included in the Target ID IE, the RNC-ID IE shall be ignored.
	-
	

	>>Extended RNC-ID
	O
	
	9.2.1.14
	The Extended RNC-ID IE shall be used if the RNC identity has a value larger than 4095.
	
	

	>CGI
	
	
	
	
	-
	

	>> PLMN identity
	M
	
	OCTET STRING (SIZE (3))
	- digits 0 to 9, encoded 0000 to 1001,

- 1111 used as filler digit,

two digits per octet,

- bits 4 to 1 of octet n encoding digit 2n-1

- bits 8 to 5 of octet n encoding digit 2n

-The PLMN identity consists of 3 digits from MCC followed by either 
-a filler digit plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).
	-
	

	>> LAC
	M
	
	OCTET STRING (2)
	0000 and FFFE not allowed.
	-
	

	>>CI
	M
	
	OCTET STRING (2)
	
	-
	

	>>RAC
	O
	
	9.2.3.2
	
	
	


* * * Next Change * * * *

9.2.1.7
Source eNB to Target eNB Transparent Container

The Source eNB to target eNB Transparent Container IE is an information element that is produced by the source eNB and is transmitted to the target eNB. For inter-system handovers to E-UTRAN, the IE is transmitted from the external handover source to the target eNB. 

This IE is transparent to the EPC.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	RRC Container
	M
	
	OCTET STRING
	Includes the RRC Handover Preparation Information message as defined in subclause 10.2.2 of [16].
	-
	-

	Target Cell ID
	M
	
	E-UTRAN CGI

 9.2.1.38
	
	-
	-

	Target CSG ID
	O
	
	9.2.1.62
	The target CSG ID is included to allow for information validation at the target E-UTRAN in cases of handover to cells supporting a CSG
	
	Reject

	Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.1.39
	
	-
	-

	E-RABs Information List
	O
	
	
	
	
	

	>  E-RABs Information Item
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	Ignore

	>> E-RAB ID
	M
	
	9.2.1.2
	
	-
	-

	>> DL Forwarding
	O
	
	9.2.3.14
	
	-
	-

	UE History Information
	M
	
	9.2.1.42
	
	-
	-


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RABs for one UE. Value is 256.


* * * Next Change * * * *

-- **************************************************************

--

-- HANDOVER PREPARATION ELEMENTARY PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- Handover Required

--

-- **************************************************************

HandoverRequired ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { { HandoverRequiredIEs} },


...

}

HandoverRequiredIEs S1AP-PROTOCOL-IES ::= {



{ ID id-MME-UE-S1AP-ID






CRITICALITY reject
TYPE MME-UE-S1AP-ID

 






PRESENCE mandatory
} |


{ ID id-eNB-UE-S1AP-ID






CRITICALITY reject
TYPE ENB-UE-S1AP-ID

 






PRESENCE mandatory
} |


{ ID id-HandoverType






CRITICALITY reject
TYPE HandoverType

 






PRESENCE mandatory
} |


{ ID id-Cause








CRITICALITY ignore
TYPE Cause

 








PRESENCE mandatory
} |


{ ID id-TargetID







CRITICALITY reject
TYPE TargetID
 








PRESENCE mandatory
} |


{ ID id-Direct-Forwarding-Path-Availability

CRITICALITY ignore
TYPE Direct-Forwarding-Path-Availability

PRESENCE optional } |


{ ID id-SRVCCHOIndication





CRITICALITY reject
TYPE
SRVCCHOIndication






PRESENCE optional }|


{ ID id-Source-ToTarget-TransparentContainer
CRITICALITY reject 
TYPE Source-ToTarget-TransparentContainer 
PRESENCE mandatory }|


{ ID id-Source-ToTarget-TransparentContainer-Secondary 
CRITICALITY reject 
TYPE Source-ToTarget-TransparentContainer 
PRESENCE optional }|

{ ID id-MSClassmark2






CRITICALITY reject
TYPE MSClassmark2








PRESENCE  conditional }|


{ ID id-MSClassmark3






CRITICALITY ignore
TYPE MSClassmark3








PRESENCE conditional }|


{ ID id-CellAccessMode



CRITICALITY reject
TYPE CellAccessMode











PRESENCE optional},

...

}

-- **************************************************************

--

-- Handover Command

--

-- **************************************************************

HandoverCommand ::= SEQUENCE {


protocolIEs


ProtocolIE-Container { { HandoverCommandIEs} },


...

}

HandoverCommandIEs S1AP-PROTOCOL-IES ::= {



{ ID id-MME-UE-S1AP-ID






CRITICALITY reject
TYPE MME-UE-S1AP-ID

 








PRESENCE mandatory
} |


{ ID id-eNB-UE-S1AP-ID






CRITICALITY reject
TYPE ENB-UE-S1AP-ID

 








PRESENCE mandatory
} |


{ ID id-HandoverType






CRITICALITY reject
TYPE HandoverType

 








PRESENCE mandatory
} |


{ ID id-NASSecurityParametersfromE-UTRAN

CRITICALITY reject
TYPE NASSecurityParametersfromE-UTRAN




PRESENCE conditional


-- This IE shall be present if HandoverType IE is set to value "LTEtoUTRAN" or "LTEtoGERAN" --


}|


{ ID id-E-RABSubjecttoDataForwardingList

CRITICALITY ignore
TYPE E-RABSubjecttoDataForwardingList

 


PRESENCE optional
} |


{ ID id-E-RABtoReleaseListHOCmd




CRITICALITY ignore
TYPE E-RABList

 









PRESENCE optional
} |


{ ID id-Target-ToSource-TransparentContainer
CRITICALITY
reject
TYPE Target-ToSource-TransparentContainer


PRESENCE mandatory }|


{ ID id-Target-ToSource-TransparentContainer-Secondary
CRITICALITY
reject
TYPE Target-ToSource-TransparentContainer


PRESENCE optional }|


{ ID id-CriticalityDiagnostics




CRITICALITY ignore
TYPE CriticalityDiagnostics







PRESENCE optional
},


...

}

E-RABSubjecttoDataForwardingList ::= E-RAB-IE-ContainerList { {E-RABDataForwardingItemIEs} }

E-RABDataForwardingItemIEs S1AP-PROTOCOL-IES ::= {


{ ID id-E-RABDataForwardingItem


CRITICALITY ignore
TYPE E-RABDataForwardingItem


PRESENCE mandatory
},


...

}

E-RABDataForwardingItem ::= SEQUENCE {


e-RAB-ID






E-RAB-ID,


dL-transportLayerAddress


TransportLayerAddress 












OPTIONAL,


dL-gTP-TEID






GTP-TEID 















OPTIONAL,


uL-TransportLayerAddress


TransportLayerAddress












OPTIONAL,


uL-GTP-TEID






GTP-TEID















OPTIONAL,


iE-Extensions





ProtocolExtensionContainer { { E-RABDataForwardingItem-ExtIEs} }
OPTIONAL,


...

}

E-RABDataForwardingItem-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

-- **************************************************************

--

-- Handover Preparation Failure

--

-- **************************************************************

HandoverPreparationFailure ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { { HandoverPreparationFailureIEs} },


...

}

HandoverPreparationFailureIEs S1AP-PROTOCOL-IES ::= {



{ ID id-MME-UE-S1AP-ID




CRITICALITY ignore
TYPE MME-UE-S1AP-ID

 


PRESENCE mandatory
} |


{ ID id-eNB-UE-S1AP-ID




CRITICALITY ignore
TYPE ENB-UE-S1AP-ID

 


PRESENCE mandatory
} |


{ ID id-Cause






CRITICALITY ignore
TYPE Cause

 




PRESENCE mandatory
}|


{ ID id-CriticalityDiagnostics


CRITICALITY ignore
TYPE CriticalityDiagnostics


PRESENCE optional
},


...

}

-- **************************************************************

--

-- HANDOVER RESOURCE ALLOCATION ELEMENTARY PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- Handover Request

--

-- **************************************************************

HandoverRequest ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {HandoverRequestIEs} },


...

}

HandoverRequestIEs S1AP-PROTOCOL-IES ::= {



{ ID id-MME-UE-S1AP-ID






CRITICALITY reject
TYPE MME-UE-S1AP-ID








PRESENCE mandatory
} |


{ ID id-HandoverType






CRITICALITY reject
TYPE HandoverType








PRESENCE mandatory
} |


{ ID id-Cause








CRITICALITY ignore
TYPE Cause

 








PRESENCE mandatory
} |


{ ID id-uEaggregateMaximumBitrate



CRITICALITY reject
TYPE UEAggregateMaximumBitrate




PRESENCE mandatory
}|


{ ID id-E-RABToBeSetupListHOReq




CRITICALITY reject
TYPE E-RABToBeSetupListHOReq

 



PRESENCE mandatory
} |


{ ID id-Source-ToTarget-TransparentContainer
CRITICALITY reject
TYPE Source-ToTarget-TransparentContainer
PRESENCE mandatory
} |


{ ID id-UESecurityCapabilities




CRITICALITY reject
TYPE UESecurityCapabilities





PRESENCE mandatory
}|


{ ID id-HandoverRestrictionList




CRITICALITY ignore
TYPE HandoverRestrictionList





PRESENCE optional
}|

{ ID id-TraceActivation






CRITICALITY ignore
TYPE TraceActivation







PRESENCE optional
}|


{ ID id-RequestType







CRITICALITY ignore
TYPE RequestType








PRESENCE optional
}|


{ ID id-SRVCCOperationPossible




CRITICALITY ignore
TYPE SRVCCOperationPossible





PRESENCE optional
}|


{ ID id-SecurityContext






CRITICALITY reject
TYPE SecurityContext







PRESENCE mandatory}|


{ ID id-NASSecurityParameterstoE-UTRAN


CRITICALITY reject
TYPE NASSecurityParameterstoE-UTRAN


PRESENCE conditional


-- This IE shall be present if the Handover Type IE is set to the value "UTRANtoLTE" or "GERANtoLTE" --
}|


{ ID id-CSGMembershipStatus

CRITICALITY
 ignore

TYPE CSGMembershipStatus









PRESENCE optional
},



...

}

E-RABToBeSetupListHOReq 




::= E-RAB-IE-ContainerList { {E-RABToBeSetupItemHOReqIEs} }

E-RABToBeSetupItemHOReqIEs S1AP-PROTOCOL-IES ::= {


{ ID id-E-RABToBeSetupItemHOReq


CRITICALITY reject
TYPE E-RABToBeSetupItemHOReq


PRESENCE mandatory
},


...

}

E-RABToBeSetupItemHOReq ::= SEQUENCE {


e-RAB-ID






E-RAB-ID,


transportLayerAddress



TransportLayerAddress,


gTP-TEID






GTP-TEID,


e-RABlevelQosParameters



E-RABLevelQoSParameters,


iE-Extensions





ProtocolExtensionContainer { {E-RABToBeSetupItemHOReq-ExtIEs} }


OPTIONAL,


...

}

E-RABToBeSetupItemHOReq-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

* * * Next Change * * * *

-- S

SecurityKey
::= BIT STRING (SIZE(256))
SecurityContext ::= SEQUENCE {


nextHopChainingCount

INTEGER (0..7),


nextHopParameter


SecurityKey,


iE-Extensions



ProtocolExtensionContainer { { SecurityContext-ExtIEs} } OPTIONAL,


...
}

SecurityContext-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

SerialNumber ::= BIT STRING (SIZE (16))

SONInformation ::= CHOICE{


sONInformationRequest

SONInformationRequest,


sONInformationReply


SONInformationReply,


...

}

SONInformationRequest ::= ENUMERATED { 


x2TNL-Configuration-Info,


...

}
SONInformationReply ::= SEQUENCE {


x2TNLConfigurationInfo


X2TNLConfigurationInfo


OPTIONAL,


iE-Extensions




ProtocolExtensionContainer {{SONInformationReply-ExtIEs}} OPTIONAL,


...

}

SONInformationReply-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

SONConfigurationTransfer ::= SEQUENCE {


targeteNB-ID




TargeteNB-ID,


sourceeNB-ID




SourceeNB-ID,


sONInformation




SONInformation,


iE-Extensions


ProtocolExtensionContainer { { SONConfigurationTransfer-ExtIEs} }


OPTIONAL,
...

}

SONConfigurationTransfer-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

Source-ToTarget-TransparentContainer ::= OCTET STRING

SourceBSS-ToTargetBSS-TransparentContainer

::= OCTET STRING

SourceeNB-ID ::= SEQUENCE {


global-ENB-ID
Global-ENB-ID,


selected-TAI
TAI,


iE-Extensions
ProtocolExtensionContainer { {SourceeNB-ID-ExtIEs} } OPTIONAL

}

SourceeNB-ID-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}
SRVCCOperationPossible ::= ENUMERATED {


possible,


...

}

SRVCCHOIndication ::= ENUMERATED {


pSandCS,


cSonly,


...

}

SourceeNB-ToTargeteNB-TransparentContainer

::= SEQUENCE {


rRC-Container




RRC-Container,


e-RABInformationList

E-RABInformationList

OPTIONAL,


targetCell-ID




EUTRAN-CGI,


subscriberProfileIDforRFP



SubscriberProfileIDforRFP

OPTIONAL,


uE-HistoryInformation


UE-HistoryInformation,


iE-Extensions


ProtocolExtensionContainer { {SourceeNB-ToTargeteNB-TransparentContainer-ExtIEs} } OPTIONAL,


...

}

SourceeNB-ToTargeteNB-TransparentContainer-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 9 to transfer to the Target eNB parameters required CSG ID validation --


{ID id-CSG-Id 






CRITICALITY reject 


EXTENSION CSG-Id PRESENCE optional}

...

}

SourceRNC-ToTargetRNC-TransparentContainer

::= OCTET STRING

ServedGUMMEIs ::= SEQUENCE (SIZE (1.. maxnoofRATs)) OF ServedGUMMEIsItem

ServedGUMMEIsItem ::= SEQUENCE {


servedPLMNs



ServedPLMNs,


servedGroupIDs


ServedGroupIDs,


servedMMECs



ServedMMECs,


iE-Extensions


ProtocolExtensionContainer { {ServedGUMMEIsItem-ExtIEs} }
OPTIONAL,


...

}

ServedGUMMEIsItem-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

ServedGroupIDs ::= SEQUENCE (SIZE(1.. maxnoofGroupIDs)) OF MME-Group-ID

ServedMMECs ::= SEQUENCE (SIZE(1.. maxnoofMMECs)) OF MME-Code

ServedPLMNs ::= SEQUENCE (SIZE(1.. maxnoofPLMNsPerMME)) OF PLMNidentity

SubscriberProfileIDforRFP ::= INTEGER (1..256) 

SupportedTAs ::= SEQUENCE (SIZE(1.. maxnoofTACs)) OF SupportedTAs-Item

SupportedTAs-Item ::=
SEQUENCE  {


tAC




TAC,


broadcastPLMNs

BPLMNs,


iE-Extensions

ProtocolExtensionContainer { {SupportedTAs-Item-ExtIEs} } OPTIONAL,


...

}
SupportedTAs-Item-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

S-TMSI ::= SEQUENCE {


mMEC
MME-Code,


m-TMSI
M-TMSI,

iE-Extensions

ProtocolExtensionContainer { {S-TMSI-ExtIEs} } OPTIONAL,


...

}

S-TMSI-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

-- T

TAC ::= OCTET STRING (SIZE (2))

TAIListforWarning ::= SEQUENCE (SIZE(1..maxnoofTAIforWarning)) OF TAI

TAI ::= SEQUENCE {


pLMNidentity


PLMNidentity,


tAC





TAC,


iE-Extensions


ProtocolExtensionContainer { {TAI-ExtIEs} } OPTIONAL,


...

}

TAI-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

TAI-Broadcast ::= SEQUENCE (SIZE(1..maxnoofTAIforWarning)) OF TAI-Broadcast-Item

TAI-Broadcast-Item ::= SEQUENCE {


tAI




TAI,


completedCellinTAI
CompletedCellinTAI,


iE-Extensions


ProtocolExtensionContainer { {TAI-Broadcast-Item-ExtIEs} } OPTIONAL,


...

}

TAI-Broadcast-Item-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

TAI-Cancelled ::= SEQUENCE (SIZE(1..maxnoofTAIforWarning)) OF TAI-Cancelled-Item

TAI-Cancelled-Item ::= SEQUENCE {


tAI




TAI,


cancelledCellinTAI
CancelledCellinTAI,


iE-Extensions


ProtocolExtensionContainer { {TAI-Cancelled-Item-ExtIEs} } OPTIONAL,


...

}

TAI-Cancelled-Item-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}
CompletedCellinTAI ::= SEQUENCE (SIZE(1..maxnoofCellinTAI)) OF CompletedCellinTAI-Item

CompletedCellinTAI-Item ::= SEQUENCE{


eCGI



EUTRAN-CGI,


iE-Extensions

ProtocolExtensionContainer { {CompletedCellinTAI-Item-ExtIEs} } OPTIONAL,


...

}

CompletedCellinTAI-Item-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

TBCD-STRING ::= OCTET STRING (SIZE (3))

TargetID ::= CHOICE {


targeteNB-ID


TargeteNB-ID,


targetRNC-ID


TargetRNC-ID,


cGI



CGI,


...

}

TargeteNB-ID ::= SEQUENCE {


global-ENB-ID
Global-ENB-ID,


selected-TAI
TAI,


iE-Extensions
ProtocolExtensionContainer { {TargeteNB-ID-ExtIEs} } OPTIONAL,


...

}

TargeteNB-ID-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 9 needed for access control during inbound CSG mobility --


{ID id-CSG-Id 






CRITICALITY reject 


EXTENSION CSG-Id 









PRESENCE optional}

...

}
TargetRNC-ID ::= SEQUENCE {


lAI




LAI,


rAC




RAC 

OPTIONAL,


rNC-ID



RNC-ID,


extendedRNC-ID

ExtendedRNC-ID

OPTIONAL,


iE-Extensions
ProtocolExtensionContainer { {TargetRNC-ID-ExtIEs} } OPTIONAL,


...


}

TargetRNC-ID-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}
TargeteNB-ToSourceeNB-TransparentContainer

::= SEQUENCE {


rRC-Container




RRC-Container,


iE-Extensions


ProtocolExtensionContainer { {TargeteNB-ToSourceeNB-TransparentContainer-ExtIEs} } OPTIONAL,


...

}

TargeteNB-ToSourceeNB-TransparentContainer-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

Target-ToSource-TransparentContainer ::= OCTET STRING

TargetRNC-ToSourceRNC-TransparentContainer

::= OCTET STRING

TargetBSS-ToSourceBSS-TransparentContainer

::= OCTET STRING

TimeToWait ::= ENUMERATED {v1s, v2s, v5s, v10s, v20s, v60s, ...}

Time-UE-StayedInCell ::= INTEGER (0..4095)

TransportLayerAddress

::= BIT STRING (SIZE(1..160, ...))

TraceActivation ::= SEQUENCE {


e-UTRAN-Trace-ID




E-UTRAN-Trace-ID,


interfacesToTrace


InterfacesToTrace,
traceDepth





TraceDepth,

traceCollectionEntityIPAddress
TransportLayerAddress,


iE-Extensions




ProtocolExtensionContainer { { TraceActivation-ExtIEs} }

OPTIONAL,


...

}

TraceActivation-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

TraceDepth ::= ENUMERATED { 


minimum,


medium,


maximum,


minimumWithoutVendorSpecificExtension,


mediumWithoutVendorSpecificExtension,


maximumWithoutVendorSpecificExtension,

...

}
E-UTRAN-Trace-ID ::=  OCTET STRING (SIZE (8))

TypeOfError ::= ENUMERATED {


not-understood,


missing,


...

}

* * * End of Changes * * * *
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