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1 Introduction 

Although HNB and HeNB are deployed in different systems, the requirements and use cases are the same. Principles applied for HNB (e.g. automatically configured, plug-and-play, need for authentication etc.) should also be available for HeNB. 
Registration of HNB has already been defined after detailed discussion. This contribution aims to discuss registration for HeNB and archive a final solution.
2 Discussion
Although HNB and HeNB are deployed in different systems, the requirements and use cases are the same. Principles applied for HNB (e.g. automatically configured, plug-and-play, need for authentication etc.) should also be available for HeNB. In UMTS, registration of HNB including provisioning, registration and de-registration. Analogically, these procedures are discussed respectively for HeNB.
2.1 Provisioning
Provisioning procedure for HeNB should be the same as defined in [1]. A pre-configured HeMS takes charge of location verification, HeNB GW or MME discovery and provisioning for HeNB. Part of the transferred parameters is different according to the nature of two systems. 

2.2 HeNB Registration
S1 Setup procedure in [2] serves the same function as HNB Registration in [3], i.e. exchanging of necessary configuration data to enable S1 interface between HeNB and HeNB GW or MME. HeNB shall include important provisioning parameters (e.g. Home eNB ID, TAI, CSG Id etc.) in S1 SETUP REQUEST. The HeNB GW or MME received this message shall decide whether to accept this registration or not based on these parameters. 

However, during HNB registration “the HNB-GW may use the information from the HNB REGISTER REQUEST message to perform access control of the HNB (e.g. whether a particular HNB is allowed to operate in a given location, etc).”[1]. Considering the same use cases of HNB and HeNB, location verification should also be supported on HeNB GW or MME. Consequently, Location Information should be included in S1 SETUP REQUEST, and a cause as “Unauthorized Location” should be introduced for S1 SETUP FAILURE.

Proposal 1: HeNB shall provide the discovered HeNB GW or MME with location information in S1 SETUP REQUEST. The HeNB GW or MME may use this information to perform access control of the HeNB.
With S1 SETUP RESPONSE, HeNB GW or MME indicates HeNB acceptance and registration. This message should also include necessary parameters for eNB to perform NNSF, which is a function not supported by HeNB. In case the HeNB GW is not configured with available MMEC, it should construct response message with GUMMEIs from its connected MMEs. 
Proposal 2: HeNB GW may respond with GUMMEIs of its connected MMEs in case it is not configured with an MMEC.
2.3 HeNB De-Registration
Either HNB GW or HNB could terminate operation of a HNB by HNB De-Registration, followed by releasing of Iuh interface between this HNB and its HNB GW. Similar Elementary procedure is not yet supported by S1AP, because the eNBs are mainly statically configured and S1 interface is not required to be released dynamically. Reset procedure could only initialize HeNB instead of terminating its operation. As a result, the S1 connection is initialized or re-initialized instead of released. 

On the contrary, the S1 might be released dynamically in HeNB case. Because the HeNB might be powered off or moved at owner’s will or on demand from network side (in case the HeNB GW or MME is overload).  A signalling procedure to de-register a working HeNB and release the S1 interface should be introduced in S1AP.
Proposal 3: Introducing S1 Release procedure in S1AP to perform de-registration for HeNB.
3 Conclusion and Proposal
This contribution discussed topics about registration of HeNB, and proposes to capture the following in 36.413:  
Proposal 1: HeNB shall provide the discovered HeNB GW or MME with location information in S1 SETUP REQUEST. The HeNB GW or MME may use this information to perform access control of the HeNB.

Proposal 2: HeNB GW may respond with GUMMEIs of its connected MMEs in case it is not configured with an MMEC.
Proposal 3: Introducing S1 Release procedure in S1AP to perform de-registration for HeNB.
The source companies can provide the stage 3 CRs for the agreed proposals.
4 Reference

[1] 3GPP TS 25.467 UTRAN architecture for 3G Home NodeB Stage 2
[2] 3GPP TS 36.413 Evolved Universal Terrestrial Radio Access Network (E-UTRAN);S1 Application Protocol (S1AP)
[3] 3GPP TS 25.469 UTRAN Iuh interface Home Node B Application Part (HNBAP) signalling
