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1. Overall Description:

RAN3 has discussed access controlled for CSG inbound mobility for Ue-s in RRC CONNECTED. RAN3 has agreed that:

a) access control is only performed in case the CSG cell is operated in closed mode;

b) the Ue is capable to read the access mode and in case closed mode also the CSG ID of the target cell;

c) there are two stages of access control – initial and final;

d) initial access control is performed by the Ue based on the CSG membership information stored in the Ue and the CSG ID of the target cell;

e) final access control is performed by the source MME when the CSG ID of the target cell is available to the source MME:
a. the target HeNB provides the CSG ID at the S1 Setup if the HeNB is directly connected to the source MME;

b. the target HeNB (GW) provides the CSG ID of the target cell in case the cell is operated in closed mode in the S1AP Handover Request Acknowledge message;

c. the source MME may use implementation specific solutions to temporarily store the CSG ID of the target, e.g. temporary HeNB context caching where the context contains CSG ID received in the previous Handover Request Acknowledge messages.

2. Actions:

RAN3 kindly asks SA2 to take into account the RAN3 agreements.
3. Date of Next TSG-RAN WG3 Meetings:
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