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1 Introduction

In previous RAN2 and RAN3 meeting, it was proposed that the initial attach for relay node should be necessary for fixed, nomadic and mobile relay [1]. Furthermore, some companies proposed that the existing attach procedure for UE can be used to establish RRC connection for the RN and to authenticate the RN toward the MME serving the RN [2-4]. In this contribution, we try to provide the reason for notifying MME about the identity of relay when performing attach, and present a clean solution for RN startup procedure. 
2 Discussion
2.1 Problem Description

The initial attach of relay node can reuse the initial access procedure like a normal UE. Before this, RN should apply LTE system information acquisition procedure to acquire necessary system information from donor eNB. Although the RN itself cannot be paged, the MME should also know whether the initial attach is from an UE or a RN. The reasons are listed as follows: 

(1) PDN GW and Serving GW selection;
For alternative 1 in [5], the PGW/SGW for bearers of UE and RN would be different; therefore, the MME should know and assign the corresponding routing information for RN’s bearer over S1.

For example, as indicated in figure 1 below, the MME, which the RN initially attached to as a UE (the lower MME in the figure) , should identify the RN from other normal UEs for assigning different routing for the RN’s S1-U and S1-C link.
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Figure 1. PGW/SGW selection indication

(2) Authentication;
Relay is important for operator to improve the coverage and capacity of the network. Although deployment of relay should be under the full control of operator, reuse of normal UE’s initial attach procedure makes the authentication necessary for RN. If the MME could not distinguish RN and UE, the malicious RN with IMSI of a normal UE could possibly attach the network and pass the authentication easily as a normal UE, while DeNB treats it as a RN. Therefore, it is necessary for MME to identify whether this is a real UE or a RN using normal UE’s initial attach procedure. 

(3) Bearer management functions including dedicated bearer establishment;

For alternative 1 in [5], the S1-C of RN is over the bearer of S1-U of DeNB, and hence the QoS of this bearer should be guaranteed with different mechanisms via the signalling from MME. Furthermore, for alternative 2 and alternative 3, both performances of the wireless S1 interface and wired S1 interface should be considered when MME tries to guarantee the E-RAB QoS. Therefore, the MME should be able to distinguish whether the initial attach is from a normal UE or a RN.

Proposal 1: both the MME and eNB should be able to distinguish whether the access procedure is initiated by a RN or a normal UE.

2.2 Proposed Solution
Based on the discussion above, the MME should know if the attach procedure is started by RN or not. In this section, we provide the solution to inform the MME about the establishment of RN’s connection as indicated in figure 2.

In the solution, after the RN obtains the necessary SI from DeNB, it initiates an access procedure as a normal UE, except the RN includes the RN indication in the RRCConnectionRequest message and attach message to inform its identity to the DeNB and MME respectively. For RRCConnectionRequest message, the RN indication could make use of spare bit or spare EstablishmentCause. For Attach message, special identification, e.g. special IMSI or GUTI could be included as RN indication.
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Figure 2. Proposed Solution

After finishing the authentication in MME, the MME will contain the RN indication in the corresponding initial context setup to confirm the eNB about the identity of the access node.
Proposal 2: It is proposed to adopt the above procedure for RN startup.
3 Conclusion
 In this contribution, two proposals are given for relay startup procedure as follows:
Proposal 1: both the MME and eNB should be able to distinguish whether the access procedure is initiated by a RN or a normal UE.

Proposal 2: It is proposed to adopt the above procedure for RN startup.
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