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1 Introduction 

Access control for inbound mobility to CSG cells for Ue-s in RRC CONNECTED mode has been discussed in several occasions with multiple possible options. An agreement was reached at RAN3#64 that 

a) access control is only performed in case the CSG cell is operated in closed mode;

b) the Ue is somehow, method to be defined by RAN2, capable to read the access mode and in case closed mode also the CSG ID of the target cell;
c) there are two stages of access control – initial and final;
d) initial access control is performed by the Ue based on the CSG membership information stored in the Ue and the CSG ID of the target cell;
e) final access control is performed by the “network”.
Further, at e-mail discussion after RAN3#65, it was agreed to send an LS to RAN2 requesting if it was feasible for the Ue to report the CSG ID of the target cell in the RRC Measurement Report.

RAN3 still needs to decide how the final access control is performed in the network.
2 Discussion and analysis
Two principle alternatives for final access control are RAN node (eNB, HeNB or HeNB GW) and EPC node (MME). The following aspects should be considered for the choice between RAN and EPC:

a) The final access control in either source or target RAN node could potentially be the most efficient in case of access denial considering the resource reservation procedures defined in Rel-8. However, it has several limitations described in bullets below.

b) Rel-8 eNB-s and HeNB-s should be able to serve the Ue-s in the respective coverage area within the Rel-8 functional scope, hence (H)eNB-s should not reject incoming handovers/initial context setups just because they can not do access control.

c) The efficiency of the final access control, i.e. unnecessary resource holding time on respective network elements, should be judged based on the normal case, i.e. the final access control is passed successfully.

d) In order not to create yet another access control stage, the two-stage access control emphasizes that the failure in final access control indicates potentially serious attempts to use network resources the Ue is not entitled to and hence shall be detected in the node that can be trusted independent of deployment option.
e) There is access control function already defined in Rel-8 at RRC IDLE to RRC CONNECTED transition. That access control is performed by MME.
f) Support of multiple locations to perform final access control adds complexity. Hence it should be carefully evaluated if access control should be performed by any of the RAN nodes as not every RAN node is trusted node and hence placement of final access control to RAN would require the MME to select the access control method before every handover, i.e. "hop by hop".

g) Another consideration for two-stage access control was that the Ue can not always be trusted. Hence the information used for final access control shall come from reliable resource. However, RAN nodes do not have direct access to such reliable source.

Based on the above discussion we come to
Proposal 1: The final access control is performed by the MME.

The MME that performs the final access control needs the CSG ID of the target cell in case the target cell is operating in closed mode. That information is available to the target RAN node. That leads to 

Proposal 2: The target RAN node shall provide the CSG ID of the target cell to MME (in Handover Request Ack) in case the target cell is operating in closed mode.

Proposal 3: Send an LS that describes agreement in RAN3 that the final access control shall be performed by MME based on the CSG ID of the target cell received in Handover Request Ack.

3 Conclusion and proposal
Based on the discussion above, we 
· propose to agree on proposals 1, 2 and 3:
· Proposal 1: The final access control is performed by the MME.
· Proposal 2: The target RAN node shall provide the CSG ID of the target cell to MME (in Handover Request Ack) in case the target cell is operating in closed mode.
· Proposal 3: Send an LS that describes agreement in RAN3 that the final access control shall be performed by MME based on the CSG ID of the target cell received in Handover Request Ack.
· approve respective CR on 36.413, see [1], and draft LS to SA2, see [2].
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