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1. Introduction
HNB deployment on the same channel as the macro network is considered the worst case interference scenario; consequently this is the highest risk deployment. To apply this highest risk deployment, Enhanced Interference Management Mechanisms needs to be applied. Moreover it is desirable that Enhanced Interference Management Mechanisms are applicable to legacy UEs, and at the same time allowing them to use CSG cell service. In RAN3#65, way forward on Enhanced Interference Management Mechanisms for HNB [1] was discussed and conclusion of way forward was provided in its study item status report [2]. This document explains feasibility of each method (Method 1-1, 2-2 and 2-4) in detail, proves feasibility of each method, and also proposes the necessary changes to TS25.467.
2. Discussion
Feasibility of each Method 1-1, 2-2 and 2-4 needs to be confirmed. Therefore feasibility of Method 1-1, 2-2 and 2-4 is inspected as follows using one of the possible solutions.
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2.1 Method 1-1
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Method 1-1 is applicable for both CSG capable UE and non-CSG capable UE.
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< Procedure >
1. HNB sends RRC: MEASUREMENT CONTROL (periodic) to HUE.
2. HUE sends RRC: MEASUREMENT REPORT to HNB periodically.
  3. HNB utilizes Measured Results (e.g. pathloss) which is included in RRC: MEASUREMENT REPORT, for limiting its HUE maximum UL Tx Power adaptively.
NOTE: RRC: MEASUREMENT CONTROL (event:1a, 1c) is also capable for Method 1-1.
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2.2 Method 2-2
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Method 2-2 is applicable for non-CSG capable UE including legacy UE.
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< Procedure >
*e.g. for idle mode UE
  If HNB PSC is not set in neighbouring cell list of macro NB.

1. MUE Ec/No declines until out of range, and MUE searches all neighbour cells.
2. MUE attempts to camp on the best cell. If HNB is the best cell, UE sends RRC: RRC CONNECTION REQUEST to HNB for carrying out LA/RA UPDATE procedure to HNB.
3. Access Control is performed at HNB-GW or optionally at HNB. HNB detects whether UE is authorised or not.
4. If macro UE is unauthorised, HNB adjusts HNB’s DL CPICH Tx Power adaptively either temporarily or over long term.
2.3 Method 2-4


Method 2-4 is applicable for non-CSG capable UE including legacy UE.

< Procedure >
*e.g. for idle mode UE

If HNB PSC is not set in neighbouring cell list of macro NB.

1. MUE Ec/No declines until out of range, and MUE searches all neighbour cells.

2. MUE attempts to camp on the best cell. If HNB is the best cell, UE sends RRC: RRC CONNECTION REQUEST to HNB for carrying out LA/RA UPDATE procedure to HNB.

3. Access Control is performed at HNB-GW or optionally at HNB. HNB detects whether UE is authorised or not.

4. If macro UE is unauthorised, HNB redirects unauthorized UE to another carrier by RRC: RRC CONNECTION RELEASE.
3. Conclusion and Proposal
The feasibility of each method is proved and no stage3 level impact is necessary. 
Therefore it is proposed to specify RAN3 stage2 level specification. The actual changes to TS25.467 are described below.
Start of change

Table 4.2-1.  Functional split for UTRAN function in the HNB access.

	Function
	HNB
	HNB GW
	CN

	RAB management functions:
	
	
	

	RAB establishment, modification and release
	X
	FFS
	X

	RAB characteristics mapping Iu transmission bearers
	X
	X
	

	RAB characteristics mapping Uu bearers
	X
	
	

	RAB queuing, pre-emption and priority
	X
	
	X

	
	
	
	

	Radio Resource Management functions:
	
	
	

	Radio Resource admission control
	X
	
	

	Broadcast Information
	X
	
	X

	
	
	
	

	Iu link Management functions:
	
	
	

	Iu signalling link management
	X
	X
	X

	ATM VC management
	
	X
	X

	AAL2 establish and release
	
	X
	X

	AAL5 management
	
	X
	X

	GTP-U Tunnels management
	X
	X
	X

	TCP Management
	X (FFS)
	(X)Note 1
	X

	Buffer Management
	X
	X
	

	
	
	
	

	Iu U-plane (RNL) Management:
	
	
	

	Iu U-plane frame protocol management
	
	
	X

	Iu U-plane frame protocol initialization
	X
	
	

	
	
	
	

	Mobility management functions:
	
	
	

	Location information reporting
	X
	
	X

	Handover and Relocation
	
	
	

	  Inter RNC hard HO, Iur not used or not available
	X
	FFSNote 4
	X

	  Serving RNS Relocation (intra/inter MSC)
	X (FFS)
	
	X

	  Inter system hard HO (UMTS-GSM)
	X
	FFSNote 4
	X

	Inter system Change (UMTS-GSM)
	X
	FFS
	X

	Paging Triggering
	X
	
	X

	GERAN System Information Retrieval
	X
	
	X

	
	
	
	

	Enhanced Interference Management:
	
	
	

	Coordination of Interference from HNB to Macro
	X
	
	

	Coordination of Interference from Macro to HNB

(FFS)
	
	
	

	Coordination of Interference between HNBs

(FFS)
	
	
	

	
	
	
	

	Security Functions:
	
	
	

	Data confidentiality
	
	
	

	   Radio interface ciphering
	X
	
	

	   Ciphering key management
	
	
	X

	   User identity confidentiality
	X
	
	X

	Data integrity
	
	
	

	   Integrity checking
	X
	
	

	   Integrity key management
	
	
	X

	
	
	
	

	Service and Network Access functions:
	
	
	

	CN Signalling data
	X
	
	X

	Data Volume Reporting
	X
	
	

	UE Tracing
	X
	
	X

	Location reporting
	X
	FFSNote 3
	X

	
	
	
	

	Iu Co-ordination functions:
	
	
	

	Paging co-ordination
	X
	
	X

	NAS Node Selection Function
	
	X
	

	MOCN Rerouting Function
	FFS
	X
	X

	
	
	
	

	HNB Registration Note 2
	
	
	

	HNB Registration Function
	X
	X
	

	HNB-GW Discovery Function
	X
	
	

	HNB de-registration Function
	X
	X
	

	
	
	
	

	UE Registration for HNB Note 2
	
	
	

	UE Registration Function for HNB
	X
	X
	

	UE de-registration Function for HNB
	X
	X
	

	
	
	
	

	Iuh user-plane Management functions
	
	
	

	Iuh User plane transport bearer handling
	X
	X
	

	
	
	
	


End of change

Start of change

8
Enhanced Interference Management

8.1
General

There are three type of interference which may be considered: 1) Interference from HNB to Macro, 2) Interference from Macro to HNB and 3) Interference between HNBs. Scenarios are listed in Table 8.1.

Table 8.1. Interference scenarios.
	Scenario
	Aggressor
	Victim
	Type of interference

	1
	HNBUE (UL)
	Macro NB
	Interference from HNB to Macro

*applicable to co-channel deployment scenario

	2
	HNB (DL)
	Macro UE
	

	3
	Macro UE (UL)
	HNB
	Interference from Macro to HNB (FFS)
*applicable to co-channel deployment scenario

	4 
	Macro NB (DL)
	HNB UE
	

	5 
	HNB UE (UL)
	Other HNB
	Interference between HNBs (FFS)
*applicable to co-channel deployment scenario

	6
	HNB (DL)
	Other HNB UE
	


8.2
Coordination of interference from HNB to Macro

8.2.1
Interference from HNB UE(UL) to Macro NB
The scenario involves:-

1. Adaptively limiting the HNB UE’s maximum UL Tx Power in connected mode possibly using HNB UE measurement and calculating the path loss between HNB UE and Macro NB.

8.2.2
Interference from HNB(DL) to Macro UE
The scenario involves:-

1. Redirecting unauthorized UE to another carrier based on uplink access attempts by unauthorised UE.

2. Adjusting HNB’s DL CPICH Tx Power adaptively either temporarily or over long term based on uplink access attempts by unauthorised UE.
End of change
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