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1 Introduction 

The purpose of this contribution is to provide a summary of the issues regarding failure of Initial Context Setup procedure.

The email discussion carried out after RAN3#64 was not conclusive. This document summarizes alternatives available and arguments.

2 Background

An Initial Context Setup Procedure may fail due to a number of possible causes (eNB cannot establish RRC connection, eNB has resource issues, message contains IE values outside supported ranges such as QCI or number of bearers, message has missing or uncomprehended IEs such as UE AMBR or Security Key, etc).

The S1AP logical association may (or may not) already have existed prior to initiation of the Initial Context Setup procedure.

After the procedure fails, there are at least two possible reactions:

· Both MME and eNB implicitly consider the S1AP logical association to be terminated and all related resources are released, or

· MME has the responsibility to explicitly erase the existing association and any related resources via a new procedure (or take any other action as needed) 

It has also been agreed that one or other of the above behaviours should be captured in stage 2 (Release 8). Leaving this open may result in IOT issues in some cases e.g. eNB expects explicit release, and MME executes implicit release, leaving connection hanging in eNB, with possible later clash. 

An email discussion took place after RAN3#64, however no consensus was reached and this topic is still open going into RAN3#65.

3 Arguments raised in email discussion

The following attempts to summarize the main arguments provided by the various companies. Comments were received from Motorola, Alcatel-Lucent, Ericsson, Nokia Siemens Networks, Huawei, NEC and NTT DoCoMo. Of these, it can be said that there appeared to be a small majority in favour of explicit release.

Principle for handling context release

· MME is the best entity to decide what to do and in case the release of the connection is felt necessary, we have already a procedure in place for the MME to do it (this comment was made by a number of companies in different ways)
· Explicit release is more future proof - allowing some new flows / behaviours in future releases if proved necessary

· Since the general principle is the eNB maintains an active S1 connection, expecting the release to be decided by the MME, the state machine design for S1AP already needs to account for an abnormal condition where a side is left hanging for the other scenarios also. An explicit release aligns with typical behavior.

· In real networks you cannot always trust the MME to be able to execute all the actions as described in paper and in a robust implementation, the eNB would need to have a clean-up process to make sure resources are released even when the MME might mulfunction and lose the ability to trigger release. This eNB functionality would be the same that can be used to trigger the implicit release, hence this approach is simpler and more robust.

· After the eNB has replied with a failure to such a basic procedure as Initial Context Setup the MME should not really make assumptions on the status of the context/association in the eNB and continue to operate as if nothing had happened.

Specific actions after failure: sending of NAS PDUs 

· Implicit release stops any pending interactions e.g. delivering any pending NAS PDUs

· The case where MME needs to send NAS message (Attach Reject in Attach procedure and also TAU Reject in TAU procedure with active flag).

· NAS messages can be sent without AS security prior to AS security activation, as long as NAS security is already there, which it could be the case here.

· There are cases where UE S1AP ID between MME and eNB is established and the Initial Context Setup Failure is caused by other reasons, e.g. radio related, etc.

· One reason a MME could send an Attach Reject msg is to enable the UE to immediately send another Attach Request rather than wait for T3411 to expire. This is given the eNB maintains an active S1 connection as it normally does, expecting the release to be decided by the MME. It doesn't seem necessary to make an exception specifying an implicit release is done for the INITIAL CONTEXT SETUP FAILURE case, even if it can be argued that adding this exception makes this case simpler, as in another sense having exceptions adds complexity.

· If the MME was intending to setup a context in the eNB and got a failure, I don't understand with which logic it would then change its intentions and send Attach Reject or TAU Reject instead (by the way, remember the UE has to be able to handle a reject/release of RRC connection also without NAS signalling, so there is no big advantage for the UE either to receive such reject messages). 

· It is true that for simpler/short procedures NAS security only is allowed, but the overall strategy has always been to operate in full when both NAS and AS security are in place or at least it should be our goal that if we can choose either of them and there is no apparent advantage to operate with half security in place (like in this case), then full security is preferable.

4 Discussion

In principle there does not be seem to be any overwhelming technical arguments for one alternative versus the other.

The interaction of implementations following the different alternatives (on either side) will cause at least inefficiencies (e.g. hanging resources or additional messages such as error indication). It is possible that some worse consequences might arise in some scenarios.

It is therefore recommended that the subject be reopened and a solution be agreed during RAN3#65. Motorola would be happy to organize offline discussions and provide resulting CRs.
























































































