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1. Introduction
This document clarifies the possible alternative solutions for network access control method in the scenario where HO signalling is terminated in the HeNB-GW, and proposes one alternative that is considered as the one with the least impact.
2. Discussion
The document in [1] explains that in a deployment scenario where the HeNB is used as an open or hybrid access, a standard procedure that allows HO signalling termination in the HeNB-GW is considered to be necessary in order to ease the amount of S1 handover signalling that the MME has to cope.
2.1 Assumption
Similar with the discussion in [2], the following is the assumption on the access control mechanism in the network:
1. AC-Step1: A network entity will decide whether network access control needs to be performed or not, based on the target cell access mode and possibly the UE preliminary check result.
2. AC-Step2: Access Control is performed by comparing the following information:

· Info1: The mapping between [(H)eNB-ID and CSG-ID] info
This mapping can be obtained from each concerning (H)eNB or HeNB-GW during S1 Setup procedure

· Info2: The reported [Target (H)eNB-ID] info in the HO signalling.
· Info3: UE’s [CSG Subscription Information]
For AC- step1, there are 2 possible ways to decide whether access control needs to be performed or not.
Option1: Based on the request from the Source eNB  to perform access control. 

It is assumed that the source eNB is aware of the access mode of the target cell from the PCI reported by the UE, i.e. from the PCI reservation.

Source eNB decides whether access control is needed or not, by comparing the UE preliminary access check result and the access mode of the target cell.

The source eNB will decide that the access control is needed if the UE preliminary access check is TRUE (access allowed) and the PCI reported shows that the cell is hybrid or closed. 
The access control request (bit) will be included in the HO signalling.
Option2: Based on target cell access mode obtained from within the NW.

The entity performing the access control obtains the target cell’s access mode information from the Target HeNB of HeNB-GW, e.g. in S1 Setup or eNB Configuration Update procedure, together with (H)eNB-ID, CSG-ID information. 
Similar with the discussion in [2], it is assumed that the information necessary for access control is the information that has already existed or been created in the network. There is no UE reported information used.
2.2 Solution Alternatives

2.2.1 Alternative1: Access Control performed in the MME, requested by the HeNB-GW
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Figure 1: Alt1. Access Control in the MME, requested by the HeNB-GW

· The proposed solution in alt.1:

· Modify S1 procedure so that MME can be aware of the actual mapping [eNB-ID to CSG-ID] of the Target HeNB and its CSG-ID. (discussed in [2])
· Define a new S1 procedure, e.g. Access Check Request, for HeNB-GW to ask MME to do the access check.

· During  Handover procedure:

· Note: Either Source eNB or HeNB-GW can decide whether Access Check needs to be performed or not

· Step1. UE send its MR to eNB

· Step2. eNB decides the Target ID

· Step3. eNB sends HO REQUEST with Target ID = Target HeNB ID

· Step4. Upon reception of HO REQUEST, if HeNB-GW sends Access Check Request procedure to the MME

· Step5. MME performs the Accessibility Check by comparing the following info

· [eNB-ID and CSG ID] table, created during the S1 Setup

· [Target HeNB ID] info, obtained from Access Check Request from HeNB-GW

· [UE CSG Subscription Info], owned by the MME, identified by Source MME S1AP UE ID in the Access Check Request.
2.2.2 Alternative2: Access Control performed in the MME, requested by the Target HeNB
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Figure 2: Alt2. Access Control in the MME, requested by the Target HeNB
· The proposed solution:

· Modify S1 procedure so that MME can be aware of the actual mapping [eNB-ID to CSG-ID] of the Target HeNB and its CSG-ID. (discussed in [2])
· Define a new S1 procedure, e.g. Access Check Request, for Target HeNB to ask MME to do the access check.

· During handover procedure:

· Note: Either Source eNB or HeNB-GW can decide whether Access Check needs to be performed or not

· Step1. UE send its MR to eNB

· Step2. eNB decides the Target ID

· Step3. eNB sends HO REQUEST with Target ID = Target HeNB ID to HeNB-GW

· Step4. HeNB-GW transferred the HO REQUEST to the Target HeNB.

· Step5. Upon receiption of HO REQUEST, the Target HeNB sends Access Check Request procedure to the MME

· Step5. MME performs the Accessibility Check by comparing the following info

· [eNB-ID and CSG ID] table, created during the S1 Setup 

· [Target HeNB ID] info, obtained from Access Check Request from Target HeNB

· [UE CSG Subscription Info], owned by the MME, identified by Source MME S1AP UE ID in the Access Check Request.

2.2.3 Alternative3: Access Control performed in the MME depending on the target cell access mode and UE preliminary access check
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Figure 3: Alt.3. Access Control in MME, when needed
Table 1: Access Control necessity check in the Source eNB

	Preliminary accessibility check indication
	Target cell access mode (decision based on reported PCI)
	Applied procedure
	Network Access Control

	TRUE
	Closed
	Initiate S1 HO to the reported cell
	Required
(Done MME)

	TRUE
	Hybrid
	Initiate S1HO to the reported cell
	Required
(Done MME)

	TRUE
	Open
	Ignore (strange report)
	Not required

	FALSE
	Closed
	Do not initiate HO to the reported cell (but can e.g., redirect to another frequency, if the reported cell was intra-frequency)
	Not required

	FALSE
	Hybrid
	Initiate GW terminated HO to the reported cell
	Not required

	FALSE
	Open
	Initiate GW terminated HO to the reported cell
	Not required


· The proposed solution:

· The source eNB decides whether an Access Control needs to be performed or not, by applying option 1 in section 2.1 (See table 1)
· Modify S1 procedure so that MME can be aware of the actual mapping [eNB-ID to CSG-ID] of the Target HeNB and its CSG-ID. (discussed in [2])
· During handover procedure:

· Step1. UE send its MR to eNB

· Step2. eNB decides the Target ID

· Step3. eNB decides whether Access Control needs to be performed on not. (See table 1)

· If step3 result: no access control needed, then HeNB-GW terminated HO is performed
· Step4-1. Source eNB sends HO REQUEST to the Target HeNB.

· Step4-2. No access check is performed, HeNB-GW transferred HO REQUIRED to the Target HeNB.

· If step3 result: Access Control needed, then S1 HO is performed.

· Step4-2. Source eNB sends HO REQUIRED to the MME

· Step5-2. Access Control is performed in MMEUpon receiption of HO REQUEST, the Target HeNB sends Access Check Request procedure to the MME

2.2 Alternatives Comparison

Table 2: Alternative Comparison on Entity to perform Access Control

	Comparison  Item
	Alt.1: MME check, requested by HeNB-GW

	Alt.2: MME check, requested by Target HeNB
	Alt.3: MME check whenever needed

	Security due UE CSG-ID List transfer
	Secure

CSG Subs Info stays in MME

	Secure

CSG Subs. Info stays in MME
	Secure 
CSG Subs. Info stays in MME

	S1 Procedure Impact
	- The same additional procedure to solve access check with GW 

- New specific MME-HeNB GW S1 Access Check Request procedure

	- The same additional procedure to solve access check with GW 

- New MME-HeNB GW S1 Access Check Request procedure 


	- The same additional procedure to solve access check with GW 



	HeNB-GW impact
	More sophisticated S1 (X2) termination.
(e.g. send MME-HeNB GW specific S1 procedure, failure case procedure)
	No additional impact
	No additional additional impact

	Access Control necessity check
	Can be either Source eNB or HeNB-GW
	Can be either Source eNB or HeNB-GW
	In the Source eNB
(additional decision logic as in table 1)

	Total Evaluation
	++
	+++
	++++


From the comparison table, it is clear that alternative 3 is the alternative with the least impact, provided that the issues on access control for inbound S1 handover is solved.
3. Summary and proposal

The document clarified the alternative solutions for network access control method where the HO signalling is terminated in HeNB-GW. The comparison showed that provided that the issue for inbound S1 handover issue is solved, additional decision logic in the Source eNB to decide which HO should be performed can be considered as a feasible solution with the least impact.
4. Reference
[1] R3-091891, “Use case and architecture proposal on HO signalling termination at HeNB GW,” NTT DOCOMO

[2] R3-091889, “Accessibility Control in inbound mobility to CSG cell,” NTT DOCOMO
[3] R2-094944, "Preliminary access check," NTT DOCOMO
[image: image4.png]


[image: image5.png]










































































































































































































































PAGE  
1

