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1 Introduction 
This contribution discusses the potential architecture and scenarios in support of the inter HNB mobility. Specifically, this contribution addresses the inter HNB mobility scenario related to inter CSG or inter HNB-GW.
2 Discussion
In the email discussions which took place post RAN3#64, a few mechanisms for handling inter HNB mobility were discussed and summarized in [1]. The following conclusion was captured for handling the 3G inter HNB mobility scenario related to inter HNB-GW or inter CSG:

Intra GW and Inter CSG

  Does this need to be supported in R9 timeframe?

  If supported two choices:

    1. CN involved handover only – CN performs access control

    2. Possibility of CN not involved handover – a few options 

      a. GW performs access control - possible need for new message or extension of existing RANAP messages so that the GW has allowed CSG List.

      b. New RANAP Message to CN to allow CN to perform access control 

 

Inter-GW (Intra CSG or Inter CSG)

  Does this need to be supported in R9 timeframe?

  If supported:

    Use HO signaling using existing RANAP/RNSAP messages (exact messages TBD). 

2.1 Connected mode mobility from one HNB to another HNB (Intra HNB-GW and Inter CSG)

It needs to be further determined whether connected mode mobility from one HNB to another HNB with inter CSG scenarios need to be supported in release 9 timeframe. The following possibilities exist for handling such a scenario of intra HNB-GW and inter CSG (i.e. source and target HNB have different CSG identities)

1. If it is determined that such scenarios do not need to be supported in release 9 timeframe, then it essentially implies that connected mode inter HNB mobility with inter CSG should not be allowed. This check (i.e. inter CSG) can be performed (for e.g.) by the HNB-GW and upon determination of inter CSG mobility, the HNB-GW can reject the incoming relocation request from the source HNB using the appropriate RANAP failure message (e.g. via new cause code indicating that inter CSG mobility is not allowed).

2. If it is determined that intra HNB-GW inter CSG should be supported in release 9 timeframe, one of the following options can be utilized at the HNB-GW to determine eligibility of the target HNB as potential relocation target based on the CSG identity of the target HNB:

a. Introduce new RANAP messages (e.g. RANAP Allowed CSG List Request and Allowed CSG List Response) to retrieve from the CN the allowed CSG list for that particular UE. The HNB-GW can then use the new RANAP procedures to retrieve the CSG list and perform the access control for that particular UE and make a determination to proceed with the relocation.
b. Alternatively, the CN can send the allowed CSG list for a particular UE in an existing message (e.g. the SNA Access Information IE carried in RANAP COMMON-ID message can be enhanced to push the allowed CSG list from the CN to the RAN). The HNB-GW can store this information about allowed CSG list and perform appropriate access control during intra HNB-GW inter HNB relocation.
2.2 Connected mode mobility from one HNB to another HNB (Inter HNB-GW and Inter CSG)

The connected mode mobility from one HNB to another HNB that is inter HNB-GW implies that the source HNB and the target HNB are registered at different HNB-GWs. Since the current working assumption is that there is no interface between the HNB-GWs, such mobility procedure would then imply that the relocation signaling must go through the CN. Under such scenarios, the existing RANAP relocation procedures via the CN are sufficient to allow relocation signaling to complete. The source HNB-GW can easily make this determination by examining the target RNC-Id carried in the RANAP Relocation Required message from the source HNB. If the target RNC-Id is not one of the HNB-GW’s RNC-Id, then HNB-GW relays the RANAP Relocation Required message to the CN.

The issue of access control for this scenario is also easily addressed via the following mechanism:

· If the source HNB-GW determines that the UE or HNB is not CSG capable, the HNB-GW performs access control before relaying the RANAP Relocation Required message to the CN. In this scenario, it is assumed that the access control list for the particular UE is available at the HNB-GW (similar to handling of pre-rel 8 UEs).
· If the UE and HNB are CSG capable, then access control is performed in the CN.
3 Proposal

It is proposed to discuss and conclude on whether connected mobility between HNBs with either inter CSG or inter HNB-GW should be supported in release 9 timeframe. Based on the agreed approach, the source companies can provide appropriate CRs for [2] and [3], [4]. 
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