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4
Overall architecture

The E-UTRAN consists of eNBs, providing the E-UTRA user plane (PDCP/RLC/MAC/PHY) and control plane (RRC) protocol terminations towards the UE. The eNBs are interconnected with each other by means of the X2 interface. The eNBs are also connected by means of the S1 interface to the EPC (Evolved Packet Core), more specifically to the MME (Mobility Management Entity) by means of the S1-MME and to the Serving Gateway (S-GW) by means of the S1-U. The S1 interface supports a many-to-many relation between MMEs / Serving Gateways and eNBs.

The E-UTRAN architecture is illustrated in Figure 4 below.


[image: image1.emf]eNB

MME / S-GW MME / S-GW

eNB

eNB

S

1

S

1

S

1

S

1

X2

X

2 X

2

E-UTRAN


Figure 4-1: Overall Architecture

4.1
Functional Split

The eNB hosts the following functions: 

-
Functions for Radio Resource Management: Radio Bearer Control, Radio Admission Control, Connection Mobility Control, Dynamic allocation of resources to UEs in both uplink and downlink (scheduling);

-
IP header compression and encryption of user data stream;

-
Selection of an MME at UE attachment when no routing to an MME can be determined from the information provided by the UE;

-
Routing of User Plane data towards Serving Gateway;

-
Scheduling and transmission of paging messages (originated from the MME);

-
Scheduling and transmission of broadcast information (originated from the MME or O&M);

-
Measurement and measurement reporting configuration for mobility and scheduling;

-
Scheduling and transmission of ETWS messages (originated from the MME).
The MME hosts the following functions (see 3GPP TS 23.401 [17]):

-
NAS signalling; 

-
NAS signalling security; 
-
AS Security control;
-
Inter CN node signalling for mobility between 3GPP access networks;

-
Idle mode UE Reachability (including control and execution of paging retransmission);

-
Tracking Area list management (for UE in idle and active mode);

-
PDN GW and Serving GW selection;

-
MME selection for handovers with MME change;

-
SGSN selection for handovers to 2G or 3G 3GPP access networks;

-
Roaming;

-
Authentication;

-
Bearer management functions including dedicated bearer establishment;

-
Support for ETWS message transmission.

The Serving Gateway (S-GW) hosts the following functions (see 3GPP TS 23.401 [17]):

-
The local Mobility Anchor point for inter-eNB handover;

-
Mobility anchoring for inter-3GPP mobility;

-
E-UTRAN idle mode downlink packet buffering and initiation of network triggered service request procedure;

-
Lawful Interception;

-
Packet routeing and forwarding;

-
Transport level packet marking in the uplink and the downlink;

-
Accounting on user and QCI granularity for inter-operator charging;

-
UL and DL charging per UE, PDN, and QCI.

The PDN Gateway (P-GW) hosts the following functions (see 3GPP TS 23.401 [17]):

-
Per-user based packet filtering (by e.g. deep packet inspection);

-
Lawful Interception;

-
UE IP address allocation;

-
Transport level packet marking in the downlink;

-
UL and DL service level charging, gating and rate enforcement;

-
DL rate enforcement based on APN-AMBR;

This is summarized on the figure below where yellow boxes depict the logical nodes, white boxes depict the functional entities of the control plane and blue boxes depict the radio protocol layers.

NOTE: 
it is assumed that no other logical E-UTRAN node than the eNB is needed for RRM purposes. Moreover, due to the different usage of inter-cell RRM functionalities, each inter-cell RRM functionality should be considered separately in order to assess whether it should be handled in a centralised manner or in a distributed manner.

NOTE:
MBMS related functions in E-UTRAN are described separately in subclause 15.
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Figure 4.1-1: Functional Split between E-UTRAN and EPC

4.2
Interfaces

4.2.1
S1 Interface

4.2.2
X2 Interface

4.3
Radio Protocol architecture

In this subclause, the radio protocol architecture of E-UTRAN is given for the user plane and the control plane.

4.3.1
User plane

The figure below shows the protocol stack for the user-plane, where PDCP, RLC and MAC sublayers (terminated in eNB on the network side) perform the functions listed for the user plane in subclause 6, e.g. header compression, ciphering, scheduling, ARQ and HARQ;
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Figure 4.3.1-1: User-plane protocol stack

4.3.2
Control plane

The figure below shows the protocol stack for the control-plane, where:

-
PDCP sublayer (terminated in eNB on the network side) performs the functions listed for the control plane in subclause 6, e.g. ciphering and integrity protection;

-
RLC and MAC sublayers (terminated in eNB on the network side) perform the same functions as for the user plane;

-
RRC (terminated in eNB on the network side) performs the functions listed in subclause 7, e.g.:

- 
Broadcast;

-
Paging;

-
RRC connection management;

-
RB control;

-
Mobility functions;

-
UE measurement reporting and control.

-
NAS control protocol (terminated in MME on the network side) performs among other things:

-
EPS bearer management;

-
Authentication;

-
ECM-IDLE mobility handling;

-
Paging origination in ECM-IDLE;

-
Security control.

NOTE:
the NAS control protocol is not covered by the scope of this TS and is only mentioned for information.
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Figure 4.3.2-1: Control-plane protocol stack
4.4
Synchronization

Diverse methods and techniques are preferred depending on synchronization requirements. As no single method can cover all E-UTRAN applications a logical port at eNB may be used for reception of timing and/or frequency and/or phase inputs pending to the synchronization method chosen.

4.5
IP fragmentation

Fragmentation function in IP layer on S1 and X2 shall be supported.

Configuration of S1-U (X2-U) link MTU in the eNB/ S-GW according to the MTU of the network domain the node belongs to shall be considered as a choice at network deployment. The network may employ various methods to handle IP fragmentation, but the specific methods to use are implementation dependant.

At the establishment/modification of an EPS bearer, the network may signal a value that is to be used as MTU by the UE IP stack (it is FFS how the requirement on the UE should be formulated). It is also FFS if the MTU is signalled by the MME or the eNB.





























































5
Physical Layer for E-UTRA

Downlink and uplink transmissions are organized into radio frames with 10 ms duration. Two radio frame structures are supported:

-
Type 1, applicable to FDD,

-
Type 2, applicable to TDD.

13
QoS
An EPS bearer/E-RAB is the level of granularity for bearer level QoS control in the EPC/E-UTRAN. That is, SDFs mapped to the same EPS bearer receive the same bearer level packet forwarding treatment (e.g. scheduling policy, queue management policy, rate shaping policy, RLC configuration, etc.) [17].

One EPS bearer/E-RAB is established when the UE connects to a PDN, and that remains established throughout the lifetime of the PDN connection to provide the UE with always-on IP connectivity to that PDN. That bearer is referred to as the default bearer. Any additional EPS bearer/E-RAB that is established to the same PDN is referred to as a dedicated bearer. The initial bearer level QoS parameter values of the default bearer are assigned by the network, based on subscription data. The decision to establish or modify a dedicated bearer can only be taken by the EPC, and the bearer level QoS parameter values are always assigned by the EPC.

An EPS bearer/E-RAB is referred to as a GBR bearer if dedicated network resources related to a Guaranteed Bit Rate (GBR) value that is associated with the EPS bearer/E-RAB are permanently allocated (e.g. by an admission control function in the eNodeB) at bearer establishment/modification. Otherwise, an EPS bearer/E-RAB is referred to as a Non-GBR bearer. A dedicated bearer can either be a GBR or a Non-GBR bearer while a default bearer shall be a Non-GBR bearer.
13.1
Bearer service architecture

The EPS bearer service layered architecture is depicted in Figure 13.1-1 below, where:

-
An UL TFT in the UE binds an SDF to an EPS bearer in the uplink direction. Multiple SDFs can be multiplexed onto the same EPS bearer by including multiple uplink packet filters in the UL TFT.

-
A DL TFT in the PDN GW binds an SDF to an EPS bearer in the downlink direction. Multiple SDFs can be multiplexed onto the same EPS bearer by including multiple downlink packet filters in the DL TFT.
-
An E-RAB transports the packets of an EPS bearer between the UE and the EPC. When an E-RAB exists, there is a one-to-one mapping between this E-RAB and an EPS bearer.
-
A data radio bearer transports the packets of an EPS bearer between a UE and an eNB. When a data radio bearer exists, there is a one-to-one mapping between this data radio bearer and the EPS bearer/E-RAB.

-
An S1 bearer transports the packets of an E-RAB between an eNodeB and a Serving GW.

-
An S5/S8 bearer transports the packets of an EPS bearer between a Serving GW and a PDN GW.

-
A UE stores a mapping between an uplink packet filter and a data radio bearer to create the binding between an SDF and a data radio bearer in the uplink.

-
A PDN GW stores a mapping between a downlink packet filter and an S5/S8a bearer to create the binding between an SDF and an S5/S8a bearer in the downlink.

-
An eNB stores a one-to-one mapping between a data radio bearer and an S1 bearer to create the binding between a data radio bearer and an S1 bearer in both the uplink and downlink.

-
A Serving GW stores a one-to-one mapping between an S1 bearer and an S5/S8a bearer to create the binding between an S1 bearer and an S5/S8a bearer in both the uplink and downlink.
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Figure 13.1-1: EPS Bearer Service Architecture
13.2
QoS parameters
The bearer level (i.e. per bearer or per bearer aggregate) QoS parameters are QCI, ARP, GBR, and AMBR [17]. Each EPS bearer/E-RAB (GBR and Non-GBR) is associated with the following bearer level QoS parameters:

-
QoS Class Identifier (QCI): scalar that is used as a reference to access node-specific parameters that control bearer level packet forwarding treatment (e.g. scheduling weights, admission thresholds, queue management thresholds, link layer protocol configuration, etc.), and that have been pre-configured by the operator owning the eNodeB. A one-to-one mapping of standardized QCI values to standardized characteristics is captured in [17].

-
Allocation and Retention Priority (ARP): the primary purpose of ARP is to decide whether a bearer establishment / modification request can be accepted or needs to be rejected in case of resource limitations. In addition, the ARP can be used by the eNodeB to decide which bearer(s) to drop during exceptional resource limitations (e.g. at handover). 

Each GBR bearer is additionally associated with the following bearer level QoS parameter:

-
Guaranteed Bit Rate (GBR): the bit rate that can be expected to be provided by a GBR bearer, 

Each APN access, by a UE, is associated with the following QoS parameter:

-
per APN Aggregate Maximum Bit Rate (APN-AMBR).

Each UE in state EMM-REGISTERED is associated with the following bearer aggregate level QoS parameter:

-
per UE Aggregate Maximum Bit Rate (UE-AMBR).

The definitions of APN AMBR and UE-AMBR are captured in [17].

The GBR denotes bit rate of traffic per bearer while UE-AMBR/APN-AMBR denote bit rate of traffic per group of bearers. Each of those QoS parameters has an uplink and a downlink component.








24
Support of HeNBs
24.1
Architecture
Figure 4.6.1-1 shows a logical architecture for the HeNB that has a set of S1 interfaces to connect the HeNB to the EPC.

The configuration and authentication entities as shown here should be common to HeNBs and HNBs.
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Figure 4.6.1-1: E-UTRAN HeNB Logical Architecture

The E-UTRAN architecture may deploy a Home eNB Gateway (HeNB GW) to allow the S1 interface between the HeNB and the EPC to scale to support a large number of HeNBs. The HeNB GW serves as a concentrator for the C-Plane, specifically the S1-MME interface. The S1-U interface from the HeNB may be terminated at the HeNB GW, or a direct logical U-Plane connection between HeNB and S-GW may be used (as shown in Figure 4.6.1-1).
This version of the specification does not support X2 connectivity of HeNBs.
The S1 interface is defined as the interface:

-
Between the HeNB GW and the Core Network,
-
Between the HeNB and the HeNB GW,
-
Between the HeNB and the Core Network,

-
Between the eNB and the Core Network.

The HeNB GW appears to the MME as an eNB. The HeNB GW appears to the HeNB as an MME. The S1 interface between the HeNB and the EPC is the same whether the HeNB is connected to the EPC via a HeNB GW or not.
The HeNB GW shall connect to the EPC in a way that inbound and outbound mobility to cells served by the HeNB GW shall not necessarily require inter MME handovers. One HeNB serves only one cell.

The functions supported by the HeNB shall be the same as those supported by an eNB (with the possible exception of NNSF) and the procedures run between a HeNB and the EPC shall be the same as those between an eNB and the EPC.
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Figure 4.6.1-2: Overall E-UTRAN Architecture with deployed HeNB GW.

24.2
Functional Split
The HeNB hosts the same functions as an eNB as described in section 4.1, with the following additional specifications in case of connection to the HeNB GW:

-
Discovery of a suitable Serving HeNB GW

-
A HeNB shall only connect to a single HeNB GW at one time, namely no S1 Flex function shall be used at the HeNB in case of connection to the HeNB GW.

-
If the HeNB is connected to a HeNB GW, it will not simultaneously connect to another HeNB GW, or another MME. 

-
The TAC and PLMN ID used by the HeNB shall also be supported by the HeNB GW.

-
When the HeNB connects to a HeNB GW, selection of an MME at UE attachment is hosted by the HeNB GW instead of the HeNB;

-
HeNBs may be deployed without network planning. A HeNB may be moved from one geographical area to another and therefore it may need to connect to different HeNB GWs depending on its location.

The HeNB GW hosts the following functions:

-
Relaying UE-associated S1 application part messages between the MME serving the UE and the HeNB serving the UE;

-
Terminating non-UE associated S1 application part procedures towards the HeNB and towards the MME. Note that when a HeNB GW is deployed, non-UE associated procedures shall be run between HeNBs and the HeNB GW and between the HeNB GW and the MME.

-
Optionally terminating S1-U interface with the HeNB and with the S-GW.

-
Supporting TAC and PLMN ID used by the HeNB.

-
X2 interfaces shall not be established between the HeNB GW and other nodes.

-
Optionally performing paging optimisation in case the Allowed CSG List of the paged UE is included in the PAGING message.

In addition to functions specified in section 4.1, the MME hosts the following functions:

-
Access control for UEs that are members of Closed Subscriber Groups (CSG).

-
Optionally performing paging optimisation.

-
Routing of handover messages towards HeNB GWs based on the TAI contained in the handover message.

NOTE:
The MME or HeNB GW should not include the Allowed CSG List when sending the paging message directly to an untrusted HeNB or eNB.

24.3
Interfaces
24.3.1
Protocol Stack for S1 User Plane
The S1-U data plane is defined between the HeNB, HeNB GW and the S-GW. The figures below shows the S1-U protocol stack with and without the HeNB GW.
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Figure 4.6.3.1-1: User plane for S1-U interface for HeNB without HeNB GW
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Figure 4.6.3.1-2: User plane for S1-U interface for HeNB with HeNB GW

The HeNB GW may optionally terminate the user plane towards the HeNB and towards the S-GW, and provide a relay function for relaying User Plane data between the HeNB and the S-GW.

24.3.2
Protocol Stack for S1 Control Plane
The two figures below show the S1-MME protocol stacks with and without the HeNB GW.

When the HeNB GW is not present (Fig. 4.6.3.2-1), all the S1 procedures are terminated at the HeNB and the MME. 

When present (Fig. 4.6.3.2-2), the HeNB GW shall terminate the non-UE-dedicated procedures – both with the HeNB, and with the MME. The HeNB GW shall provide a relay function for relaying Control Plane data between the HeNB and the MME. The scope of any protocol function associated to a non-UE-dedicated procedure shall be between HeNB and HeNB GW and/or between HeNB GW and MME.

Any protocol function associated to an UE-dedicated-procedure shall reside within the HeNB and the MME only.
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Figure 4.6.3.2-1: Control plane for S1-MME Interface for HeNB to MME without the HeNB GW
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Figure 4.6.3.2-2: Control plane for S1-MME Interface for HeNB to MME with the HeNB GW
Support for subscriber and equipment trace for E-UTRAN and EPC shall be as specified in [29], [30] and [31].

24.4
QoS Support 
24.4.1
QoS Support in hybrid Cells
The following principles apply to serving non CSG members and CSG members of a Hybrid Cell:

Note:
The term "eNB" in this section applies to HeNBs (as described in §4.6.1), as well as eNBs (as denoted in the basic E-UTRAN architecture in Figure 4-1).

-
When the UE connects to a Hybrid Cell, the MME shall inform the eNB serving this Hybrid Cell whether the UE is a member or not of the CSG associated with this Hybrid Cell;

-
Based on CSG membership, the offered QoS for UEs served by this Hybrid Cell may be modified as follows:

-
The EPC may set the E-RAB level QoS attributes for UE-s served by this Hybrid Cell based on the UE membership of the CSG;

-
The eNB serving this Hybrid Cell may distinguish between a CSG member and non-member when determining whether to handover a UE and which GBR bearers to deactivate;

-
The eNB serving this Hybrid Cell may distinguish between a CSG member and non-member for handover and packet scheduling (including reduced QoS) of non-GBR bearers to meet the requirements in TS 22.220 [33].
24.5
eMBMS Support  
MBMS is not supported for heNB.
No AS level mechanism for service continuity will be defined for mobility outside cells belonging to the MBSFN area, such as heNB.
24.6
HeNB Mobility  
24.6.1
inter-HeNB Mobility 
24.6.2
HeNB-eNB Mobility 
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