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1 Introduction 
Over the past several meetings inbound mobility has been discussed thoroughly. Along with steps of RAN2 and RAN3, routing is no more open topic for either LTE or UMTS; PSC/PCI confusion is also solved with UE based solution. This leaves the Access Control topic the biggest concern for RAN3 right now. This contribution elaborates on variant Access Control options with consideration of abnormal handling

For a Closed CSG cell, RAN2 has already draw a conclusion that R9 UE will carry TAI and ECGI in measurement reports for routing and solving PSC/PCI confusion.  Result about the preliminary Access Control performed by UE will also be submitted to source RAN. Whether CSG ID or access mode will be reported is still FFS. 

For a Hybrid CSG cell, what has been concluded so far is that UE will not provide any supplementary info except for PSC/PCI confusion scenario. Consequently the network side should keep Hybrid Cell in their Neighboring Cell List at least for routing requirement.

In the following, four options for Access Control are introduced with baseline listed above.
2 Discussion
2.1 MME Performing AC with CSG Info Provided by Source RAN
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Step 1: CSG information (i.e. CSG ID and Access mode) of target cell is included in HANDOVER REQUIRED。As previously introduced, this info is either obtained from measurement report from UE (close CSG), or filled by source network element according to the existing NCL (hybrid CSG).

As a trigger, MME performs Access Control for any HANDOVER REQUIRED with CSG info. For a target in hybrid access mode, MME also determines the membership of UE as well.

Step 2A：For a successful Access control, Handover proceeds with HANDOVER REQUEST toward target RAN. CSG ID provided by source RAN shall be included in this message for a rechecking. However, thanks to the PSC/PCI splitting, access mode reported by source RAN is credible (as long as source eNB is credible), and does not need a rechecking.

If target is a hybrid CSG cell, MME should also inform target HeNB with UE membership.

For a HeNB running in Close or Hybrid mode, any HANDOVER REQUEST without CSG id should be rejected to make sure the Access Control has been performed.

Step 2B：For an unsuccessful Access Control, it means the result of UE preliminary access control is not correct. MME should inform source RAN with HANDOVER PREPARATION FAILURE with a specific cause. Source eNB may stop trying to initiate handover for this UE toward any target cell with this CSG id for a while (especially meaningful for campus deployment, i.e. a macro may be surrounded by a dozen of neighboring cells with the same CSG id). 

Additionally, this failure is also a hint that the Allowed CSG List (ACL) present in UE is out of date. An updating procedure on NAS layer may be triggered. 

Step 3A and 4A: If the recheck on CSG id on target RAN is successful, handover is completed with normal HANDOVER REQUEST ACKNOWLEDGE and HANDOVER COMMAND.

Step 3B and 4B: In case the CSG id carried in HANDOVER REQUEST is not identical to target HeNB, target should reject this handover. Though a hybrid cell is accessible for any UE, the membership of UE informed by MME may not be correct. To acquire a correct membership, target RAN has to report its correct CSG id to MME in exchange for a precise membership. To simplify, even a hybrid cell shall reject a handover in this case.

If the source fills CSG info according to NCL, this abnormal case shows that the NCL is not up-to-date. Updating procedures for NCL on macro eNB need to be carried out. If this updating is initiated by Macro eNB, a specific cause should be included in step 3B and 4B

2.2 MME Performing AC with CSG Info in Handover Preparation
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Step 1 and 2: In this option, neither source eNB nor MME needs to supply any new info in HANDOVER REQUIRED or HANDOVER REQUEST

Step 3: After allocating resource for the moving UE, the target RAN includes its CSG configuration in HANDOVER REQUEST ACKNOWLEDGE to MME. 

Until the acknowledgement is received, MME does not perform Access Control.  

Step 4A: For a successful Access control, HANDOVER COMMAND from MME is not changed.  

Step 5A: If target Cell is a hybrid CSG cell, MME needs an additional signaling to inform target side about the UE membership.

Step 4B：For an unsuccessful Access Control, abnormal handling in this option is complicated. Beside a specific cause and ACL updating, MME should release the resource allocated in core network if any (e.g. a new session created with a new SGW).

Step 5B: MME needs to inform target RAN to release all resource that has been allocated before for this handover. 

2.3 MME Performing AC with Querying CSG Info from Target RAN
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Step 1: In this option, source eNB initiates a HANDOVER REQUIRED without any CSG information. Even if there are NCL of CSG cells, source side keeps it only for routing and solving PCI confusion. 

However, to trigger the query, source eNB needs to indicate to the MME that target Cell is a CSG cell. 

Step 2 and 3: Only if the target Cell has been indicated as CSG cell, MME initiates a query procedure about its CSG configuration to the target side. Target RAN should respond with CSG id and access mode.

MME performs Access Control and determines the membership if necessary after receiving the response.

Step 4A：For a successful Access control, MME included UE membership in HANDOVER REQUEST for hybrid cells.

Step 4B：For an unsuccessful Access Control, abnormal handling is exactly the same as last option. 

Step 5 and 6: Since there is no extra control on access information, Handover is completed with normal HANDOVER REQUEST ACKNOWLEDGE and HANDOVER COMMAND with extra abnormal handling.

2.4 Target RAN performing AC
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Step 1: The same as last option, source eNB indicates to the MME that target Cell is a CSG cell.

Step 2: According to the indication in last step, MME forwards ACL of the switching UE to target RAN.

Target HeNB GW (or HeNB in case of directly connected) performs Access Control and determines UE membership upon received ACL and CSG configuration of the target cell.

Step 3A and 4A: For a successful Access control, target RAN may inform MME about UE membership in HANDOVER REQUEST ACKNOWLEDGE (for charging or management). The handover is completed with a normal HANDOVER COMMAND.

Step 3B and 4B：For an unsuccessful Access Control, abnormal handling is the same as previous options. The specific cause is included in HANDOVER FAILURE from target RAN, and forwarded by MME in HANDOVER PREPARATION FAILURE.
2.5 Comparison
Based on the signaling flow analysis above, a comparison between these options can be made upon different criteria:
	
	Overhead
	Latency
	Complexity on Abnormal
	Other Considerations

	Option 1
	Small
No new msg needed
	Small
Performing Access Control along with the first handover signaling
	Medium
Recheck of the provided paras introduce new abnormal conditions
	Introducing new parameters in  UE measurement report

	Option 2
	Medium
New msg to inform target about the membership
	Small
Along the handover procedure
	Large
Need to release allocated resource on core network and target RAN side 
	

	Option 3
	Large
New query procedure
	Large
New query procedure
	Small
No new abnormal conditions on RAN side
	

	Option 4
	Medium
Including ACL in handover signaling
	Small
Along the handover procedure
	Small
Along with the traditional abnormal procedure
	Forwarding ACL to RAN 


From the criteria so far we concerned in this contribution (i.e. signaling overhead，time latency and complexity), the Option 1 can be pronounced the best one as long as the CSG info can be provided by source RAN. 
3 Conclusion 
This contribution lists four options to perform Access Control in inbound mobility, especially from macro cell to CSG cell. Through the analysis and comparison on signaling overhead, time latency and complexity on handling the abnormal case, we proposed the option 1 as the best solution. 

Proposal: Access Control should be performed by MME according to the CSG information provided by Source RAN. For a Close CSG, this information is reported by UE (R9); for a hybrid CSG, the information is filled by source network element according to the pre-established Neighboring Cell List.
Our discussion is based on a HeNB connected with HeNB GW. The direct connected case would be much easier since the MME keeps the necessary information (e.g. CSG configuration) of the target HeNB. However, Access Control in this simplified case should be aligned with general cases to keep system away from complexity. Though analysis in this paper focused in LTE, the result applies also for UMTS system.
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