Page 1

3GPP TSG-RAN WG3 #64
R3-091306

04th – 08th, 2009
San Francisco, USA
Agenda item:
12.1.2.3
Source: 
Alcatel-Lucent
Title: 
Handling of CSG for LTE in-bound Mobility 
Document for:
Approval
1
Introduction
It was concluded at RAN3#63bis that the preferential place for performing access control would be in the UE whenever the UE is capable of decoding the CSG ID for the target cell.
Alcatel-Lucent fully shares the same viewpoint.

However, it is believed that not all UEs will be able to decode that CSG ID.  For example (depending on RAN2 outcome):
· Pre-Release 9 UEs, that will still be deployed  for a significant time,

· Non-CSG supporting Rel9 UEs,

· CSG supporting UEs where femtos are not in the same frequency*.

* To be confirmed by RAN2.
This paper therefore proposes one method to handle all those UEs that will not be able to decode and report the CSG ID (and E-CGI) of their preferred target cell within the measurement report.
This method doesn’t solve all cases but could be combined with others.

2
Handling of CSG for inbound Mobility
The pre-requisite to the method proposed is that the macro eNB is aware of its neighbouring HeNBs. How it is made aware (configuration, enhanced ANR, etc…) is out of the scope of this paper.

The solution works as follows:

Configuration phase: 

When the source macro eNB is made aware of a neighbour HeNB ID, it exchanges the list of CSG IDs and the PCI supported by the HeNB (and fetches the IP addresses in case X2 is made allowed) via the SON Configuration Transfer message and stores this list (E-CGI, list of CSG IDs, PCI).
The list of CSG IDs and the PCI supported by the HeNB is added to the S1AP SON Configuration Transfer message (e.g. could be within the served cell information).
Initialisation phase and macro mobility: 

Whenever the INITIAL UE CONTEXT is sent over S1 for a UE, it contains the HRL which provides the macro eNB with the allowed CSG list for the UE.

The Allowed CSG List of the UE is added to the Handover Restriction List over S1.
During the macro mobility, the Allowed CSG list is transferred towards each new serving macro eNB of the UE. When receiving this list, the macro eNB may calculate the list of eligible pairs (E-CGI, PCI) that match any allowed CSG ID.
The Allowed CSG List of the UE is added to the Handover Request over X2.
Handover phase

During mobility, the serving eNB receives the PCI reported by the UE from the measurement report. 

If this PCI matches any of the PCIs of the eligible pairs for this UE, the macro eNB may decide to attempt an handover towards the corresponding E-CGI HeNB(s).

For example:

· if there is no eligible pair (no CSG ID under the macro eNB matches any of the allowed CSG list), then the macro eNB will not need to attempt any handover as long as the UE is under its coverage, 

·  if there is 1 eligible pair for that particular UE under that particular macro eNB  the source eNB will limit the handover attempts to the HeNBs which have the same PCI as the eligible pair.
The method may be efficient for residential access but not efficient for enterprise access (several eligible pairs with different PCIs).
3
Conclusion
This paper has proposed a network solution to help the macro eNB limit the number of handover attempts for all the UEs that are not able to report the E-CGI/CSG ID in their measurement report and have residential access.

The pre-requisite is that the macro eNB is aware of its surrounding HeNB IDs.

The standardization only intends to provide a support for this method which doesn’t solve all cases. This method may be combined advantageously with any other methods as a recommended approach.
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