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1. Introduction
This contribution considers about the necessity for network based collection of H(e)NB cells information in inbound mobility. Further more a brief discussion on required information.
2. Discussion
Source Node, i.e. Macro (e)NB, has to guarantee the following to support inbound mobility: Alleviating (if not eliminating) the PCI/PSC confusion, and routing of the Handover / Relocation Request. To achieve this, the source node should be aware of neighbouring H(e)NB cells, e.g. their cell Ids (CID or ECGI). With variant PCI/PSC confusion solutions CSG ID and even Access Mode may also be needed. Collection of neighbouring H(e)NB cell information can be network based, UE based or mixed. However, thinking about supporting inbound mobility for legacy UE, UE based solution is rely on presence of other eligible UEs, which cannot be guaranteed. Thus, pure network based solution is a necessary at least for 3G system, in which not all UEs support ANR-like functions. 
Proposal 1: For 3G system, it is necessary for a pure Network based solution to collect neighbouring H(e)NB cell information in source nodes.
Furthermore, neighbour cell information states in proposal 1 are related with routing or differentiating PCI/PSC. It is not necessary to transfer Access Control information (i.e. Allowed CSG List) to source nodes: 

1. CSG capable UE has the ability to do the initial check according to its Allowed CSG List. For legacy UE(or non-CSG UE), the allowed CSG list does not exist. And the acquisition of target H(e)NB IMSI list is more difficult.
2. All the information included in proposal 1 is RAN related, and safe to sharing these parameters with source nodes. Whereas Allowed CSG List is UE associated subscription data, there is potential security threat to spread it into RAN side. Besides, in [1] CT1 also expresses its negative opinion about including Allowed CSG List in S1/Iu interface for access control purpose.
3. Transferring of information in proposal 1 is in granularity of H(e)NB or Cell. Whereas sharing Allowed CSG List is in granularity of UE, which means the source node needs to save a large number of data and update very frequently. Signally complexity in latter case is much higher.
Proposal 2: Access Control List should not be transferred to source node for access control.
3. Conclusion
This contribution discusses necessity for network based solution, and achieves the following proposals:

Proposal 1: For 3G system, it is necessary for a pure Network based solution to collection neighbouring H(e)NB cell information.

Proposal 2: Access Control List should not be transferred to source node for access control.
4. Reference
[1] R3-090492 Reply LS on paging optimisation via allowed CSG list in paging message for LTE and UMTS
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