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1. Introduction

This document analyses two main scenarios for transferring the RAB parameters from the Source HNB (S-HNB) to the Target HNB (T-HNB):

· via HNB-GW or
· via direct connection between the HNBs

In either case it is necessary to perform the UE access control (i.e. if the UE is allowed on the T-HNB) and establish the UE-associated signalling connection between the HNB-GW and the T-HNB before starting the relocation procedure.
For each scenario the possibility of using RANAP/RNSAP/HNBAP protocol to transfer RAB IEs has been discussed.
2. Discussion

2.1 Indirect connection between S-HNB and T-HNB
There are three options in this scenario. 
· Using RANAP protocol 
· Using RNSAP protocol
· Using enhanced HNBAP protocol.  
Option 1: Using RANAP protocol
There are two alternatives in this case:

a. HNB-GW needs to decode/encode the RANAP messages

The S-HNB sends the RANAP Relocation Required message which is then decoded by the HNB-GW without involving the CN. 

The HNB-GW then encodes the RANAP Relocation Request message and sends it to the T-HNB.
In order to check if the UE is allowed the access on the T-HNB, the HNB-GW will need to decode the RANAP messages. Also, the HNB-GW will have to create the UE-associated signalling connection between the HNB-GW and the T-HNB which can be performed via existing HNBAP procedures.
b. HNB-GW need not encode the RANAP messages

The S-HNB sends directly the RANAP Relocation Request message. The HNB-GW sends this message to the T-HNB without forwarding it to the CN.
A new HNBAP procedure should be introduced to allow the HNB-GW to perform the Access Control of the UE for the T-HNB and the UE-associated signalling connection establishment between the HNB-GW and the T-HNB. Also, after the completion of relocation the T-HNB has to inform the HNB-GW that the relocation is completed through a HNBAP message. The new HNBAP messages are listed below:
1)
Source HNB ( HNB-GW: HNBAP UE RELOCATION REQUIRED    

2)
HNB-GW ( Source HNB: HNBAP UE RELOCATION ACKNOWLEDGE  

3)
Target HNB ( HNB-GW: HNBAP UE RELOCATION COMPLETE  

In the alternative (a) the HNB-GW needs to be able to decode/encode RANAP messages involved in Relocation signalling whereas in the alternative (b) this is not necessary. In the alternative (b) all the RANAP messages are encoded on the HNBs but the S-HNB needs to be able to encode the RANAP Relocation Request message which is now sent by the CN.
Option 2: Using RNSAP protocol: 

RNSAP messages can be transported as payload in RUA protocol, which is defined to carry RANAP payload in Rel’8.
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Figure 1 Protocol Stack – Reuse of RUA

A new IE “Protocol Discriminator” is sent in every RUA DIRECT TRANSFER message. The “Protocol Discriminator” is used to distinguish whether the payload is a RANAP or RNSAP message.

The S-HNB and T-HNB perform the RNSAP enhanced relocation procedure by sending the RNSAP messages to the HNB-GW as RUA payload. The HNB-GW performs the routing of the RNSAP messages based on the Context Id.
Similarly to the Option 1, the HNB-GW can perform the Access Control using the information transmitted in the RANAP messages and then create the UE-associated signalling connection using the existing HNBAP procedures.
Or, a new HNBAP procedure could be introduced to allow the HNB-GW to perform the Access Control of the UE for the T-HNB and the UE-associated signalling connection establishment between the HNB-GW and the T-HNB. Also, after the completion of relocation the T-HNB has to inform the HNB-GW that the relocation is completed through a HNBAP message.
Option 3: Using HNBAP protocol
HNBAP protocol can be enhanced to carry IEs which are carried in RANAP or RNSAP Relocation messages. Please note that the HNBAP messages do not carry the RANAP or RNSAP messages but the IEs which are in the messages. 
The basic signalling sequence is shown below: 
[image: image2.emf]HNB-GW HNB-t HNB-s UE

Include :

-IEs of RANAP RELOCATION REQUEST

Message from Target HNB is forwarded

Include :

-IEs of RANAP RELOCATION COMMAND

Message from Source HNB is forwarded

HNBAP HNB-HNB UE RELOCATION COMMAND

HNBAP HNB-HNB UE RELOCATION COMMAND

HNBAP HNB-HNB UE RELOCATION REQUEST

HNBAP HNB-HNB UE RELOCATION REQUEST


2.2 Direct connection between S-HNB and T-HNB
In this method RNSAP messages are directly send between HNBs. There can be two options by which a HNB can obtain the Address Information for direct communication:

1. During HNB start up procedure, each HNB can get the address information of the neighbouring HNBs.
2. HNBs are not aware of other HNB address until when the relocation is triggered, and then HNB-GW gives the Address Information of the other HNB.

The HNB-GW is involved at the beginning of the relocation procedure in the UE Access Control procedure, the establishment of UE-associated signalling connection between the HNB-GW and the T-HNB, the address information exchange between HNBs (in case 2 above) , U Plane address mapping etc. For such operations HNBAP messages can be used.

After the completion of relocation Target HNB shall inform the HNB-GW that relocation is completed through a HNBAP message. The new HNBAP messages are listed below:

1)
Source HNB ( HNB-GW: HNBAP UE RELOCATION REQUIRED    

2)
HNB-GW ( Source HNB: HNBAP UE RELOCATION ACKNOWLEDGE  

3)
Target HNB ( HNB-GW: HNBAP UE RELOCATION COMPLETE  

2.3 Comparison between the alternatives for Intra-GW mobility
The comparison of all the options presented in this document is reported in the table below:
	Issue
	Indirect connection between S-HNB and T-HNB
	Direct connection between S-HNB and T-HNB

	
	Option 1 : Using RANAP message
	Option 2: Using RNSAP message
	Option 3 : Using new HNBAP messages
	

	Protocol Usage
	Alternative (a):

The HNB-GW needs to decode/encode RANAP messages that are now sent by the CN. 

Alternative (b):

Improper use of RANAP protocol. RANAP messages, which are only defined to be exchanged between CN and HNB, are exchanged between HNBs. (
There is no need for the HNBs to support RNSAP protocol (
	Proper protocol usage (

	Proper protocol usage (

	Proper protocol usage (


	Complexity
	The HNB-GW may need to encode/decode the RNSAP messages if the enhanced HNBAP protocol is not defined.

(
No or relatively little complexity involved otherwise (
	The HNB-GW may need to encode/decode the RNSAP messages if the enhanced HNBAP protocol is not defined.

(
No or relatively little complexity involved otherwise (
	New HNBAP messages should be defined (

	S-HNB needs to know the TNL information of the T-HNB (

	Decoding of Protocol  at HNB-GW
	HNB-GW may have to decode the RANAP messages for U Plane Address mapping   
(
	HNB-GW has to decode RNSAP messages.
(

	Not Applicable

	Not Applicable



3. Proposal
This document discussed and compared various alternatives of signalling procedures in Intra-GW mobility. 
NEC invites RAN3 to discuss the proposed alternatives and make a decision w.r.t which protocol should be used in case of Intra HNB-GW mobility in connected mode.

NEC Preference

1. NEC does not prefer direct connection between S-HNB and T-HNB

2. NEC prefers using enhanced HNBAP protocol in indirect connection case instead of using RANAP or RNSAP protocol.
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