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1 Introduction

According to the requirements of Rel-9 work item on H(e)NB, H(e)NB to H(e)NB handover as an important feature should be fulfilled. It is also agreed that S1 handover is reused in GW-less scenario (either source HeNB and target HeNB or only one of both is GW-less) in last RAN3 meeting.

In case of H(e)NB-GW deployment scenario, most of the Inter-H(e)NB handovers may happen in the intra-GW Handover mode, e.g. dense H(e)NBs served by the same GW for the campus use case. 
This contribution aims at analyzing the available solutions for intra-GW handover and giving some proposals as further study guideline. For the case of Inter-GW HO, the S1-based handover procedure could be reused.
2 Discussion
The following discussions in this section focus on HeNB as an example, and all the conclusions are applicable to 3G HNB as well.
And the pre-condition is that the neighbour cell relationship in HeNB has been build. 
2.1 HeNBs sharing the same CSG
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Figure 1 HeNBs serving the same CSG Identity
One of the use cases for inter-HeNBs handover is campus H(e)NB deployment. The different HeNBs belonging to the same campus may share the same CSG ID. Due to the dense deployment, many HeNBs may share the same HeNB GW. This scenario is showed in figure 1.

When a UE moves from the coverage of HeNB 1 to the coverage of HeNB 3, Intra-GW handover should be initiated.
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Figure 2 Intra-GW HO between HeNBs serving the same CSG
Because the CSG is not changed during the handover procedure, HeNB GW does not need to send any message to CN for access control purpose. Access control can be done by HeNB GW. It is FFS whether the source HeNB needs to know the target HeNB serving the same CSG and how the Source HeNB knows the target HeNB is served by the same GW. The handover procedure could be terminated at HeNB GW. And CN will not have any sense on this handover procedure. The number of handover signalling is reduced. For this use case, HeNB GW needs to be enhanced with some MME-like functions, e.g. E-RAB management and constructing S1-AP messages. Some security related issue is also FFS, e.g. Security Context management.
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Alternative option is adding some new S1-AP messages to transport X2 handover messages over the S1 interface between HeNB and HeNB-GW. The HeNB-GW should act as a middle man to exchange these messages between two HeNBs involved.
Proposal 1: 

New procedures between H(e)NB and H(e)NB-GW should be added to implement intra-GW Handover between H(e)NBs serving the same CSG without CN involved.

2.2 HeNBs serving the different CSGs
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Figure 4 HeNBs serving the different CSGs
When an UE moves from HeNB 3’s coverage to HeNB 4’s coverage, inter-CSG and Intra-GW Handover may be initiated. The access control issue is arising.
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Figure 5 Intra-GW HO for CSG-capable UE between HeNBs serving the different CSGs
For non-CSG capable UE, it is impossible for UE to do access control because UE do not have any CSG information. Because HeNB is not a fully trusted by operator, there may be some security issue for source HNB to get UE allowed CSG list to perform UE access control. So for the non-CSG capable UE, the Access control could only be done in HeNB GW. 

Proposal 2:


Access control during Inter-CSG intra-GW handover could only be done in the H(e)NB GW for the non-CSG capable UE if HO signalling is terminated in GW.

For CSG capable UE, UE could have the valid Allowed CSG List. So the UE may perform the first access control. The source HeNB may not also be suitable to perform access control due to security issue. The source HeNB sends the HANDOVER REQUIRED to the HeNB GW. Then HeNB GW checks whether the target CSG is the same as the source. If the target CSG is different from the source, HeNB GW should relay the HANDOVER REQUIRED message to the CN for access control purpose. (Showed in Figure 5) And the S1-based handover procedure could be reused. Although MME can send ACL to the GW, but it is FFS whether ACL can be used for access control purpose and some security issue may be introduced.
Proposal 3: 

For CSG-capable UE, Intra-GW handover between two home cells belonging to different CSG could notify the core network for access control purpose;

3 Conclusion and Proposal
Based on the above discussion, it is proposed RAN3 to discuss and agree the following proposals:
Proposal 1: 

New procedures between H(e)NB and H(e)NB-GW should be added to implement intra-GW Handover messages without CN involved.
Proposal 2:

Access control during Inter-CSG intra-GW handover could only be done in the H(e)NB GW for the non-CSG capable UE if HO signalling is terminated in GW.

Proposal 3: 

For CSG-capable UE, Intra-GW handover between two home cells belonging to different CSG could notify the core network for access control purpose;
[1] References
[2] 3GPP TS 36.413: “Evolved Universal Terrestrial Radio Access Network (E-UTRAN); S1 Application Protocol (S1AP)(Release 8)”
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