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1. Introduction

This contribution continues the discussion on considerations on RAN3 issues for Relaying from the last meeting [1], taking into account the decisions on RAN2 as well. With this contribution we want to focus on some of the issues that were identified in [1] and that we believe are most crucial to consider for the study item and the ITU-R submission.
2. Discussion of Relay Architecture

Termination of the S1 interface:
[image: image2.emf]
[image: image1]One of the most important issues from RAN3 point of view is where the termination of the S1 is located – at the DeNB or at the RN. According to first analysis we see it beneficial to terminate the S1AP at the RN. This means the RN are visible at the EPC and are recognized like eNBs. Hiding RNs from EPC seems reasonable to us only for extraordinary high numbers of RNs per DeNB, but in our opinion this is not the case for the majority of the scenarios.
Security of the wireless part of the S1 interface (over Un):

Security and the effort required for security is strongly related to the protocol stacks used to transfer S1AP and which protocol layer will be selected to secure the S1 over the Un interface. In [2] RAN2 has informed SA3 and RAN3 about conclusions concerning RNs, among others that the Un UP will have MAC, RLC and PDCP. This means security could be realized in a similar way as for the Uu interface, i.e. applied within PDCP layer.
On the other hand, security on the wired part of the S1 interface is provided by Network Domain Security (NDS). In principle the wireless part of the S1 interface can be protected by applying NDS at the Un interface, too. These alternatives both imply special effort in order to enable and activate security for the relay link (Un).
A third alternative provides for further simplification by just prolonging the already realized NDS of the wired S1 till the RN, i.e. IPsec is provided from the EPC up to the RN rather than by applying two independent security tunnels. In principle this just very strictly follows the approach to let the RN appear to the EPC like an eNB. In this alternative the DeNB acts in the role of a router and is not able to peek into the S1AP that is exchanged between EPC and RN.
The third alternative is expected to be the most straight forward alternative and is therefore proposed to be used to prove the feasibility of a relaying architecture for the ITU-R submission and the study item.
Control of the Un interface:
One possibility for the setup of Un link is to consider this as a task of the DeNB using special management procedures for controlling this link similar as for the wired S1. Another approach may be to recognizing the RN as a UE for the purpose of setup and control of the Un link. We see benefits of this approach especially for the handling of moving RNs. However, this would mean for the Un link to be known in the HSS, but this may be not a problem as long as there isn’t an extraordinary high number of RNs.
Further details will need to be evaluated in the WI phase.
Mobility:
In [1] the impact of the architecture on different mobility scenarios was highlighted, especially with respect to the termination of S1 interface. Mobility may be significantly easier to handle when it is possible to avoid new logical nodes in the E‑UTRAN. Therefore we see it an important issue to make the RN appear as an eNB, both from UE and MME point of view. S1 based mobility is straight forward in that case. For X2 based mobility between RNs it’s reasonable to prioritize X2 connectivity via the DeNB over a direct “air-X2” interface. When the DeNBs are connected to the same MME the principle of having X2 connectivity shall be kept.  The security for such an X2 interface, prolonged over the Un interface, shall be aligned to corresponding security approach for the prolonged S1 interface. 

Relay Network Topology and Mobility:
Other important topics are to determine the priority for different RN Topologies and for different mobility scenarios concerning RN mobility. We suggest prioritizing static star topologies over tree topologies - at least for the feasibility study. We therefore propose to have less priority on evaluating nomadic mobility or even moving RNs in order to be able confirm feasibility quickly and in time for ITU-R submission and study item.
Conclusion and Way forward

We think following the preferences and suggestions in his section simplifies and accelerates the process to determine feasibility of supporting a relaying architecture, at least for a sub-set of the possible RN topologies. First elaboration based on a architecture with the S1 interface prolonged over the wireless part are promising to meet this target, i.e. Relay Nodes in LTE are visible from EPC and the S1 interface is terminated at the RN, after being forwarded wirelessly by DeNB. Therefore, as an way forward we propose to follow this approach for the study item, at least to take it as a starting point for further analysis. Further evaluation of the full set of the required functionalities, optimizations and enhancements can be investigated in particular during the WI phase.
A further aim should be to proceed with the necessary steps to enable capturing for the ITU-R submission that a relaying architecture seems feasible and no show stoppers have been identified.

3. Proposal

It’s proposed to discuss the items of the discussion section and to agree on the proposed way forward. Once it is possible agree on a way forward it is proposed to inform other involved groups, especially to inform SA3 as soon as first reasonable protocol stacks for S1AP transfer and termination are available in order to ask for the impact/effort of alternatives from security point of view.
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