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1          Introduction
During intra-LTE handover and inter-RAT handover from LTE with IMS emergency call, the following functions need to be performed either by the source eNodeB or by the Target Network:

· The source eNodeB needs to determine whether the target network/cell supports IMS emergency call.
· The target network/cell needs to perform emergency bearer prioritisation  

· Depending on the operator’s policy and local regulation, it may require emergency call to be handover to a target cell which is in the handover restriction list of the UE. 
This paper analyses all the handover scenarios and see whether there is any impact to the RAN specifications based on the above points.  
2         Discussion
2.1
Intra-LTE X2 handover with IMS Emergency call
The source eNodeB needs to determine whether the target cell supports IMS emergency call.  As there is no change of the MME, the MME is considered to support IMS emergency call.
The IMS emergency call capability of the target cell can be made available via SON or pre-provisioning.  
Based on this, the source eNodeB can decide whether to handover to the target LTE cell or prioritise the handover strategy to bias towards overlay GERAN or UTRAN.

In the SON case, there are 3 options to pass the target cell capability to the source eNodeB:

1. The source eNodeB can obtain the target cell capability via the X2 Setup procedure. The target cell capability can then be updated via eNB Configuration Update procedure.  
2. At every X2 handover, the source eNodeB can attempt the X2 handover to find out the capability of the target cell
3. At the first X2 handover to a target cell, the source eNodeB can find out the capability of the target cell and store the capability of the target cell.
Proposal#1: it is proposed to select option 1 and add the IMS emergency call capability in the X2 Setup procedure.

The source eNodeB may require handover to a target cell that falls into the handover restricted list if there is no suitable target cell to handover to.  Depending on local regulation and operator’s policy, the handover to a restricted target cell may be waived.  As in [1] Annex D Section 5.9.2.x6, SA2 decided that when the source eNodeB selects a Target cell is in handover restriction list, all non-emergency bearers will be released by the source eNodeB:

(Handover execution) – the source eNodeB would not include non-emergency bearers in the handover request to the target eNodeB if the target is on the Handover Restricted List.  The source eNodeB sends a Bearer Release Request to the MME for the bearers that were not included in the Handover Request.  If the target eNodeB was not restricted all bearers, were included in the Handover Request.  If the target eNodeB can not accept all bearers, it needs to consider the emergency bearer QoS when selecting bearers to accept.
The only specification needed to implement this SA2 decision is to add a new cause value over S1 to be associated with the “to be released” E-RABs.

An alternative proposal to the SA2 proposal could be that target MME make the checks and the necessary release of bearers.

However the MME normally doesn’t check the area restriction at every inter-eNB change but at new TAU and the restriction check involves MM layer not SM layer. 
Indeed, in active mode for this emergency call, the MME is only required to check at TAU Request in order to tell the UE as well that it has crossed into a restricted area so that the UE can search for another network at the end of the emergency call. CT1 is discussing a new cause value in the TAU Response.
Another point in favour of SA2 decision is that the behaviour of checking the area restriction at handover is already in the eNB for all non-emergency calls.

Therefore the target MME alternative seems less optimized and also against SA2 decision.

Proposal#2: Propose to discuss the release of bearers point in RAN3 (when handover to restricted area) with a preferred option for SA2 decision that source eNB releases and a new cause value “bearers not allowed in restricted area” added over S1.
In the security aspect for the handover to a target cell in the handover restriction list, it is proposed that the existing security keys are continued in the target cell.  The ciphering and integrity protection algorithms may be reselected depending on the target cell capability.

Proposal#3: In the case when the handover is to a target cell in the handover restricted list, it is proposed that the existing security keys are continued in the target cell.
2.2
Intra-LTE S1 handover with IMS Emergency call

Again, the source eNodeB needs to determine whether the eNodeB and EPC node of the target cell support IMS emergency call.

There may be an X2 interface or not.

If there is no X2 interface, the SON mechanism for the source eNB to learn the target eNB capability could be to use the S1 SON Configuration Transfer message. The discussion started at RAN3#64 could be resumed.
Proposal#4: discuss the addition of the IMS emergency call capability to the S1AP SON Configuration Transfer message.

Like in the X2 handover, the source eNodeB may require handover to a target cell in the handover restricted list if there is no suitable target to handover to.  Again in [1], it is stated that the source eNB release the bearers: 

Step 2 (Handover Required) – if the target eNodeB is restricted, the source eNodeB only includes emergency bearers.


Step 5 (Handover Request Ack) – when considering which bearers to allow, the target eNodeB needs to consider the ARP value reserved for emergency bearer.


Step 9 (Handover Command) – if the Handover Command was received from a restricted target, the source eNodeB can request the MME to release the non-emergency bearers.
The similar proposal as in the X2 handover needs can be applied here as well. This is already covered by proposal #2.
2.3
Inter-RAT EUTRAN to UTRAN handover with IMS Emergency call
The source eNodeB needs to determine whether the RNC and SGSN of the target UTRAN cell support IMS emergency call.

In Rel-9, SGSN may support IMS emergency call.  Hence IMS Emergency call may continue in the target UTRAN cell.
The source eNodeB just has to attempt the handover and find out whether the target UTRAN cell and SGSN accept the handover.  It is assumed that there will be a mechanism between the source eNodeB/MME and target network to handle the handover failure of IMS emergency call.  This needs to be discussed in SA2.
If the target UTRAN cell is in the handover restriction list, the non-emergency bearers needs to be released before the handover preparation phase like in the case of X2 or S1 handover. This needs to be specified in SA2 specs on IMS emergency call.
If handover for IMS emergency call is not possible, the source eNodeB may have to initiate a SRVCC for the emergency call if the UE and the MME supports SRVCC.   From normal SRVCC operation, the procedure is transparent to the eNodeB except that it knows whether SRVCC operation is possible on the UE and the MME and will indicate to the MME with an explicit indication when SRVCC is initiated.  Hence we believe that there is no additional RAN impact to support SRVCC IMS emergency call.
2.4
Inter-RAT EUTRAN to GERAN handover with IMS Emergency call
According to [1] Section 5.2.4, GERAN support for IMS emergency services will not be supported in Release 9.  Hence, to handover to GERAN, SRVCC needs to be used as reported in TR23.870 [2]. From normal SRVCC operation, the procedure is transparent to the eNodeB except that it knows whether SRVCC operation is possible on the UE and the MME and will indicate to the MME with an explicit indication when SRVCC is initiated.  Hence we believe that there is no additional RAN impact to support SRVCC IMS emergency call.
If the target GERAN cell is in the handover restriction list, the non-emergency bearers needs to be released before the handover preparation phase like in the case of X2 or S1 handover. This needs to be specified in SA2 specs on IMS emergency call.

2.5
Inter-RAT EUTRAN to HRPD handover with IMS Emergency call
In the optimized handover case, when an emergency call is established in LTE, the context for the emergency call is established in the HRPD access prior to handover using maintenance procedures over the S101 interface between the MME and HRPD Access network.  Hence the UE will know whether the HRPD supports IMS emergency call. However, the eNodeB does not know whether the HRPD access network supports IMS emergency call prior to the handover.

Like in other inter-RAT handover (e.g. EUTRAN to UTRAN handover), the source eNodeB will attempt the handover and find out whether the handover is successful upon receiving the Downlink S1 CDMA Tunnelling message.  Alternatively, the capability of the HRPD access can be provisioned.  Again this needs to be discussed in SA2.
2.6
Inter-RAT EUTRAN to CS 1X handover with IMS Emergency call

CS 1X does not support IMS emergency call as well.  Hence, to handover to CS 1X, SRVCC needs to be used. From normal SRVCC operation, the procedure is transparent to the eNodeB except that it knows whether SRVCC operation is possible on the UE and the MME and will indicate to the MME with an explicit indication when SRVCC is initiated.  Hence we believe that there is no additional RAN impact to support SRVCC IMS emergency call.
If the target CS 1X cell is in the handover restriction list, the non-emergency bearers needs to be released before the handover preparation phase like in the case of X2 or S1 handover. This needs to be specified in SA2 specs on IMS emergency call.

Proposal 5: for inter-RAT handover, it is assumed here that there is mechanism between the source eNodeB and target network to handle the handover failure case where IMS emergency call is not supported.
3 Conclusion
In this paper, we have analysed the handover scenarios with the 3 points mentioned in the introduction.  The followings are the key points to agree upon:
Proposal#1: it is proposed to select option 1 and add the IMS emergency call capability in the X2 Setup procedure. See associated CR in tdoc R3-091315.
Proposal#2: Propose to discuss the release of bearers point in RAN3 (when handover to restricted area) with a preferred option for SA2 decision that source eNB releases and a new cause value “bearers not allowed in restricted area” added over S1. see CR in R3-091314.
Proposal#3: In the case when the handover is to a target cell in the handover restricted list, it is proposed that the existing security keys are continued in the target cell.

Proposal#4: discuss the addition of the IMS emergency call capability to the S1AP SON Configuration Transfer message.

Proposal#5: for inter-RAT handover, it is assumed here that there is mechanism between the source eNodeB and target network to handle the handover failure case where IMS emergency call is not supported.
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