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1 Introduction

Several contributions have already analysed access control for inbound handover, there are three solutions which have been listed below:

1) Source eNB performs the access control using the Allowed CSG list of the UE
2) Source eNB informs MME of CSG ID and access mode for the MME to perform the access control
2.1) UE report to eNB.
2.2) SON based 

3) Target eNB informs MME of CSG ID and access mode for the MME to perform the access control
This contribution discussed further several considerations from the operator points of view for this topic, and gives one recommendation.
2 Discussion
Below are the major issues which should be considered before deciding the solution.
	
	Alternative1
	Alternative 2.1
	Alternative 2.2
	Alternative 3

	Drawbacks
	1) Macro eNB needs upgrade (Access Control, et al. )
2) Per UE Allowed CSG List consumes Macro eNB resource
	1) Macro eNB needs upgrade. (Report CSG ID, and Access mode, et al. )
2) UE may report faked CSG ID or access mode
	1) Macro eNB needs upgrade. (SON, Report CSG ID, and Access mode, et al. )

	1) More latency in case of failure
2) Unnecessary resource reservation in case of failure

	Drawbacks if applied to inter CSG-eNB handover
	Allowed CSG List downloaded to the source CSG-eNB is not secure
	
	CSG-eNB (when placed in home) may report faked CSG ID and access mode
	


2.1 Upgrading the source macro eNB
Currently, it is really hard to update the macro eNB since they have been largely deployed already, when the operator plans to deploy the HeNB, it is expected that there will be no any changes in the macro eNB. This issue is mostly related to solution 1 and 2.
2.2 For the security of consideration of a UE report information
There exists a security issue for UE to report CSG ID and access mode information to MME directly, the hijacked UE may report revised CSG ID and access mode information to cheat MME. This issue is mostly related to solution 1 and 2.
3 Conclusion
Failure mainly happens when UE Allowed CSG LIST is not synchronized. The drawback of solution 3 seems trivial compared with others. Based on the discussion above, solution 3 is recommended due to the above issues discussion. 
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