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1. 
Introduction

This contribution analyses the possible solutions to the case where the access control is performed by the network both for UEs that are capable of reading the cell id and CSG ID of the target cell, and for UEs that are not capable of reading either.

For a UE capable of reading cell and CSG ID of the target cell

During handover, the following steps are assumed if the target cell is a closed CSG cell:

1.
The UE reads the CSG and cell id of the target cell.

2.
The UE compares the CSG ID of the target cell to the CSG IDs in the Allowed CSG list to determine if the UE is allowed to access the target cell.

3.
The UE reports the cell id in the measurement report and an indication of whether the UE is allowed to access the target cell. 

4.
If the UE indicates that it is allowed to access the target cell, the source cell initiates the handover.
NOTE:
The same indication may be utilized for any type of target cell. For example, if the target cell is a hybrid or open cell (c.f. TS 22.220), the UE may still indicate that it is allowed to access the cell in the measurement report. 

For a UE unable to read the CSG ID of target cell

    UE measurements for this case proceed as assumed prior to Rel-9.

The question remains as to how the access control for either type of UE is performed in the network for this handover. There are three possible places to consider the access control

1.
Access control is performed in the CN.

2
Access control is performed by the Soruce RNC.

3
Access control is performed by the HNB-GW.

The discussion in this contribution focusses on the case of macro->HNB hand-over.2. 
Access control for handover in the CN
For access control perfomed in the CN, the CN needs to know the CSG ID and access mode associated with the target HNB. The CSG ID and access mode associated with the target cell needs to be provided by either the source RNC or the HNB-GW during the handover procedure.
2.1
Source RNCor CN OAM&P informs the CN of the CSG ID of the target cell
The Source RNCmay inform the CN of the CSG ID and access mode of the target cell in the Relocation Required message, to enable access control during the handover preparation procedure in Section 8.6 of TS 25.413. 

In the situation where the UE is in fact not allowed to access the target cell (e.g. because the UE does not have the correct Allowed CSG list, in case of a Rel-9 UE), the CN shall respond immediately to the Source RNC with a Relocation Preparation Failure message with the appropriate error code.
NOTE 1:
This method requires the Source RNC or the CN OAM&P to know the CSG ID and access mode of the target cell based on the cell id reported by the UE.
NOTE 2:
This method requires the UE to report cell id, hence it would not work for pre-Rel-9 UEs.
2.2
The HNB-GW informs the CN of the CSG ID of the target cell
The HNB-GW may inform the CN of the CSG ID and access mode of the target in the Relocation Request Acknowledge message, in response to the Relocation Request to enable access control during the handover prepartion procedure as shown in Section 8.7.2 of TS 25.413. 

In the situation where the UE is, in fact, not allowed to access the target cell (e.g. because the UE does not have the latest Allowed CSG list, in case of a Rel-9 UE), the CN shall again respond to the source RNC with a Handover Preparation Failure message with the appropriate error code.
3. 
Access control for handover at the Source RNC
An alternative is to perform access control at the Source RNC by informing the Source RNC of the Allowed CSG list of the UE. In this case the relocation procedure messages in TS 25.413 do not need to change.

NOTE 1:
This method also requires the Source RNC to know the CSG ID and access mode of the target cell, based on the cell id reported by the UE in order to perform the access control.

NOTE 2:
This method requires the UE to report cell id, hence it would not work for pre-Rel-9 UEs.
There are also additional advantages of performing the access control at the Source RNC if the Source RNC knows the cell-id to CSG mapping, namely:

-
The Source RNC can perform the access control decision to handover the UE to the target HNB even in the case where the UE’s Allowed CSG list is out of date, i.e., the indication from the UE that it is allowed to access the cell is redundant. 
-
It enables access control for an Iur handover if the CSG is in a macro cell.
4. 
Access control for handover at the HNB-GW
Another alternative is to perform access control at the targetHNB-GW. Both the target HNB cell (or potential target cell, if the UE does not report cell-id), and its CSG and access mode will be known, so the HNB-GW can perform access control. 

If the UE is, in fact, not allowed to access the target cell, the target RNC shall respond immediately to the CN with a Relocation Failure message with the appropriate error code.
NOTE:
This method does not require the UE to report cell id, hence it would work for pre-Rel-9 UEs.

An additional advantages of performing the access control at the HNB-GW is the following: if HNB identification does not require macro changes, access control at the HNB-GW will also not require macro changes either. 
Access control at the HNB-GW will also not require macro changes.
5.
Comparison

A comparison of the above solutions for access control is shown in the following table:

	Case#
	Case
	Analysis 

	1
	The Source RNC or CN OAM&P informs CN of the target cell’s CSG ID and access mode, for the CN to perform the access control
	Less latency in the case of failure since the CN does not need to query the target.

No relocation request is sent to the target in the case of failure so no resources are allocated.

Source RNCor CN OAM&P needs to know the CSG ID and access mode of the target cell for handover.

	2
	The HNB-GW  informs CN of the target cell’s CSG ID and access mode, for the CN to perform the access control
	Most latency in the case of failure since the CN needs to query the target. 

Source RNCdoes not need to know the CSG ID and access mode of the target cell for handover. 

If HNB identification is performed at the target, then Source RNC does not need to know the cell id of the target cell.

	3
	Source RNC performs the access control using the Allowed CSG list of the UE
	Least latency in the the case of failure since the Source RAN does not need to query the CN. This is a significant benefit only if the Source RNS is a HSPA+ flat NodeB.

Source RNC needs to know the CSG ID and access mode of the target cell for handover. 

Source RNC always performs the handover correctly, i.e., even in the case where the UE’s Allowed CSG list is out of date.
It enables access control for an enhanced relocation handover if the CSG is in a macro cell.

	4
	HNB-GW performs the access control
	Most latency in case of handover, since the signalling is similar to case 2.

If HNB identification is performed at the target, then Source RNC does not need to know the cell id of the target cell.

No macro changes are required .


5.
Proposal
We propose the following based on the above analysis:

Proposal 1: If the target cell id is reported by the UE, it shall be possible to inform the Source RNC of the Allowed CSG list of the UE. If the Source RNC has the Allowed CSG list of the UE, the Source RNC shall perform access control for in-bound handover to a CSG cell.

Proposal 2: If the target cell id is reported by the UE, and it is not possible to inform the Source RNC of the the allowed CSG list of the UE, then the CN performs the access control for in-bound relocation to a CSG cell in response to the Relocation Required message by having the Source RNC (or CN OAM&P) inform the CN of the CSG ID and access mode of the target cell.
Proposal 3: If the target HNB cell Identification is performed at the target RAN, the HNB-GW shall perform access control for in-bound handover to a CSG cell, on the basis of the Allowed CSG list of the UE after reception of Relocation Request.
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