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1 Introduction 
This contribution discusses the scenarios and potential mechanism for handling connected mode mobility (i.e. handover or relocation) from one HNB to another HNB. Specifically, this contribution provides solution to handle intra HNB-GW mobility between HNBs. It also discusses handling for inter HNB-GW scenarios as well as the related aspects for access control.
2 Discussion
2.1 System Description
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Figure 1: HNB System
HNB is connected over the Iuh interface to a HNB Gateway (HNB-GW) which provides the interface to the core network elements via standard Iu interfaces; i.e., the Iu-cs interface to the MSC/VLR and the Iu-ps interface to the SGSN/GGSN.
2.2 Connected mode mobility between HNBs
The description of the Connected Mode Mobility to a HNB (from another HNB) assumes the following:

· the UE is on an active CS/PS call on another HNB; and

· the UE has been ordered by the source HNB to make measurements for other HNB neighbours, and

· the source HNB provides information on neighbouring cells such that one of the cells in the neighbour list matches the cell associated with other HNB and
· HNB-GW is able to determine the target HNB based on information received from source HNB in the handover/relocation message.
The following sub-sections describe a mechanism for handling the handover signaling that is HNB-GW coordinated. Specifically the mechanism proposes reuse of existing RANAP messages to signal relocation between the source HNB and the target HNB via the HNB-GW. The RANAP messages are exchanged over the Iuh interface from the source HNB to the HNB-GW and from the HNB-GW to the target HNB using the existing mechanism of RUA encapsulation. 
2.2.1 Connected mode mobility from one HNB to another HNB (Intra HNB-GW)[image: image2.emf]Source
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Figure 2: Intra HNB-GW Connected mode mobility between HNBs
1. 
The UE has established an active CS/PS session to the CN via the source HNB and HNB-GW.
2.
At some point, the source HNB makes a decision to relocate the UE session (e.g. based on the Measurement Reports from the UE or any other implementation specific reason at the source HNB). 
3.
The source HNB triggers a relocation of the UE session by sending the RANAP Relocation Required message encapsulated in the RUA Direct Transfer message.  The target RNC-Id and target Cell-Identity information along with relocation information is included by the source HNB in the RANAP Relocation Required message.
4.
The HNB-GW determines that this is an inter-HNB relocation request since the target RNC-Id is the RNC-Id of the HNB-GW. The HNB-GW then verifies that the target HNB (based on the target Cell Identity) is also registered within the HNB-GW.  The HNB-GW also performs access control for that particular UE. The access control can be based on the following logic:
· If the UE and HNBs are CSG capable, then HNB-GW ensures the CSG identity of the source HNB and target HNB is the same (intra CSG)

· If the UE is not CSG capable (e.g. pre-release 8 UE), then the HNB-GW anyway has the information to perform the mandatory access control.

5.
The HNB-GW then constructs the appropriate RANAP Relocation Request message and routes the RANAP message encapsulated in the RUA Direct Transfer message to the target HNB. 

6.
The target HNB performs an implicit registration for the incoming UE session (see [3] for details and possible mechanisms on network triggered UE registration) and also allocated the appropriate resource for handling the relocation. 

7.
The target HNB acknowledges successful resource allocation to the HNB-GW via an appropriately constructed RANAP Relocation Request Ack message encapsulated in the RUA Direct Transfer message to the HNB-GW.

8.
The HNB-GW constructs the appropriate RANAP Relocation Command message and routes the RANAP message encapsulated in the RUA Direct Transfer message to the source HNB.

9-13. the rest of the relocation procedure continues as shown in the corresponding steps in the above figure.

14.
The HNB-GW upon getting an indication that the UE has been successfully relocated to the target HNB deregisters the UE from the source HNB. The source HNB releases the resources assigned to the UE and deletes all stored context information associated with the UE
2.2.2 Connected mode mobility from one HNB to another HNB (Intra HNB-GW and Inter CSG)
It needs to be further determined whether connected mode mobility from one HNB to another HNB with inter CSG scenarios need to be supported in release 9 timeframe. The following possibilities exist for handling such a scenario of intra HNB-GW and inter CSG (i.e. source and target HNB have different CSG identities)
1. If it is determined that such scenarios do not need to be supported in release 9 timeframe, then it essentially implies that connected mode inter HNB mobility with inter CSG should not be allowed. This check (i.e. inter CSG) can be performed (for e.g.) by the HNB-GW in step 4 of the scenario described in section 2.2.1 and upon determination of inter CSG mobility, the HNB-GW can reject the incoming relocation request from the source HNB using the appropriate RANAP failure message  (e.g. via new cause code indicating that inter CSG is not allowed).
2. If it is determined that intra HNB-GW inter CSG should be supported in release 9 timeframe, one of the following options can be utilized at the HNB-GW to determine eligibility of the target HNB as potential relocation target based on the CSG identity of the target HNB:

a. Introduce new RANAP messages (e.g. RANAP Allowed CSG List Request and Allowed CSG List Response) to retrieve from the CN the allowed CSG list for that particular UE. The HNB-GW can then use the new RANAP procedures to retrieve the CSG list and perform the access control for that particular UE and make a determination to proceed with the relocation (step 4 in section 2.2.1)

b. Alternatively, the CN can send the allowed CSG list for a particular UE in an existing message (e.g. the SNA Access Information IE carried in RANAP COMMON-ID message can be enhanced to push the allowed CSG list from the CN to the RAN). The HNB-GW can store this information about allowed CSG list and perform appropriate access control during intra HNB-GW inter HNB relocation (step 4 in section 2.2.1). 
2.2.3 Connected mode mobility from one HNB to another HNB (Inter HNB-GW)
The connected mode mobility from one HNB to another HNB that is inter HNB-GW implies that the source HNB and the target HNB are registered at different HNB-GWs. Since the current working assumption is that there is no interface between the HNB-GWs, such mobility procedure would then imply that the relocation signaling must go through the CN. Under such scenarios, the existing RANAP relocation procedures via the CN are sufficient to allow relocation signaling to complete. The source HNB-GW can easily make this determination by examining the target RNC-Id carried in the RANAP Relocation Required message from the source HNB. If the target RNC-Id is not one of the HNB-GW’s RNC-Id, then HNB-GW relays the RANAP Relocation Required message to the CN.
The issue of access control for this scenario is also easily addressed via the following mechanism:
· If the source HNB-GW determines that the UE or HNB is not CSG capable, the HNB-GW performs access control before relaying the RANAP Relocation Required message to the CN.

· If the UE and HNB are CSG capable, then access control is performed in the CN.

3 Proposal

This contribution discussed the scenarios and potential mechanism for handling connected mode mobility (i.e. handover or relocation) from one HNB to another HNB. Specifically, it provided solution to handle intra HNB-GW mobility between HNBs with either intra CSG or no CSG capability as described in section 2.2.1. 

Proposal 1: It is proposed to agree with the handling of intra HNB-GW mobility between HNBs with either intra CSG or no CSG capability as described in section 2.2.1 and accordingly capture section 2.2.1 in TS 25.467 [1].

Proposal 2: It is proposed to discuss and conclude on whether connected mobility between HNBs with either inter CSG or inter HNB-GW should be supported in release 9 timeframe and capture this agreement in TR R3.020 [2].
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