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1          Introduction

This document discusses an issue with how a hybrid access mode H(e)NB can determine whether a CSG UE accessing the H(e)NB should be treated as a preferential user or not and describes a couple solutions to that issue.
2         Discussion
A H(e)NB operating in hybrid access mode should give preferential access to members of its CSG relative to all other members, as defined by SA1.
TS 22.220 in section 5.3.2 states

-
In hybrid access mode when services cannot be provided to a CSG member due to a shortage of H(e)NB resources it shall be possible for established communication of non-CSG members via a CSG cell to be diverted from the CSG cell.

-
In a H(e)NB in hybrid access mode, to minimise the impact of non-CSG established communication on CSG members, it shall be possible for the network to allow the data rate of established PS communication of non-CSG members to be reduced.

And in Annex B

“Preferential access” means the user will get preferential access to the CSG cell.

Table B.1: H(e)NB access for UEs of any release

	
	H(e)NB Access Mode

	
	Open
	Closed
	Hybrid

	UE allowed access to CSG cell
	Access
	Access
	Preferential Access

	UE not allowed access to CSG cell
	Access
	No Access
	Access


In order to determine whether a UE is a CSG UE or not the H(e)NB can use the UE’s CSG Capability indicator sent in the RRC Connection Complete and/or Initial Direct Transfer. 
Therefore it can use this indicator to identify non CSG-UEs and hence mark those as non-preferential users. However the situation for CSG UEs is complicated in that certain CSG UEs may not have the Hybrid Access cell’s CSG ID in their allowed CSG ID lists. These UEs should therefore be treated by the Hybrid Access H(e)NB in the same manner as non-CSG UEs and hence not given preferential access.

The issue is that the Hybrid Access H(e)NB has no way of determining whether a CSG UE has the H(e)NB’s CSG ID in its allowed list or not and hence cannot determine whether that UE should actually be a preferential user or not.

A couple possible solutions to this could be:

2.1 UE based solution
In this solution a CSG UE will provide an additional indication to the H(e)NB to inform it as to whether the UE has the H(e)NB’s CSG Id in its allowed list or not. A Hybrid Access H(e)NB can therefore use this indication to determine whether the UE should be treated as a preferential user or not.

This has the advantages that the changes to the H(e)NB are small and minimises the number of messages that would be needed in the network to make this determination via the CN based solution. Since the indication can be provided by the UE when it attaches to the H(e)NB.

However this solution also has the disadvantage that it relies on the network “trusting” the UEs. So for example a “rogue” UE could indicate to the network that it does contain the H(e)NB’s CSG Id in its allowed list and thus would be treated as a preferential user, which could impact the service offered to other connected users, or indeed prevent other preferential users from accessing the H(e)NB in the first place.

2.2 CN based solution
This solution relies on the existing Access control mechanisms supported by the CN for CSG UEs. 

RAN3 has previously debated the need for the CN to be informed about the access mode of a H(e)NB. Hence the CN should be able to determine whether a UE is accessing a Hybrid access mode H(e)NB or not. 
Therefore the CN should not need to invoke its normal Access Control procedure for CSG UEs  and prevents the CN from rejecting a CSG UE that is accessing a Hybrid H(e)NB but does not contain the H(e)NB’s CSG Id in its allowed list. 
However the CN would still need to provide some indication to the H(e)NB whether a UE should be treated as a preferential user or not, i.e. whether the UE contains the H(e)NB’s CSG Id in its allowed list or not. Two possible methods for this are:
a. One method would be for the CN to provide an explicit indication in the relevant RANAP/S1AP message that the UE should be given preferential access or not. This has the advantage of introducing an explicit indication for the H(e)NB, however it has the obvious disadvantage of introducing an extra IE to the relevant messages.

b. An alternative method would be for the CN to indicate to the H(e)NB by means of setting appropriate QoS values in the relevant RANAP/S1AP messages when establishing a RAB on behalf of the UE. The advantage of this method is that it does require any specific changes to the existing protocols and it can be left to implementation to determine the QoS settings. The disadvantage is that the “indication” is implicit and hence could be open to different interpretations.
Both these methods also have the disadvantage that a UE will have to be allowed to attach to the H(e)NB before accessing the CN and hence additional delay and signalling (compared to the UE based solution) is needed before the H(e)NB can determine whether the UE is a preferential user or not.
3
Conclusion
We have described an issue with Hybrid Access mode H(e)NBs determining whether a CSG UE should be treated as a preferential user or not, and have outlined a couple potential solutions to this issue. It is proposed that these solutions are discussed and consensus reached on the most appropriate one.
