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1 Introduction 
The Rel-8 WI on HNB only covered Closed Access, and Open Access was not considered.  Whereas it may be a straightforward change to remove access controls for Open Access the details have not been included in the Stage 2 specification[1]. This looks at the Stage 2 aspects of Open Access.

2 Discussion

An Open Access HNB acts similarly to a macro cell from a UE point of view.  The HNB cell does not have a CSG Identity and broadcasts neither the CSG Identity nor CSG Indicator. 

The Open Access HNB does not need to perform any access control, as all UEs are allowed,  so pre-Rel-8 UEs and Rel-8 UEs CSG or non-CSG are treated the same.  
The procedure for Open Access only:
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4. UE Registration (TMSI or IMSI, Rel, UE Cap,.. )

3. Check, UE 

Identity

5. UE Registration Accept (Context-id,..)

6. Connect (Initial UE Message,.. )

7. SCCP CR (Initial UE Message,.. )

8. SCCP CC

10. Continue with NAS procedure

2. RRC Initial Direct Transfer (e.g. LU Request,...)

1. RRC Connection Est. (TMSI or IMSI, UE Rel, UE Cap, ..) 

9. Optional MM


1.
Upon camping on the HNB, the UE initiates an initial NAS procedure (e.g. LU Procedure) by establishing an RRC connection with the HNB. UE identity and UE capabilities are reported to the HNB as part of the RRC Connection establishment procedure (step 1).

2.
The UE then transmits a RRC Initial Direct Transfer message carrying the initial NAS message (e.g. Location Updating Request message) with some form of identity (e.g. IMSI or TMSI, ..).
3.
The HNB checks UE identity provided in step 1, and if the identity of the UE (provided during RRC Connection Establishment) is unknown at the HNB being accessed, i.e. no Context id exist for the UE, the HNB initiate UE registration towards HNB-GW (step 4-5). If HNB has a context id for UE, UE registration procedure is not performed.  No Identification procedure is triggered, independent on the identity reported by the UE during the RRC Connection Establishment.

4.
The  HNB attempts to register the UE on the HNB-GW by transmitting the UE REGISTER REQUEST. The message contains :

-
UE Identity: IMSI or TMSI of the (U)SIM associated with the UE provided in step 1. 

NOTE:
The UE IMSI/TMSI provided in the UE REGISTER message is unauthenticated. 

5.
The HNB-GW accepts the UE registration and allocates a context-id for the UE. The HNB-GW responds with a UE REGISTER ACCEPT message back to the HNB including a context-id allocated to the UE.
6.
The HNB then sends a CONNECT message containing the RANAP Initial UE message.

7.
The reception of the CONNECT message at the HNB-GW triggers the setup of SCCP connection by the HNB-GW towards the CN. HNB-GW forwards the Initial UE Message.

8.
The CN response with a SCCP Connection Confirm message.

9.
The CN may optionally perform Mobility Management procedures, e.g. Authentication procedure.

10.
After granted access the UE then continue with the NAS procedure (e.g. Location Updating procedure) towards the CN, via HNB and the HNB-GW.

No access control is performed in the HNB-GW, as this is not necessary, but the HNB-GW needs to know that the HNB is operating in Open Access mode. The CSG-ID is optional, but its absence may indicate non-CSG HNB, where access control must be performed, so a further indicator is needed in the HNB Registration Message.
A change is needed to HNB Registration procedure:
5.2.2
HNB Registration procedure
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4. HNB REGISTER REQUEST (Location Information, HNB Identity, HNB Operating Parameters)

5a. HNB REGISTER ACCEPT (...)

3. Establish Reliable Transport Session (e.g. SCTP)

HNB-GW SeGW

2. Establish secure tunnel

5b. HNB REGISTER REJECT (Reject Cause)

1. HNB Initialization


Figure 5.2.2-1. HNB Registration procedure.
1.
HNB initialization is performed to obtain HNB configuration from the HNB Management System (HMS). Similarly, HNB-GW discovery is performed to obtain the initial serving HNB-GW information. 

2.
The HNB establishes a secure tunnel to the SeGW of the serving HNB-GW. 

NOTE: 
This step may be omitted if a secure tunnel happens to be the same tunnel that is already established to contact the HMS. 
3.
The HNB sets up a SCTP transport session to a well-defined port on the serving HNB-GW. 

4.
The HNB then attempts to register with the serving HNB-GW using a HNB REGISTER REQUEST message. The message contains:

a.
HNB Location Information: The HNB provides location information via use of one or more of the following mechanisms:

i.
detected macro-cell coverage information (e.g. GERAN and/or UTRAN cell information) 

ii.
geographical co-ordinates (e.g. via use of GPS, etc)

iii.
Internet connectivity information (e.g. IP address), provided, the resulting location information is at least as accurate as location determination based on macro-cell coverage information, whether or not there is macro cell-coverage available at the location of the HNB (e.g. as determined by point i above).

b.
HNB Identity: the HNB has a globally unique and permanent identity. 
c.
HNB Operating Parameters: Such as the selected LAC, RAC, SAC, CSG-Id, etc.

d.
HNB Access Mode: Indicates if the HNB is closed, open or hybrid access.
5a.
The HNB-GW may use the information from the HNB REGISTER REQUEST message to perform access control of the HNB (e.g. whether a particular HNB is allowed to operate in a given location, etc). If the HNB-GW accepts the registration attempt it shall respond with a HNB REGISTER ACCEPT message. 
5b.
Alternatively, the HNB-GW may reject the registration request (e.g. due to network congestion, blacklisted HNB, unauthorized HNB location, etc). In this case, the HNB-GW shall respond with a HNB REGISTER REJECT indicating the reject cause.
NOTE:
The HNB shall start broadcasting only after successful registration with the HNB-GW.
HNBAP [2] will need modification to add an IE to HNB Register Request to indicate HNB Access Mode. This would cover Hybrid mode as well. A CR was proposed (R3-090917) at the previous meeting to cover this.
3 Proposal
Define open mode operation in Stage 2 specification 25.467, and add necessary IE to HNBAP 25.469 for indication of HNB Mode.
CR for 25.467 Rel-9 is provided.
4 References

[1]. TS 25.467 UTRAN architecture for 3G Home NodeB; Stage 2.
[2]. TS 25.469 UTRAN Iuh interface Home Node B Application Part (HNBAP) signalling
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