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1. Introduction
In the agreed R9 WI “Support of Home NB and Home eNB enhancements RAN3 aspects”, in-bound mobility from Marco eNB to HeNB is one of the most important features. This paper discusses possible problems in the inbound mobility of HeNB, and gives some proposal and possible impacts on current RAN3 specifications.
2. Discussion 
During former discussion on inbound mobility for LTE HeNB in Rel-8, there is no agreement on access control and routing of S1 handover message. After introducing hybrid access mode, admission control and rate control is arised. This section discusses these issues and gives some proposals.
2.1 Access control for inbound handover
When UE performs inbound handover from macro eNB to HeNB, unlike handover between macro cells, it requires network to consider CSG configuration and access mode restriction of target HeNB for the incoming UE. It is so called Access Control for inbound handover. Especially, if HeNB GW is deployed, how access control is performed shall be discussed.
2.1.1 Solutions of Access Control
In Rel-8, the HeNB should provide its CSG ID in initial UE message to serving MME through HeNB GW (if HeNB GW is deployed). Then MME checks whether the CSG ID reported by HeNB is in UE’s Allowed CSG list or not. If not, MME rejects this procedure. But for inbound handover, this issue is more complex.
SA2 has discussed it in detail and gets some optional solutions. This topic is more related to RAN3. RAN3 should discuss all these solutions and make a choice from RAN3 point of view to push inbound handover solution progress forward.
In SA2#71 meeting, access control for inbound handover is discussed and three optional solutions are written into SA2 TR 23.830. 
Solution 1: Including the Allowed CSG list in the Handover Restriction List IE. It intends to let source eNB obtain Allowed CSG List and perform access control. 
Solution 2: CSG Access control in the Core Network with support from the source RAN node. The source eNB sends the target CSG ID and access control mode of the target HeNB to the Core Network in the handover request, and the Core Network performs access control based on the UE allowed CSG list which is same as the normal attach procedure. 
Solution 3: CSG Access control in the Core Network with support from the target RAN node. It is extension to solution 2. At first, MME performs access control and passes CSG ID and access mode reported by UE to target HeNB or HeNB GW, then target HeNB or HeNB GW checks if the CSG ID and access mode reported by UE is same to its configuration. 

Solution 1 requires eNB maintains Allowed CSG List. At present, Allowed CSG List maintenance in HSS, MME and UE has made system so complex. Especially, keeping synchronization of Allowed CSG List in these nodes is very difficult. So, passing Allowed CSG List to eNB should be avoided. 

Solution 2 reuses normal access control mechanism of HeNB. MME performs access control.
Solution 3 is based on three assumptions:

i. The source eNB does not have the neighbour CSG cells’ configuration. 
ii. If a great number of HeNBs connect to the network, and HeNB GW is deployed, it is difficult for MME to get configuration information (i.e., CSG ID, access mode, HeNB ID etc.) of all the HeNBs for which the MME would handle handover in the network, as plenty of HeNBs always turn on and turn off according to HeNB owners’ different behaviours. 
iii. The MME can not trust CSG ID and access mode reported by UE. If UE reports faked CSG ID and access mode to source eNB, it may lead to serious security problem. For example, UE’s allowed CSG list just contains CSG 1. If UE measures neighbour home cells and always reports their CSG ID as CSG 1 despite of their real CSG ID, then inbound handover access control performed in MME is always ok. The UE can handover to any home cells. 
Anyway, it is a potential security threat. To make inbound handover mechanism more robust and secure, validating CSG ID and access mode at HeNB or HeNB GW is needed. 
Proposal 1: MME shall perform access control during inbound handover. And additional check at target HeNB or target HeNB GW is needed. 
2.1.2 HeNB access mode consideration

In Rel-9, three access modes for HeNB including Open mode, Closed mode and Hybrid mode are introduced. HeNB could be configured as different modes according to HeNB owner or operator’s preference and network deployment requirement. If a HeNB is Closed mode, only UEs belong to the CSG that the HeNB is configured could be permitted to handover to the HeNB. If the HeNB is configured as Hybrid mode or Open mode, UEs not belong to CSG that the HeNB is configured might be permitted to handover to the HeNB.  If HeNB GW is deployed between HeNB and MME, as MME is the node to perform access control and MME will not store any HeNB configuration information, access mode of target HeNB shall be transmitted to MME within HANDOVER REQUIRED message from source eNB.

Proposal 2: Access mode of target HeNB shall be added into HANDOVER REQUIRED message from source eNB to MME to indicate the access mode of target HeNB for access control.
2.2 Routing of S1 handover messages for inbound handover
Routing of S1 handover message for inbound handover of HeNB had been discussed in previous meetings and many methods were proposed. This issue is one of the most important topics in inbound handover, but there is no agreement so far. 
If HeNB directly connects to MME, the routing of S1 handover message shall be same with handover between macro eNBs.   

As HeNB GW is added between HeNB and MME, the IEs in HANDOVER REQUIRED and HANDOVER REQUEST messages of present Rel-8 TS36.413 might be insufficient. In the whole S1 handover procedure, the MME shall route S1 HANDOVER REQUEST message to a HeNB GW the target HeNB connecting to  and then the HeNB GW shall route the HANDOVER REQUEST message to the target HeNB. 
But, how does the MME know the target HeNB GW? And how does the target HeNB-GW know the target HeNB?  The first question is related to the “HeNB GW ID” definition and the mapping between HeNB GW and TAI that the HeNB belongs to. 
If no fixed geographic mapping between TAI and HeNB GW, for “HeNB GW ID” definition, there are three solutions: defining a new ID type for HeNB GW, reusing Macro eNB ID and embedding the HeNB GW ID into ECGI of the target HeNB. Despite of the possible impact on broadcast, measurement report and the construction of Neighbour Cell List, which is mainly RAN2 issue, the first two solutions will impact the present target ID IE in HANDOVER REQUIRED message, i.e., two target IDs might appear in target ID IE: one is for target HeNB GW and the other is for target HeNB. Comparatively, new ID seems not a good idea. Nevertheless, the third solution will have significant impact on the definition of HeNB ID, eNB ID and ECGI, which brings so many restrictions to present scanty ECGI resource. 
If there is fixed mapping between TAI and HeNB GW, e.g. the TAI that the HeNB belongs to is determinately point to a single HeNB GW, the Target eNB-ID IE in the Target ID IE which is carried in HANDOVER REQUIRED message is sufficient to route the S1 handover message. Although the mapping will raise the requirement for the flexibility of equipment load capacity of HeNB GW, it could be resolved by appropriate HeNB GW deployment and implementation.  
For the second question (see R3-090532), although HeNB GW could open Source eNB to Target eNB Transparent Container to ascertain the destination HeNB, it will impact HeNB GW function and compatibility if the container changes in the future. It seems a target ID used to route the HANDOVER REQUEST message to target HeNB shall be added determinately.
Proposal 3:  The TAI that the HeNB belongs to is determinately point to a single HeNB GW. TAI is sufficient for routing of HANDOVER REQUIRED message to target HeNB GW.
Proposal 4: Target ID shall be added into HANDOVER REQUEST message from MME to target HeNB GW to route the message to target HeNB on HeNB GW.  
2.3 Admission control and rate control for hybrid access mode
In the Rel-9 HeNB requirement specification TS22.220 (Service requirements for Home NodeBs and Home eNodeBs), different treatment of non-CSG and CSG member inbound handover for hybrid access mode is raised,
-
In a HNB/HeNB in hybrid access mode, to minimise the impact of non-CSG established communication on CSG members, it shall be possible for the network to allow the data rate of established PS communication of non-CSG members to be reduced. It shall also be possible for the network to have different admission control thresholds for CSG and non-CSG members.
For target HeNB configured as hybrid access mode performs admission control according to the UE’s CSG membership, whether the UE is permitted handover to the HeNB as a non-CSG member shall be notified to MME in HANDOVER REQUEST message. This issue is related to access control, but for a determined Non-CSG UE, this indication could effectively reduce data transmitted in HANDOVER REQUEST message and the process of target HeNB. 
Proposal 5: An indication whether the UE is a non-CSG member shall be added into HANDOVER REQUEST message from MME to target HeNB for admission control on hybrid access mode HeNB. 
3. Conclusion and Proposal 
It is proposed to take above discussion into account and approve followings,

Proposal 1: MME shall perform access control during inbound handover. And additional check at target HeNB or target HeNB GW is performed. RAN3 may send SA2 LS to clarify RAN3’s point to push inbound handover item forward. If it is approved by RAN3, Huawei is happy to draft the LS.
Proposal 2: Access mode of target HeNB shall be added into HANDOVER REQUIRED message from souce eNB to MME to indicate the access mode of target HeNB for access control. 
Proposal 3:  The TAI that the HeNB belongs to is determinately point to a single HeNB GW. TAI is sufficient for routing of HANDOVER REQUIRED message to target HeNB GW.
Proposal 4: Target ID shall be added into HANDOVER REQUEST message from MME to target HeNB GW to route the message to target HeNB on HeNB GW.
Proposal 5: An indication whether the UE is a non-CSG member shall be added into HANDOVER REQUEST message from MME to target HeNB for admission control on hybrid access mode HeNB. 
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