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8.22
Initial UE Message

8.22.1
General

The purpose of the Initial UE Message procedure is to establish an Iu signalling connection between a CN domain and the RNC and to transfer the initial NAS-PDU to the CN node as determined by the NAS Node Selection Function - if this function is active, or otherwise to the default CN node- or by the Rerouting Function (see [2]) in case of MOCN configuration. The procedure uses connection oriented signalling.

8.22.2
Successful Operation
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Figure 24: Initial UE Message procedure. Successful operation.

When the RNC has received from radio interface a NAS message (see [8]) to be forwarded to a CN domain to which no Iu signalling connection for the UE exists, the RNC shall initiate the Initial UE Message procedure and send the INITIAL UE MESSAGE message to the CN. If NNSF is active, the selection of the CN node is made according to [26].

In addition to the received NAS-PDU, the RNC shall add the following information to the INITIAL UE MESSAGE message:

-
CN domain indicator, indicating the CN domain towards which this message is sent.

-
For CS domain, the LAI which is the last LAI indicated to the UE by the UTRAN via the current RRC connection, or if the UTRAN has not yet indicated any LAI to the UE via the current RRC connection, then the LAI of the cell via which the current RRC connection was established.

-
For PS domain, the LAI+RAC which are the last LAI+RAC indicated to the UE by UTRAN via the current RRC connection, or if the UTRAN has not yet indicated any LAI+RAC to the UE via the current RRC connection, then the LAI+RAC of the cell via which the current RRC connection was established.

· Service Area corresponding to at least one of the cells from which the UE is consuming radio resources.

-
Iu signalling connection identifier.

-
Global RNC identifier.

-
Selected PLMN Identity, if received from radio interface by a network sharing supporting UE in shared networks.

-
Redirect Attempt Flag, in MOCN configuration for a network sharing non supporting UE in order to indicate that the CN should respond with a Redirection Indication IE or a Redirection Completed IE.

The Iu Signalling Connection Identifier IE contains an Iu signalling connection identifier which is allocated by the RNC. The value for the Iu Signalling Connection Identifier IE shall be allocated so as to uniquely identify an Iu signalling connection for the RNC. The CN should store and remember this identifier for the duration of the Iu connection.

Whereas several processing entities within the CN (e.g. charging, interception, etc.) may make use of the location information given in the SAI IE and the LAI (and RAC for PS domain) IE, the mobility management within the CN shall rely on the information given within the LAI IE (respectively LAI and RAC IEs for PS domain) only.

If the establishment of the Iu signalling connection towards the CN is performed due to an RRC connection establishment originating from a CSG cell, the CSG Id IE and Access Control Indication IE shall be included in the INITIAL UE MESSAGE message. If the value of Access Control Indication IE is set to “perform access control”, the core network shall perform CSG based access control (i.e., check if the UE is allowed on the CSG cell) and respond to the received NAS-PDU according to [8]. If the value of Access Control Indication IE is set to “not perform access control”, the core network shall not perform CSG based access control. 
**** next Change ****

9.1.33
INITIAL UE MESSAGE

This message is sent by the RNC to transfer the radio interface initial layer 3 message to the CN.

Direction: RNC ( CN.

Signalling bearer mode: Connection oriented.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	ignore

	CN Domain Indicator
	M
	
	9.2.1.5
	
	YES
	ignore

	LAI
	M
	
	9.2.3.6
	
	YES
	ignore

	RAC
	C - ifPS
	
	9.2.3.7
	
	YES
	ignore

	SAI
	M
	
	9.2.3.9
	
	YES
	ignore

	NAS-PDU
	M
	
	9.2.3.5
	
	YES
	ignore

	Iu Signalling Connection Identifier
	M
	
	9.2.1.38
	
	YES
	ignore

	Global RNC-ID
	M
	
	9.2.1.39
	If the Extended RNC-ID IE is included in the message, the RNC-ID IE in the Global RNC-ID IE shall be ignored.
	YES
	ignore

	GERAN Classmark
	O
	
	9.2.1.57
	
	YES
	ignore

	Selected PLMN Identity
	O
	
	9.2.3.33
	
	YES
	ignore

	NAS Sequence Number
	O
	
	9.2.3.34
	
	YES
	ignore

	Permanent NAS UE Identity
	O
	
	9.2.3.1
	
	YES
	ignore

	Redirect Attempt Flag
	O
	
	9.2.3.50
	
	YES
	ignore

	Extended RNC-ID
	O
	
	9.2.1.39a
	The Extended RNC-ID IE shall be used if the RNC identity has a value larger than 4095.
	YES
	reject

	CSG Id
	O
	
	9.2.1.85
	
	YES
	reject

	Access Control Indicator
	C - ifCSG
	
	9.2.1.xx
	
	YES
	ignore


	Condition
	Explanation

	ifPS
	This IE shall be present if the CN Domain Indicator IE is set to “PS domain”.

	ifCSG
	This IE shall be present if the CSG Id IE is present. Otherwise, this IE shall not be present


**** next Change ****

9.2.1.xx
Access Control Indicator

This IE indicates whether or not CSG based access control should be performed by the core network for the UE.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Access Control Indicator
	M
	
	ENUMERATED (perform access control,
not perform access control)
	If the value of this IE is set to “perform access control”, the core network performs CSG based access control to check if the UE is allowed on the CSG cell that its trying to access. 
If the value of this IE is set to “not perform access control”, the core network shall not perform CSG based access control. 




**** next Change ****

9.3.3
PDU Definitions

-- **************************************************************

--

-- PDU definitions for RANAP.

--

-- **************************************************************

RANAP-PDU-Contents { 

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

umts-Access (20) modules (3) ranap (0) version1 (1) ranap-PDU-Contents (1) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

-- **************************************************************

--

-- IE parameter types from other modules.

--

-- **************************************************************

IMPORTS


AccuracyFulfilmentIndicator,

AccessControlIndicator,

APN,


BroadcastAssistanceDataDecipheringKeys,


LocationRelatedDataRequestType,


LocationRelatedDataRequestTypeSpecificToGERANIuMode,


DataVolumeReference,


CellLoadInformation,


AreaIdentity,


CN-DomainIndicator,


Cause,


ClientType,


CriticalityDiagnostics,


ChosenEncryptionAlgorithm,


ChosenIntegrityProtectionAlgorithm,


ClassmarkInformation2,


ClassmarkInformation3,

CSG-Id,

DL-GTP-PDU-SequenceNumber,


DL-N-PDU-SequenceNumber,


DataVolumeReportingIndication,


DeltaRAListofIdleModeUEs,


DRX-CycleLengthCoefficient,


EncryptionInformation,


ExtendedRNC-ID,


FrequenceLayerConvergenceFlag,


GERAN-BSC-Container,


GERAN-Classmark,

Global-ENB-ID,

GlobalCN-ID,


GlobalRNC-ID,


GTP-TEI,

<text skipped>

RANAP-PRIVATE-IES,


RANAP-PROTOCOL-EXTENSION,


RANAP-PROTOCOL-IES,


RANAP-PROTOCOL-IES-PAIR

FROM RANAP-Containers


maxNrOfDTs,


maxNrOfErrors,


maxNrOfIuSigConIds,


maxNrOfRABs,


maxNrOfVol,


maxnoofMulticastServicesPerUE,


id-AccuracyFulfilmentIndicator,

id-AccessControlIndicator,

id-APN,


id-AreaIdentity, 


id-Alt-RAB-Parameters,


id-Ass-RAB-Parameters,

id-BroadcastAssistanceDataDecipheringKeys,


id-LocationRelatedDataRequestType,


id-CN-DomainIndicator,


id-Cause,


id-ChosenEncryptionAlgorithm,


id-ChosenIntegrityProtectionAlgorithm,


id-ClassmarkInformation2,


id-ClassmarkInformation3,


id-ClientType,


id-CNMBMSLinkingInformation,


id-CriticalityDiagnostics,


id-CSG-Id,

<text skipped>
-- **************************************************************

--

-- Initial UE Message

--

-- **************************************************************

InitialUE-Message ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {InitialUE-MessageIEs} },


protocolExtensions

ProtocolExtensionContainer { {InitialUE-MessageExtensions} }



OPTIONAL,


...

}

InitialUE-MessageIEs RANAP-PROTOCOL-IES ::= {


{ ID id-CN-DomainIndicator


CRITICALITY ignore
TYPE CN-DomainIndicator



PRESENCE mandatory
} |


{ ID id-LAI




CRITICALITY ignore
TYPE LAI




PRESENCE mandatory
} |


{ ID id-RAC




CRITICALITY ignore
TYPE RAC




PRESENCE conditional



-- This IE shall be present if the CN Domain Indicator IE is set to "PS domain"  --










} |


{ ID id-SAI




CRITICALITY ignore
TYPE SAI




PRESENCE mandatory
} |


{ ID id-NAS-PDU




CRITICALITY ignore
TYPE NAS-PDU




PRESENCE mandatory
} |


{ ID id-IuSigConId



CRITICALITY ignore 
TYPE IuSignallingConnectionIdentifier  

PRESENCE mandatory 
} |


{ ID id-GlobalRNC-ID



CRITICALITY ignore
TYPE GlobalRNC-ID



PRESENCE mandatory 
},


...

}

InitialUE-MessageExtensions RANAP-PROTOCOL-EXTENSION ::= {

-- Extension for Release 5 to enable GERAN support over Iu-cs --


{ ID id-GERAN-Classmark




CRITICALITY ignore
EXTENSION GERAN-Classmark


PRESENCE optional
} |
-- Extension for Release 6 to convey the selected PLMN id in shared networks --


{ ID id-SelectedPLMN-ID
 



CRITICALITY ignore
EXTENSION PLMNidentity



PRESENCE optional 
} |

-- Extension for Release 6 to enable rerouting in MOCN configuration for network sharing non-supporting UEs --


{ ID id-PermanentNAS-UE-ID



CRITICALITY ignore
EXTENSION PermanentNAS-UE-ID

PRESENCE optional
} |
-- Extension for Release 6 to enable rerouting in MOCN configuration for network sharing non-supporting UEs --


{ ID id-NAS-SequenceNumber



CRITICALITY ignore
EXTENSION NAS-SequenceNumber

PRESENCE optional
} |
-- Extension for Release 6 to indicate rerouting in MOCN configuration for network sharing non-supporting UEs --


{ ID id-RedirectAttemptFlag



CRITICALITY ignore
EXTENSION RedirectAttemptFlag

PRESENCE optional
}|
-- Extension for Release 7 to indicate extended RNC-ID --


{ ID id-ExtendedRNC-ID




CRITICALITY reject
EXTENSION ExtendedRNC-ID


PRESENCE optional
}| 

-- Extension for Release 8 to support CSG --


{ ID id-CSG-Id






CRITICALITY reject
EXTENSION CSG-Id




PRESENCE optional
}|

-- Extension for Release 8 to indicate CSG based access control --


{ ID id-AccessControlIndicator


CRITICALITY ignore
EXTENSION AccessControlIndicator

PRESENCE optional
},

...

}

<text skipped>
9.3.4
Information Element Definitions

-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

<text skipped>
CN-DomainIndicator ::= ENUMERATED { 


cs-domain, 


ps-domain 

}

CN-ID



::= INTEGER (0..4095)

CSG-Id

::= BIT STRING (SIZE (28))

AccessControlIndicator ::= ENUMERATED { 


perform-access-control, 


not-perform-access-control 

}

-- D

DataVolumeReference


::= INTEGER (0..255)

<text skipped>
9.3.6
Constant Definitions

-- **************************************************************

--

-- Constant definitions

--

-- **************************************************************

<text skipped>
-- **************************************************************

--

-- IEs

--

-- **************************************************************

id-AreaIdentity 







INTEGER ::= 0

id-CN-DomainIndicator 






INTEGER ::= 3

id-Cause 









INTEGER ::= 4

id-ChosenEncryptionAlgorithm 




INTEGER ::= 5

id-ChosenIntegrityProtectionAlgorithm 


INTEGER ::= 6

id-ClassmarkInformation2 





INTEGER ::= 7

id-ClassmarkInformation3 





INTEGER ::= 8

id-CriticalityDiagnostics 





INTEGER ::= 9

id-DL-GTP-PDU-SequenceNumber 




INTEGER ::= 10

id-EncryptionInformation 





INTEGER ::= 11

id-IntegrityProtectionInformation 



INTEGER ::= 12

id-IuTransportAssociation 





INTEGER ::= 13

id-L3-Information 







INTEGER ::= 14

id-LAI 










INTEGER ::= 15

id-NAS-PDU 









INTEGER ::= 16

id-NonSearchingIndication 





INTEGER ::= 17

id-NumberOfSteps 







INTEGER ::= 18

id-OMC-ID 









INTEGER ::= 19

id-OldBSS-ToNewBSS-Information 




INTEGER ::= 20

id-PagingAreaID 







INTEGER ::= 21

<text skipped>
id-183-not-to-be-used-for-IE-ids





INTEGER ::= 183
id-GANSS-PositioningDataSet







INTEGER ::= 184

id-RequestedGANSSAssistanceData






INTEGER ::= 185

id-BroadcastGANSSAssistanceDataDecipheringKeys


INTEGER ::= 186

id-d-RNTI-for-NoIuCSUP








INTEGER ::= 187

id-RAB-SetupList-EnhancedRelocCompleteReq



INTEGER ::= 188
id-RAB-SetupItem-EnhancedRelocCompleteReq



INTEGER ::= 189
id-RAB-SetupList-EnhancedRelocCompleteRes



INTEGER ::= 190
id-RAB-SetupItem-EnhancedRelocCompleteRes



INTEGER ::= 191
id-RAB-SetupList-EnhRelocInfoReq





INTEGER ::= 192
id-RAB-SetupItem-EnhRelocInfoReq





INTEGER ::= 193
id-RAB-SetupList-EnhRelocInfoRes





INTEGER ::= 194
id-RAB-SetupItem-EnhRelocInfoRes





INTEGER ::= 195
id-OldIuSigConId









INTEGER ::= 196

id-RAB-FailedList-EnhRelocInfoRes





INTEGER ::= 197

id-RAB-FailedItem-EnhRelocInfoRes





INTEGER ::= 198
id-Global-ENB-ID









INTEGER ::= 199

id-UE-History-Information







INTEGER ::= 200

id-MBMSSynchronisationInformation





INTEGER ::= 201

id-SubscriberProfileIDforRFP






INTEGER ::= 202
id-CSG-Id











INTEGER ::= 203
id-AccessControlIndicator







INTEGER ::= 204
END
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