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1. Overall Description:

RAN WG2 would like to thank GERAN WG2 for the LS on GAN Iu Mode Security in R2-083051/GP-080883.
GERAN WG2 asked RAN WG2 to comment on the approach described in the discussion paper on GAN Iu Mode Security Considerations GP-080882 [1] attached to the LS.
RAN WG2 agrees with the approach and the conclusions in § 2.3.2 of the document.   

RAN WG2 would like to add that this procedure should work with legacy UMTS networks and it is assumed that the same requirement (i.e. no changes needed) holds true for CN.

In the case of GAN Iu Mode to UTRAN handover, it shall be necessary for GANC to include all security information required by the target RNC, at least the IEs which are defined with MP.  

It should be noted that legacy NAS may trigger authentication and key agreement while the UE is in GAN-Iu mode, therefore changing the stored security information in the GAN-C. In case of handover from GAN-Iu Mode to UTRAN, this newly stored security information and derived security parameters (e.g. START) should be provided. 

2. Actions:

To GERAN WG2:

ACTION: 
RAN WG2 kindly asks GERAN WG2 to take the above into account.

3. Date of Next TSG-RAN WG2 Meetings:

TSG-RAN WG2 #64bis

12th – 16th Jan. 2009

Ljubljana, Slovenia.

TSG-RAN WG2 #65
           9th – 13th  Feb. 2009

Athens, Greece.
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