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1
Introduction
In Pre-Rel8, Access Control is based on allowed UE IMSI list and the HNB GW or HNB obtain allowed UE IMSI list from some management system.  The paper provides two methods for HNB owner to update its allowed UE IMSI list.
2 Discussion
The allowed UE IMSI list is managed by operators and is determined by HNB owners, which may be realized by oral or written permission between the operator and the HNB owner when the HNB is put into service. There is another application that HNB owners may set some UE as temporary users unexpectedly, so it is necessary to provide a convenient method to update allowed UE IMSI list at home. Since the IMSI of UE may be unknown to the terminal user for the security reason, we prefer to complete the update procedure by the MSISDN of UE (which can be easily obtained). 
HNB is personal equipment working at home with Ethernet interface, so it is easy to connect to a PC or other terminals. In another hand, HNB is network equipment as a part of the PLMN. Based on the two facts above, the paper provides two alternatives, as illustrated in figure1 and figure2. In both alternatives, a personal terminal connected with HNB is needed such as mobile phone or PC.
· Alt1: HMS inquires corresponding IMSI of the allowed UEs as illustrated in figure1 : 
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Figure1 Alternative 1
            Step1: The HNB owner inputs the MS-ISDNs of the allowed UEs to the HNB through a terminal connected to the HNB.The referred terminal may be a mobile station or a PC with MMI (Man Machine Interface).
                       The UE identity known to subscriber is MS-ISDN.

Step2: HNB sends the Allowed UE Update Request including the MS-ISDNs to HMS.
Step3: HMS sends a message including MS-ISDNs of specific UEs to HLR.
            The precondition of this step is the connection of HMS and HLR. 
            Step4: HLR inquiry the IMSIs corresponding to the MS-ISDNs and send them to the HMS in response message.
            Step5: After receiving the response, HMS updates the allowed UE IMSI List in the database. The referred database may be the database in HMS itself or other elements, which is decided by the network architecture.
            Step6:  HMS shall send a confirm message to the HNB.
          Step7: HNB informs HNB owner the completion of the update through the MMI of the personal terminal.
· Alt2: HNB GW Management  System inquires corresponding IMSI of the allowed UEs as illustrated in figure2:
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Figure2 Alternative 2
            Step1: The HNB owner inputs the MS-ISDNs of the allowed UEs to the HNB through a terminal connected to the HNB.The referred terminal may be a mobile station or a PC.

Step2: HNB sends an Iu-h message, e.g.  The Allowed UE Update Request, including the MS-ISDNs to HNB GW.
Step3: The HNB GW transfers the MS-ISDNs to HNB GW Management System.

             Step4: HNB GW Management System sends a message including MS-ISDNs of specific UEs to HLR.
                        The precondition of this step is the connection of HMS and HLR.
Setp5: HLR inquiry the IMSIs corresponding to the MS-ISDNs and send them to the HNB GW Management System in response message.
Step6: After receiving the response, HNB GW Management System updates the allowed UE IMSI List in the database. The referred database may be the database in HNB GW Management System itself or other elements, which is decided by the network architecture.

Step7:  HNB GW Management System shall send a confirm message to the HNB GW.

           Step8: HNB GW sends an Iu-h message to HNB as a response of The Allowed UE Update Request message.
          Step9: HNB informs HNB owner the completion of the update through the MMI of the personal terminal.
3 Conclusion
This contribution illustrates two alternatives to update Allowed UE IMSI List by HNB owners at home. For the reason that the access control at the HNB GW is essential, the Alternative 2 is appreciated. 
As discussed above, we propose to discuss and reflect the above conclusions in the relevant 3G specification (i.e. in TS 25.467).
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