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8.3 
Context Management procedures
8.3.1
Initial Context Setup
8.3.1.1

General
The purpose of the Initial Context Setup procedure is to establish the necessary overall initial UE Context including E-RAB context, the Security Key, Handover Restriction List, UE radio and security capabilities information etc. The procedure uses UE-associated signalling.

8.3.1.2
Successful Operation
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Figure 8.3.1.2-1: Initial Context Setup procedure. Successful operation.
In case of the establishment of an E-RAB the MME must be prepared to receive user data before the INITIAL CONTEXT SETUP RESPONSE message has been received.
The INITIAL CONTEXT SETUP REQUEST message shall contain within the E-RAB to be Setup List IE the information required by the eNB to build the new E-RAB configuration consisting of at least one additional E-RAB. 

The E-RAB to be Setup List IE shall contain:

-
the E-RAB Level QoS Parameters IE
· the E-RAB ID IE 
· the Transport Layer Address IE

· the GTP TEID IE
The E-RAB to be Setup List IE may contain:
-
the NAS PDU IE 

The INITIAL CONTEXT SETUP REQUEST message shall contain:

· the UE Aggregate Maximum Bit Rate IE
· the UE Security Capabilities IE

· the Security Key IE
The INITIAL CONTEXT SETUP REQUEST message may contain

-
the Trace Activation IE
-
the Handover Restriction List IE, which may contain roaming, area or access restrictions 

-
the UE Radio Capability IE.

-
the Subscriber Profile ID for RAT/Frequency priority IE
-
the CS Fallback Indicator IE.
-
the SRVCC Operation Possible IE
The INITIAL CONTEXT SETUP REQUEST message may contain the Subscriber Profile ID for RAT/Frequency priority IE, if available in the MME.

Upon receipt of the INITIAL CONTEXT SETUP REQUEST the eNB shall
· store the UE Aggregate Maximum Bit Rate in the UE context, and  use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE.
-
attempt to execute the requested E-RAB configuration.

-
pass the value contained in the E-RAB ID IE and the NAS PDU IE received for the E-RAB for each established Data radio bearer to the radio interface protocol.  The eNB does not send the NAS PDUs associated to the failed Data radio bearers to the UE.


store the received Handover restriction List in the UE context. 


store the received UE Radio Capabilities in the UE context.

-
store the received Subscriber Profile ID for RAT/Frequency priority in the UE context and use it as defined in [14].

-
store the received SRVCC operation possible in the UE context and use it as defined in [9].

-
store the received UE Security Capabilities in the UE context

-
store the received Security Key in the UE context and take it into use as defined in [15]

For the intial context setup an initial value for the Next Hop Chaining Count is stored in the UE context.
The allocation of resources according to the values of the Allocation and Retention Priority IE shall follow the principles described for the E-RAB Setup procedure.
The eNB should use the information in Handover Restriction List IE to determine a target cell for handover. If the Handover Restriction List IE is not contained in the INITIAL CONTEXT SETUP REQUEST message, the target eNB shall consider that no access restriction applies to the UE.

If the Trace activation IE is included in the INITIAL CONTEXT SETUP REQUEST message then eNB shall, if supported, initiate the requested trace function as described in [10]. 

If the CS Fallback Indicator IE is included in the INITIAL CONTEXT SETUP REQUEST message, it indicates that the UE Context to be set-up is subject to CS Fallback. The eNB shall then act as defined in [17].
The eNB shall report to the MME, in the INITIAL CONTEXT SETUP RESPONSE message, the successful establishment of the security procedures with the UE, and, the result for all the requested E-RABs in the following way:

A list of E-RABs which are successfully established shall be included in the E-RAB Setup List IE

A list of E-RABs which failed to be established shall be included in the E-RAB Failed to Setup List IE.
When the eNB reports unsuccessful establishment of an E-RAB, the cause value should be precise enough to enable the MME to know the reason for an unsuccessful establishment e.g.: "Radio resources not available", "Failure in the Radio Interface Procedure".

After sending the INITIAL CONTEXT SETUP RESPONSE message, the procedure is terminated in the eNB.
9.1.4.1
INITIAL CONTEXT SETUP REQUEST

This message is sent by the MME to request a setup of a UE context.
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID 
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID 
	M
	
	9.2.3.4
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	M
	
	9.2.1.20
	
	YES
	reject

	E-RAB to Be Setup List
	M
	
	
	
	YES
	reject

	> E-RAB to Be Setup Item IEs
	
	1 to <maxnoofE-RABs>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>E-RAB Level QoS Parameters
	M
	
	9.2.1.15
	 Includes necessary QoS parameters
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>> GTP TEID
	M
	
	9.2.2.2
	
	-
	

	>> NAS-PDU
	O
	
	9.2.3.5
	
	YES
	ignore

	UE Security Capabilities
	M
	
	9.2.1.40
	
	YES
	reject

	Security Key
	M
	
	9.2.1.41
	The KeNB is provided after the key-generation in the MME, see [15]
	YES
	reject

	Trace Activation
	O
	
	9.2.1.4
	
	YES
	ignore

	Handover Restriction List
	O
	
	9.2.1.22


	
	YES
	ignore

	UE Radio Capability
	O
	
	9.2.1.27
	
	YES
	ignore

	Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.1.39
	
	YES
	ignore

	CS Fallback Indicator
	O
	
	9.2.3.21
	
	YES
	reject

	SRVCC operation possible
	O
	
	9.2.1.58
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RAB allowed towards one UE, the maximum value is 256. 
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