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1
Introduction
At last RAN3#62, it was agreed to use an S1 RNL solution for the IP address retrieval for ANRF. The implementation based on S1HO procedure was first “in-principle agreed” in meeting time but then during the following email discussion technical problems were found and it was therefore decided to not agree on it on a rush and to postpone the stage 3 of the S1 RNL solution to RAN3#63. This was reflected in the report that RAN3 produced at RAN Plenary:
· SON

· only topic was the provision of X2 TNL IP@ for ANR

· agreement to use S1 RNL signalling means, stage 3 needs to be finalised in February

This paper first briefly describes the solution proposed by SA5, then compares the pros and cons of the two S1 RNL solutions on the table for this February RAN3#63.

2
SA5 solution wrt RAN3 solution
In the meantime, SA5 met on the week 12-16 January and agreed on a possible O&M setting of the IP addresses as attributes of the eNB function. The eNB function is part of the NRM (Network Reference Model) applicable on the Northbound-interface. The solution is depicted below:
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As it can be seen, this solution relies on three principles :

· optionality : the IP addresses are optionally provided over N-interface to the EMS so there is no guarantee that they are sent with the other attributes,

· vendor implementation: the solution relies on the vendor of the proprietary S-interface between the EMS and the eNB to implement the delivery of the IP addresses, if received, 
· NMS availability: the solution relies on an available NMS. Many 3G networks operate without NMS today and when one NMS is used the availability of such equipment cannot be guaranteed like a RAN or an EPC node.
Therefore the SA5 solution is to be seen as a complementary solution of the agreed RAN3 S1 RNL solution. During the SA5 discussions and decision, it was actually clearly emphasized that the benefit of that solution was for early testing of the ANRF for example when the S1 interface is not yet operational. It doesn’t challenge RAN3 S1 RNL solution.
2
Pros and Cons of the two RAN3 S1 RNL solutions
2.1
Cons of the S1HO Solution
The S1HO solution suffers from several technical flaws:

· The solution doesn’t work if X2 is desired only for ICIC and therefore no HO is possible towards that target cell (or similarly if S1HO is disallowed by configuration),
· The solution breaks former RAN3 agreement that one should preferably use separate procedures for separate functions when possible rather than embed two functions which have nothing to do (handover and self-configuration) into a single procedure by testing additional IEs,
· The solution is not clean because it mixes non-UE associated procedures and UE-associated procedures which makes a bad design, in particular a self-configuration process with a real-time UE-associated handover execution,
· The solution doesn’t work when the UE is stationary: one needs to wait until a handover becomes necessary or alternatively one needs to introduce a specific Intention IE that changes the meaning of the handover procedure into a “fake handover”.

· The solution adds load to the MME: even when the Intention IE is used, it is hidden from the MME. Therefore the MME needs to reserve unnecessary resources, start and stop timers for “fake handovers” as well,
· The solution increases the processing complexity of the handover in the eNB: the eNB needs to test the presence of the HO Intention IE for every HO executions for a rare case, with the associated testing effort and cost increased for the handover procedure,
· The solution increases the processing complexity of the IP@ retrieval function in the eNB: when the “fake” handover is used for IP @ retrieval, the message still needs to include all mandatory handover IEs of the handover message, with which value settings?  

· The solution complexifies the behaviour of the eNB when the UE is moving: should the sending of IP@ be combined with true handovers as well,  or should two separate handover procedures be triggered, one “fake” and one “true” ? If only one procedure execution is desired one needs to add two IEs: one to indicate (fake, true) handover, the second to indicate (need ip@, no need ip@).
· The solution is not future-proof: it forces to touch again the HO procedure for every new inter-eNB SON data exchange over S1 that could be introduced in the future. 
2.2
Cons of the Direct Transfer solution
The con of the Direct Transfer solution is that one needs to relay the information between two MMEs if one wants to make it work at the border of two pool areas as well. However this can easily be solved by CT4 (see attached liaison and CR).
In summary the Direct Transfer solution has no technical flaw but simply needs to be completed to have its scope extended.
3
Conclusion
This paper compares the two stage 3 possible implementations for the S1 RNL solution and concludes in favour of using a separate Direct Transfer message which is natural for this IP@ self-configuration process rather than twisting the UE-associated handover procedure into a “fake handover“ procedure. The Direct Transfer solution is also more future-proof.
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