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1.
Introduction

IRAT handover is described in chapter 9.2.1 "From E-UTRAN to UTRAN" and 9.2.2
"From UTRAN to E-UTRAN" in [1]. SA3 agreed two "PSEUDO CHANGE REQUEST" to these chapters in the SA3 meeting #52bis [2], [3]. These PCRs is the baseline for the following discussion.

2.
Discussion

2.1
E-UTRAN to UTRAN
In [2] the following is specified: "MME will also provide the 4 LSB of the current NAS downlink COUNT value to the source eNB", a new IE (only applicable to IRAT case) should be included in S1 HANDOVER COMMAND. It is not obvious that 4 bits is the most optimal choice, but as this IE will also be sent to the UE - RAN2 is the best group to decide the length. 
Proposal: include NAS downlink COUNT IE (length FFS) in the S1 HANDOVER COMMAND message

2.2
UTRAN to E-UTRAN
In [3] a list of IEs to be sent to target eNB in S1 HANDOVER REQUEST message is specified. It is Ericsson's view that not all of them are needed. 
Complete list as defined in [3]:
1. KeNB key

· same IE as used in intra LTE HO case
2. KSISGSN
(used in the same way as KSIasme )


· Should be included it in S1 HANDOVER REQUEST message.This IE is also used for Intra LTE HO (transparent from S eNB -> T eNB) but is not proposed to be included in the Source eNB to Target eNB Transparent Container. Hence the coding and presence of the KSI (asme or sgsn)  can be the same for intra LTE and IRAT HO cases.
3. NONCEMME (32 bits, generated in MME and required e.g. to compute the Kasme that is input to Kenb in the UE)
· This is a NAS related IE. There are discussions that this IE may need to be integrity protected on NAS level and only included as a transparent NAS container (or NAS PDU). FFS
4. Selected NAS security algorithms
· This is a NAS related IE. There are discussions that this IE may need to be integrity protected on NAS level and only included as a transparent NAS container (or NAS PDU). FFS 
5. Allowed RRC and UP algorithms
· As for intra E-UTRAN handover the allowed RRC and UP algorithms should be configured in eNB. No need to send it over S1. FFS
6. UE EPS security capabilities
· UE security capabilities have to be sent from the MME to eNB as the source RNC does not have this information. The UE security capabilities IE was included in the Source eNB to Target eNB Transparent Container (in the BIG CR to 36.413 from RAN3#61bis). The UE security capabilities IE should be moved to message level in  HANDOVER REQUEST message to allow that the handling can be the same for intra LTE and IRAT HO cases. As this IE is stored in MME it is not needed in HANDOVER REQUIRED message.
Proposal:  Remove UE security capabilities IE from the Source eNB to Target eNB Transparent Container and include it in S1 HANDOVER REQUEST message. 
Note: depending of the outcome of discussions in SA3 #53 meeting other IEs than the above proposal can also be added.

3.
Proposal

It is proposed that RAN3 discuss and agree to the basic principles and proposals for IRAT security handling as described in chapter 2 above.

It is proposed that RAN3 approve the CR in [4] and the TP in [5].
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