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1 Introduction

This paper addresses the scenarios and requirements for transport layer address discovery, and uses these to evaluate the proposals on the table and possible variants of these.

2 Requirements for TLA discovery

A neighbour eNB (and its eNB-ID) may be identified through the ANR process or otherwise. Alternatives (or adjuncts) involve use of the neighbour information provided in some common procedures, and provision of neighbour information from O&M via the NRT. 

The following scenario may follow:

· By definition, both eNBs have established S1 associations to at least one MME

· The source eNB can now initiate S1 HO (i.e. it has both TAI and eNB-ID of the target), but requires the TLA address in order to establish an SCTP association and set up an X2 (for HO and other purposes)

· The target eNB may not be in the same MME pool as the source eNB

· The target eNB may not be managed by the same EMS as the source eNB

· The target eNB may not be aware of the source eNB

Ideally, it should be possible to obtain the TLA and setup an X2 when any or all of the above apply. This leads to some possible requirements:

· The process of TLA discovery by one eNB shall be triggered by that eNB, and shall not be conditional on independent action by the “target”

· X2 TLA discovery shall be possible regardless of whether the two eNBs are connected to the same element manager, or are in the same MME pool

· X2 TLA discovery shall be possible regardless of whether the two eNBs are made by the same vendor

In addition, other requirements may include

· The solution for TLA discovery should not cause excessive duplication of network databases requiring maintenance and synchronization

· The solution should not impose a significant burden on other network elements such as the MME.

· Standards impact should be minimized

It may not be possible to satisfy simultaneously all the above requirements, but these are used in the following section to evaluate the different proposed solutions.

3 Evaluation of the proposed solutions

(a) O&M based solution

In this solution [1], the O&M system provides the required TLA database which can be used by the eNBs to look up the desired addresses.

In principle, this solution does not impact the MME and minimizes duplication of databases. However it requires the O&M system to fulfil the requirements for operation across element managers and vendors. This essentially moves the complexity to the O&M domain, and it is not clear that this will necessarily be the most efficient solution. For example, since the EMS interface is not standardized, this would require handling of TLA addresses in the NMS and the Itf-N. It is also not clear whether this would lead to database duplication between EMS and NMS.

(b) MME solution: MME “multicast”

This was proposed in [2]. In this solution, information such as the TLA is provided to the MME, and the MME sends this information to its eNBs.

This solution would work across multi-vendor eNBs. However it breaks a number of the stated requirements e.g. the eNB that discovers a new eNB cannot initiate the process, and must wait for the required information to be propagated. Inter-pool operation would require some additional mechanisms. In addition, it requires all eNBs to hold a database of any multicast addresses for some period of time. Any attempt at reducing the set of eNBs to which the information is multicast would impose further requirements on MME processing (effectively a-priori neighbour knowledge).

(c) MME solution: source eNB-triggered procedure

This was proposed in [3] and variants will also be discussed. In this solution, the eNB send a request to the MME which replies with the TLA of the intended target.

Again (as with all MME-based solutions), multi-vendor operation is feasible, and (unlike) the previous proposal, the “source” eNB triggers the procedure. Inter-pool operation is not defined, but it is possible to consider an extension requiring inter-MME messages.

The main drawback is that the MME can only send the IP addresses used for S1 links. If these are the same, then this will work (and only issue is that, since the MME did not initiate the association, the TLA information may not be necessarily be available at a higher layer). However if different TLAs are used in X2 and S1, then the MME would not have this information.

A possible variant would be where the (X2) TLA information is provided to the MME at S1 setup, and the MME keeps this, using it to reply to another eNB. This solves the above issue, but at the cost of requiring the MME to keep a database of TLAs of all eNBs to which it is connected.

(d) DNS / FQDN based solution

In this solution [4], DNS approaches are used by the eNB to request the TLA address from a DNS server. 

The solution is agnostic of RAN entities such as pools, and is obviously initiated by the “source” eNB. Multi-vendor operation should be possible even if each vendor provisions a separate DNS server provided these are interconnected and the FQDN is standardized as described in [4].

Assuming that the TLA information is available in O&M, there is some database duplication, but this can be said to be the price for ensuring multivendor operation and reusing internet protocols. The duplication in any case does not impact RAN or CN entities, and their interfaces.

There are some variants of the solution in [4], e.g., the original attribution of the TLA may or may not involve O&M directly, and also the updating of the DNS table could be done directly by the eNB. However the fundamental operation would still be the same and such details could be considered vendor specific.

(e) P2P solutions using HO-like signalling

In this solution, the eNBs exchange TLA addresses directly via the MME, but in a transparent manner. Two variants are possible

· On first handover attempt (via S1), the target eNB sends the X2 TLA during the preparation phase [5]

· A new procedure is defined which is similar to S1 HO, but is used just to exchange information in a transparent manner via the MME(s)

For both solutions, the procedure is triggered by the “source”, and also the solution is agnostic of pools / vendors. Further the MME involvement is highly minimized, similar to one handover which will only happen once for each eNB pair.

The first variant has the advantage of reusing S1 HO procedures, but requires HO to be triggered (noting that this is not necessarily the case when a new eNB is found). It could of course start up a fake handover. The second variant requires the specification of a new procedure, and includes inter-MME behaviour, however this is very similar to handover and could easily be specified. Note also that this could be optimized to have only two messages (e.g. eNB1 sends a transparent container to eNB2 via MME including its own TLA; reception of this message triggers eNB2 to initiate the X2 interface to eNB1).

4 Conclusions

Whilst none of the solutions meets the requirements exactly, it looks like the closest ones are those based on DNS/FQDN and those using P2P signalling (transparent to the MME). It is suggested that those two options should be considered further for standardization in R8.
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