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1.
Description:

Figure 1 depicts the architecture that is currently assumed in RAN3 for the deployment of 3G HNB with support for legacy UEs.
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Figure 1: UTRAN Architecture Evolution for HNB deployment 
In the above architecture, the HNB is expected to be deployed as a plug-and-play CPE device connecting to the operator’s existing CN via a HNB-GW. Before the HNB can offer its services, it is expected to register with the HNB-GW at the RNL (Radio Network Level) level via the use of HNBAP protocol over the Iuh interface. The HNB-GW provides registration service to the HNB at the RNL level and there is a need to utilize an authenticated and globally unique identity for each HNB registering with the HNB-GW.
RAN3 also assumes that the HNB will establish a secure tunnel to the SeGW of the HNB-GW prior to the HNB registration. In the process of establishing the secure tunnel, the SeGW is expected to authenticate the HNB using some identity. It is reasonable that the HNB identity authenticated by the SeGW should be provided to the HNB-GW as part HNBAP Registration procedure and can serve as unique identity of the HNB to the HNB-GW at the RNL level.

2.
Actions:
To TSG-SA WG3:
RAN WG3 would like to kindly ask SA WG3:

1) To confirm whether the HNB identity used for the secure tunnel setup between the HNB and SeGW, can be used as a globally unique and authenticated identity at the RNL level for HNBAP Registration procedure. 
2) To provide guidance on the actual structure of this HNB identity (for example, IMSI for (U)SIM based authentication or serial number/distinguished name for certificate based authentication)  and whether a single type or mixed identity types can be used in a single deployment.

Furthermore, RAN3 would like to request SA WG3 to expedite the response (perhaps discuss via email reflector) in order to provide a timely response prior to the November RAN3 meeting. An expedited response from SA WG3 on this particular issue would enable RAN3 to complete the appropriate HNBAP specification in release 8 timeframe.

3.
Dates of Next TSG RAN WG3 Meetings:

3GPP RAN3#62

Nov. 10th – Nov. 14th, 2008
Prague

Czech Republic
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