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1
Introduction
2 In RAN3#61 meeting, basic RUA procedures were agreed. But some procedures and the implementation methods of some procedures are still FFS. This contribution discusses these open issues and gives a proposal for these procedures.
2.1 Discussion
2.2 HNB-GW Originate Connect and Disconnect Procedure.

As the agreed RUA procedures in [1], HNB-GW originates connect and disconnect procedure are still FFS because it is impossible to support inbound handover from Marco cell to HNB cell. For pre-release 8 UE, there is no efficient way to support inbound handover as so far, GW originate connect and disconnect are not needed. But it is still possible to support HO between HNBs belonging to the same owner. And for the near future in Release 9, inbound handover may be a basic requirement for the release 9 UE. So it prefers to agree that the GW can originate connect and disconnect, and remove the “FFS” in the TR. 

2.3 Proposal 1: Connect and Disconnect can be originated by both HNB and HNB-GW.

2.4 Independent Connection Refuse Message and Congestion Indication Message

In the last RAN3 meeting, the exact messages and details for indication of these error conditions (e.g. use of connection refuse with cause code or error indication message with cause code) are left as FFS. In current TS e.g. TS 25.413, error indication procedure is used to report detected errors in one incoming message, provided they cannot be reported by an appropriate failure message. As to the connection refuse, it is more suitable to define an independent message to response e.g. use an explicit connection refuse message with cause code. To minimize the number of RUA message definition, a disconnect message with cause value can be another alternative. 

The congestion indication message is under the same situation.

Proposal 2: An independent connection refuse message with cause value should be defined to report the connection establishment failure. A disconnect message with cause value can be an alternative to indicate the failure.

2.5 Proposal 3: An independent congestion indication message should be defined.

2.6 RUA Connection Management
In current agreed 3G HNB system, the UE signalling connection between HNB and CN is comprised of an Iuh RUA connection and an Iu SCCP connection. For a specific UE, two independent signalling connections lead to CS domain and PS domain respectively on Iu interface. 
If only one signalling connection is established on Iuh for a UE, extra CN domain indicator is needed in the RUA message, and HNB-GW should distinguish the Iu connection in PS domain or CS domain, then HNB-GW can forward the RANAP message to the right Iu connection.
If two signalling connections are also established on Iuh for a UE, it is very easy for HNB-GW to map the Iuh connection and the Iu connection in one domain together. After the relationship is established, HNB-GW will forward the RANAP messages to related connection without extra information.
Proposal 4: Two independent signalling connections lead to CS domain and PS domain respectively on Iuh interface. HNB GW maps Iuh connection and Iu connection in each domain. The CN domain indicator is not needed in the RUA message. 




Figure 1 Connection ID Assignment (HNB Originate)
1. HNB sends a Connect message to HNB-GW, including the Connection ID IE, the connection ID is assigned by HNB, and the unique Iuh connection identifier in the HNB.

2~3.HNB GW establish the SCCP connection corresponding to the Iuh connection. Because there is only one SCTP association between a HNB and a HNB-GW, HNB-GW can identify the Iuh connection by SCTP association identifier and Iuh Connection ID. 

4. HNB-GW should map the Iuh connection and the SCCP connection. So HNB-GW can easily forward the messages received from Iuh connection/SCCP connection to corresponding SCCP connection/Iuh connection.

4. Various signalling messages are exchanged between CN, HNB to e.g. establish, modify, release RABs etc.

6~8. If HNB originates disconnect message including the Connection ID to release the Iuh connection, then HNB-GW releases corresponding SCCP connection. The Connection ID is also released.
If HNB originates the Iuh connection, HNB should assigns the Iuh Connection ID, and the HNB GW can identify the Iuh connection by SCTP association ID and the Iuh Connection ID. The Iuh connection ID will be released when Disconnect procedure is performed.

As the former discussion, HNB GW can also originate the Iuh connection, and HNB-GW should assign the Iuh Connection ID. The highest bit in the Connection ID should indicate which node originates the connection, e.g. 0: HNB originates, 1: HNB-GW originates as the same rule in SCCP Connection Identifier Assignment. And there are only a few UEs camping on a HNB, so it prefers that 1 byte for the Connection ID is enough. 


Suppose that 50,000 HNBs are connecting to a HNB-GW.

	Table 1 Comparison of Two Iuh Connection ID Assignment


	Pre-configure Context ID in UE Registration
	Dynamic Assignment in Connection Establishment


	The Capacity of Connection ID
	Semi-static, HNB-GW should record all UE Context IDs. If many HNBs are in open mode, it is difficult to estimate the number of UEs camping on the HNB for HNB should accept all UE’s access. So it is very hard to estimate the peak number of UEs which register to a HNB-GW. This will increase the difficulty of HNB-GW implementation.  (
	Dynamic. HNB-GW only keeps the Connection IDs during the lifetime of Iuh connection. It is very easier to use current traffic module to estimate the number of Iuh connection. 1byte is enough. ( 


	Connection ID Management
	In HNB-GW. When HNB-GW receives a UE Registration message or a Connect message, HNB-GW will lookup the Context pool to check the idle resource or check if the context id is valid or not. The number of Context ID in HNB-GW is 50,000 times over the number in HNB.  For 50,000 HNBs are connecting to a HNB-GW, so the Connection ID lookup times in HNB-GW is 50,000*50,000=2,500,000,000 over in HNB. (
	Only in HNB in case that only HNB originate Iuh connect. Because only a few of UEs camp on the HNB, the management load is very low. (


	Connection ID Assignment Frequency
	The context id is assigned when a UE accesses the HNB, It is valid until HNB detect the UE has moved out the HNB. (
	The connection id is assigned when the Iuh connection is established. The connection ID assignment times is several times over Context ID. (


	The Connection ID Assignment if UE moves between HNBs
	If a UE has got a Context ID in a HNB, the UE may enter another HNB during the lifetime of former Context ID. If a new context ID is assigned to the UE, there are two Context IDs for the same UE, it is a waste of Context ID Resource. If the UE passes many HNBs during the Context ID lifetime, the situation will be much worse. If former Context ID is used, it is very confused if the former HNB originate UE De-Registration to release the Context ID. (
	The connection id is only valid during the Iuh connection lifetime. (


	TMSI Tracking 
	Decoding every downlink NAS message to track TMSI. This may increase the complex of HNB implementation. (
	No need to track TMSI. (


	Abnormal Process
	Flash disconnect may happen between HNB and HNB-GW, and the Context ID is used in both sides. The Context ID may not be consistency in some abnormal cases. So a new high reliable mechanism should be designed to guarantee the Context ID status consistency in both sides. This is a risk for HNB deployment. (
	No mechanism needed. HNB can manage Iuh connection status depending on RRC connection status, and HNB-GW can manage Iuh connection status depending on SCCP connection status. (


	Connection ID Release
	The LAU timer in HNB expiration will trigger the UE De-Registration procedure to notice HNB-GW release the Context ID. In abnormal case, the Context ID in HNB-GW may be suspended. If two timers are used in both sides, the implementation will be complex. (
	No timer needed. HNB can manage Iuh connection status depending on RRC connection status, and HNB-GW can manage Iuh connection status depending on SCCP connection status. (



From the comparison, it prefers to use dynamic connection id assignment.
2.7 Proposal 5: The Iuh connection IDs should be assigned by the originator, and the highest bits of the Connection ID will indicate the originator.
2.8 Inactivity Test
As the description in Q.714 [2], the purpose of the inactivity control is to recover from:

1) Loss of a CC message during connections establishment;
2) The un-signalled termination of a connection section during data transfer; 
3) A discrepancy in the connection data held at each end of a connection.
According to RUA procedure, SCTP layer has guaranteed the messages transport reliability and flow control, so scenario 1) and scenario 3) are not applicable.
As to scenario 2), it is also applicable. Because the SCTP module and the RUA module are not coupling, the heart-beat in SCTP can’t guarantee the connection status consistency between HNB and HNB GW. So IT is also needed in RUA procedure.
3 Proposal 6: Inactivity Test is needed in RUA procedure.
4 Proposal
It is proposed to discuss and agree the conclusions into the TR R3.020 and the new Stage 2 HNB TS:
Proposal 1: Connect and Disconnect can be originated by both HNB and HNB GW.
Proposal 2: An independent connection refuse message with cause value should be defined to report the connection establishment failure. A disconnect message with cause value can be another alternative to indicate the failure.
Proposal 3: An independent congestion indication message should be defined.
Proposal 4: Two independent signalling connections lead to CS domain and PS domain respectively on Iuh interface. HNB GW maps Iuh connection and Iu connection in each domain. The CN domain indicator is not needed in the RUA message. 

Proposal 5: The Iuh connection IDs should be assigned by the originator, and the highest bits of the Connection ID will indicate the originator.
Proposal 6: Inactivity Test is needed in RUA procedure.
4
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4. Mapping the two connections





8. SCCP RLC














7. SCCP RLSD

















6. Disconnect (Connection ID…)





5. Signalling Exchange
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