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4.2
Operational and Functional Aspects

4.2.1
Iu UP protocol modes of operation

The Iu UP protocol operates in mode according to the concept described in earlier subclause.

Modes of operation of the protocol are defined:

1)
Transparent mode (TrM);

2)
Support mode for predefined SDU size (SMpSDU).
3)
MBMS Support mode (MBMS-SM)
Determination of the Iu UP protocol instance mode of operation is a CN decision taken at RAB establishment based on e.g. the RAB characteristics. It is signalled in the Radio Network layer control plane at RAB assignment and relocation for each RAB. It is internally indicated to the Iu UP protocol layer at user plane establishment.

The choice of a mode is bound to the nature of the associated RAB and cannot be changed unless the RAB is changed.

4.2.2
Transparent mode (TrM)

The transparent mode is intended for those RABs that do not require any particular feature from the Iu UP protocol other than transfer of user data.

The following figure illustrates the transparent mode of operation of the Iu UP protocol layer.
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Figure 2: Iu UP protocol layer in transparent occurrence over Iu interface

In this mode, the Iu UP protocol instance does not perform any Iu UP protocol information exchange with its peer over the Iu interface: no Iu frame is sent. The Iu UP protocol layer is crossed through by PDUs being exchanged between upper layers and transport network layer.

For instance, the transfer of GTP-U PDUs could utilise the transparent mode of the Iu UP protocol.

This release of the specification defines transparent mode version 1, the same as in the release 99 specification.

4.2.3
Support mode

The support modes are intended for those RABs that do require particular features from the Iu UP protocol in addition to transfer of user data. When operating in a support mode, the peer Iu UP protocol instances exchange Iu UP frames whereas in transparent mode, no Iu UP frames are generated.

The following figure illustrates the functional model of the Iu UP protocol layer in support mode of operation.
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Figure 3: Iu UP protocol layer in support mode occurrence over Iu interface

Some RABs requesting Iu UP protocol support, constrain the Iu UP protocol and possibly the radio interface protocols in specific ways. For instance, certain RABs can have variable predefined rates.

The Iu UP support mode is prepared to support variations.

The only support modes defined here is the:

-
Support mode for predefined SDU size (SMpSDU).
-
MBMS Support mode (MBMS-SM)
For instance, the transfer of AMR speech PDUs would utilise the support mode for predefined SDU size of the Iu UP protocol because it requires some Procedure Control functions and some NAS Data Streams specific functions while the sizes of the user data being transferred can vary in a predefined manner.
The support of inter-RNC synchronisation for MBMS utilises the MBMS support mode, conveying synchronisation information from the CN to the affected RNCs.
This release of the specification defines the Support mode for predefined SDU sizes version 2. The Support mode for predefined SDU sizes version 1 (see release 99 of this specification) shall also be supported by a 3GPP implementation compliant to this release of the specification in order to be backward compatible with release 99.
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6A
MBMS Support mode, version 1

6A.1
General

6A.1.1
Operation of the Iu UP in MBMS Support mode

The Iu UP protocol layer in MBMS Support mode is present for data streams that originate in the CN and carry additional information within a specific userplane-frame.

The two strata communicate through a Service Access Point for Non Access Stratum (NAS) Data Streams transfer.

6A.1.2
Interfaces of the Iu UP protocol layer in MBMS Support mode

As part of the Access Stratum responsibility, the Iu UP protocol layer in MBMS support mode provides the services and functions that are necessary to handle non access stratum data streams for MBMS. The Iu UP protocol layer in support mode is providing these services to the UP upper layers through a Dedicated Service Access Point used for Information Transfer.

The Iu UP protocol layer in MBMS support mode is using services of the Transport layers in order to transfer the Iu UP PDUs over the Iu interface.

6A.2
Iu UP Protocol layer Services in MBMS Support mode

MBMS Support mode

The following functions are needed to support this mode:

-
Transfer of user data along with synchronisation information;

-
Transfer of synchronisation information without user data.

6A.3
Services Expected from the UP Data Transport layer

The Iu UP protocol layer in Support Mode expects the following services from the Transport Network Layer:

-
Transfer of user data.

-
no flow control
6A.4
Elementary procedures

6A.4.1
Transfer of User Data for MBMS procedure

6A.4.1.1
Successful operation

The purpose of the Transfer of User Data procedure for MBMS is to transfer Iu UP frames from the Iu UP protocol layers at CN to the Iu UP protocol layer at the RNC. One Iu UP instance is associated to a single MBMS RAB only.

The Transfer of User Data procedure is invoked whenever user data for that particular RAB needs to be sent across the Iu interface.

The NAS Data Streams specific functions makes the padding of the payload (if needed) so that the Iu UP frame payload will be an integer number of octets. Then the NAS Data Streams specific functions perform, if needed, CRC calculation of the Iu frame payload and passes the Iu UP frame payload down to the Frame Handler function.

The Frame Handler function within the CN retrieves the packet counter and octet counter value from its internal memory, formats the frame header and frame payload into the appropriate PDU Type and sends the Iu UP frame PDU to the lower layers for transfer across the Iu interface. If the user data is provided with compressed IP header, the Iu UP frame contains in addition PDCP information and the uncompressed IP header.
The Frame Handler function within the CN is also responsible for appropriate setting of the Time Stamp value in order to allow all RNCs to submit the MBMS user data in a synchronised manner.
Upon reception of a user data frame, the Iu UP protocol layer within the RNC checks the consistency of the Iu UP frame as follows:

-
The Frame Handler function checks the consistency of the frame header and the consistency of the packet counter value.
-
Then the RNC utilises the time stamp information to schedule the user data on the radio interface on the next TTI.
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Figure 6A-1. Successful Transfers of User Data.

6A.4.1.2
Unsuccessful operation

If the Iu UP frame carrying the user data is incorrectly formatted or cannot be correctly treated by the receiving Iu UP protocol layer, or if a frame loss is detected due a gap in the sequence of the received frame numbers, the RNC shall cease to provide user data to the radio interface protocol entities and wait until the next synchronisation period.
6A.4.2
Transfer of Synchronisation Information for MBMS procedure (without user data)

6A.4.1.1
Successful operation

The purpose of the Transfer of  Synchronisation Information for MBMS procedure is to transfer synchronisation information from the CN to the RNC at the end of each synchronization sequence [see 17] to improve the RNC resynchronization in case of packet loss.
The Frame Handler function within the CN retrieves the synchronisation time stamp from its internal clock and the total packet counter and total octet counter from its internal memory, formats the frame header and frame payload into the appropriate PDU Type and sends the Iu UP frame PDU to the lower layers for transfer across the Iu interface.

Upon reception of a user data frame, the Iu UP protocol layer checks the consistency of the Iu UP frame as follows:

-
The Frame Handler function checks the consistency of the frame header and the consistency of the synchronisation time stamp, total packet counter and total octet counter.
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Figure 6A-2. Successful Transfers of Synchronisation Information.

6A.4.1.2
Unsuccessful operation

If the Iu UP frame carrying the user data is incorrectly formatted or cannot be correctly treated by the receiving Iu UP protocol layer, the Iu UP protocol layer shall either discard the frame or pass it to the upper layers with a frame classification indicating a corrupted frame.
6A.5
Elements for Iu UP communication in Support mode for MBMS

6A.5.1
General

In the present document the structure of frames will be specified as described in chapter 6.6.1.

6A.5.2
Frame Format for Iu UP in MBMS support mode

6A.5.2.1
Transfer of Synchronisation Information for without payload (PDU Type 0)
This Frame Format is defined to transfer synchronisation information over the Iu UP in MBMS support mode for MBMS without user data payload.

The following shows the Iu frame structure for PDU TYPE 0 data frame of the Iu UP protocol at the SAP towards the transport layers (TNL-SAP).
	Bits


	Number of Octets

	7
	6
	5
	4
	3
	2
	1
	0
	

	PDU Type (=0)
	spare
	1
	Frame Control Part

	Synchronisation Time Stamp
	2
	

	Total Packet Counter
	3
	

	Total Octet Counter
	5
	

	Header CRC
	Padding
	2
	Frame Check Sum Part



Figure 6A-3. Iu UP PDU Type 0 Format for MBMS-SM.
The Iu UP PDU TYPE 0 data frame is made of two parts:

1)
Iu UP Frame Control part (fixed size);

2)
Iu UP Frame Check Sum part (fixed size);

6A.5.2.2
Transfer of User Data for MBMS with uncompressed header (PDU Type 1)
This Frame Format is defined to transfer user data over the Iu UP in MBMS support mode for user data with uncompressed header.

The following shows the Iu frame structure for PDU TYPE 1 data frame of the Iu UP protocol at the SAP towards the transport layers (TNL-SAP).
	Bits


	Number of Octets

	7
	6
	5
	4
	3
	2
	1
	0
	

	PDU Type (=0)
	spare
	1
	Frame Control Part

	Time Stamp
	2
	

	Packet Number
	2
	

	Elapsed Octet Counter
	4
	

	Header CRC
	Payload CRC
	2
	Frame Check Sum Part

	Payload CRC
	
	

	Payload Fields
	0–n
	Frame Payload part

	Payload Fields
	Padding
	
	

	Spare extension
	0-4
	



Figure 6A-4: Iu UP PDU Type 1 Format

The Iu UP PDU TYPE 0 data frame is made of three parts:

1)
Iu UP Frame Control part (fixed size);

2)
Iu UP Frame Check Sum part (fixed size);

3)
Iu UP Frame Payload part (SDU sizes rounded up to octets [Note: this does not consider the usage of spare extension field]).

6A.5.2.3
Transfer of User Data for MBMS with uncompressed header (PDU Type 2)

This Frame Format is defined to transfer user data over the Iu UP in MBMS support mode for user data with uncompressed header.

The following shows the Iu frame structure for PDU TYPE 1 data frame of the Iu UP protocol at the SAP towards the transport layers (TNL-SAP).

	Bits


	Number of Octets

	7
	6
	5
	4
	3
	2
	1
	0
	

	PDU Type (=2)
	spare
	IPv6 indic
	1
	Frame Control Part

	Time Stamp
	2
	

	Packet Number
	2
	

	Elapsed Octet Counter
	4
	

	PDCP Information
	1
	

	Uncompressed Payload IP header
	20(40)
	

	Header CRC
	Payload CRC
	2
	Frame Check Sum Part

	Payload CRC
	
	

	Payload Fields
	0–n
	Frame Payload part

	Payload Fields
	Padding
	
	

	Spare extension
	0-4
	



Figure 6A-4: Iu UP PDU Type 2 Format

The Iu UP PDU TYPE 0 data frame is made of three parts:

1)
Iu UP Frame Control part (fixed size);

2)
Iu UP Frame Check Sum part (fixed size);

3)
Iu UP Frame Payload part (SDU sizes rounded up to octets [Note: this does not consider the usage of spare extension field]).

6A.5.3
Coding of information elements in frames

6A.5.3.1
PDU Type

Description: The PDU type indicates the structure of the Iu UP frame. The field takes the value of the PDU Type it identifies: i.e. "0" for PDU Type 0. The PDU type is in bit 4 to bit 7 in the first octet of the frame. PDU type is used in all frames in support mode for predefined SDU sizes.

Value range: {0=synchronisation frame without payload, 1=user data with synchronisation frame for uncompressed headers, 2=user data with synchronisation frame for compressed headers, 2-15=reserved for future PDU type} extensions}

Field length: 4 bits

6A.5.3.2
Timestamp

Description: Absolute time value for the starting time of certain transmission period in the air interface within the synchronisation period. 
Value range: {0...10000-1} Unit: multiples of 10ms.
Note:
The value range allows for a synchronisation period of 100s.
Field length: 2 octets

6A.5.3.3
Packet Number

Description: This parameter indicates the number of Iu UP PDUs within the synchronization sequence. It helps the RNC to notice the loss of Iu UP PDU. Additionally it is used to reorder the PDUs in the RNC. The Packet number is reset at the end of every synchronisation period.
Value range: {0..216-1}.
Field length: 2 octets.

6A.5.3.4
Elapsed Octet Counter

Description: This parameter indicate the number of elapsed cumulative octets cumulatively within one synchronisation period. It helps the RNC to know how many packets were not received in case of packet loss. This counter is reset after each synchronisation period.
Value range: {0..232-1}.

Field length: 4 octets.

6A.5.3.5
Synchronisation Time Stamp
Description: This parameter indicate an absolute time stamp for synchronisation purposes. It helps the RNC to re-synchronise to the absolute time and is provided in 1s granularity within an one hour time periodicity.
Value range: {0..3600-1} Unit: multiples of 1s.

Field length: 2 octets.

6A.5.3.6
Total Packet Counter
Description: This parameter indicates cumulatively the number of the packets for the service within a one hour time time period.
Value range: {0..224-1}.

Field length: 3 octets.

6A.5.3.7
Total Octet Counter

Description: This parameter indicates cumulatively the number of the octets for the service within a one hour time period.
Value range: {0..240-1}.

Field length: 5 octets.

6A.5.3.8
PDCP Information

Description: This parameter contains PDCP Information as specified in [16].
Value range: as specified in [16].

Field length: 1 octet.

6A.5.3.9
IPv6 Indicator
Description: This parameter indicates whether the Uncompressed Payload IP header is of IPv6 type.
Value range: {0=IPv4, 1=IPv6}.

Field length: 1 bit.

6A.5.3.10
Uncompressed Payload IP header

Description: This parameter provides the uncompressed IP header of the payload.
Value range: {any value}
Field length: 20 bytes if IPv6 Indicator=0, 40 bytes if IPv6 Indicator=1.

6A.5.3.11
Header CRC

Description: This field contains the CRC of all fields in Frame Control Part. The CRC is a 6-bit checksum based on the generator polynom G(D) = D6+D5+D3+D2+D1+1, see subclause 6.7.7. With this CRC all error bursts shorter than 7 bits are detected, as well as all odd number of bits faulty (and two-bit faults) when the protected area is shorter than 24 bits, (max 3 octets).

Field length: 6 bits.
6A.5.3.12
Payload CRC

Description: This field contains the CRC of all the fields (including Padding and possible Spare extension) of the Frame Payload Part. The CRC is a 10 bit checksum based on the generator polynom G(D) = D10+ D9+D5+D4+D1+1, see subclause 6.7.7. With this CRC all error bursts shorter than 11 bits are detected, as well as all odd number of bits faulty (and two-bit faults) when the protected area is shorter than 500 bits (max 62 octets).

Field length: 10 bits.
6A.5.3.13
Padding

Description: This field is an additional field used to make the frame payload part an integer number of octets when needed. Padding is set to "0" by the sender and is not interpreted by the receiver.

Value range: {0–127}.

Field length: 0–7 bits.
6A.5.3.14
Spare

Description: The spare field is set to "0" by the sender and should not be interpreted by the receiver.

Value range: (0–2n-1).

Field Length: n bits.

6A.5.3.15
Spare extension

Description: The spare extension field shall not be sent. The receiver should be capable of receiving a spare extension. The spare extension should not be interpreted by the receiver. This since in later versions of the present document additional new fields might be added in place of the spare extension. The spare extension can be an integer number of octets carrying new fields or additional information; the maximum length of the spare extension field (m) depends on the PDU type.

Value range: 0–2m*8-1.

Field Length: 0–m octets. For PDU Types in the set {0,1}, m=4. For PDU Types in the set {14}, m=32.

6A.5.3.16
Payload fields

Description: This field contains the payload of the MBMS user data.

Value range: {any value}.

Field length: Sum of the lengths of the included Subflow SDUs.

6A.5.4
Timers

n/a
6A.6
Handling of unknown, unforeseen and erroneous protocol data

6A.6.1
General

n/a
6A.6.2
CRC Calculation

The parity bits are generated by one of the following cyclic generator polynomials:

gCRC6(D) = D6 + D5 + D3 + D2 + D1 + 1;

gCRC10(D) = D10 + D9 + D5 + D4 + D1 + 1.

Denote the bits to be protected of a frame by [image: image5.wmf]i

A

a

a

a

a

,

,

,

,

3

2

1

K

([image: image6.wmf]1

a

being the bit with the highest bit position in the first octet), and the parity bits by [image: image7.wmf]i

L

p

p

p

p

,

,

,

,

3

2

1

K

. Ai is the length of the protected data and Li is 6 or 10 depending on the CRC length.

The encoding is performed in a systematic form, which means that in GF(2), the polynomial
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yields a remainder equal to 0 when divided by gCRC6(D) and the polynomial
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yields a remainder equal to 0 when divided by gCRC10(D). If [image: image10.wmf]0
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6A.6.3
Relation between input and output of the Cyclic Redundancy Check

The protected bits are left unchanged in the frame. The parity bits for the Header CRC are put in the Header CRC field with[image: image12.wmf]1
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 being the highest bit position of the first octet of the Header CRC field. The parity bits for the Payload CRC are put in the Payload CRC field with[image: image13.wmf]1
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 being the highest bit position of the first octet of the Payload CRC field.
7
Communication Primitives for the Iu UP protocol layer

7.1
Modelling Principle

The principle illustrated by figure 30 is used for modelling the primitives towards the protocol layer.
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Figure 30: Modelling principle

7.2
Primitives towards the upper layers at the RNL SAP

7.2.1
General

The Iu UP protocol layer interacts with upper layers as illustrated in the figure above. The interactions with the upper layers are shown in terms of primitives where the primitives represent the logical exchange of information and control between the upper layer and the Iu UP protocol layer. They do not specify or constrain implementations.

The following primitives are defined:

-
Iu-UP-DATA;

-
Iu-UP-STATUS;

-
Iu-UP-UNIT-DATA.

Table 1: Iu UP protocol layer service primitives towards the upper layer at the RNL SAP

	Primitive
	Type
	Parameters
	Comments

	Iu-UP-DATA
	Request
	Iu-UP-payload
	Subflow 1 SDU, ..., Subflow n SDU

	
	
	
	MBMS payload

	
	
	Iu-UP-control
	RFCI

	
	
	
	FQC

	
	
	
	Frame Number

	
	
	
	MBMS Synchronisation Information

	
	
	
	Full IP Header for MBMS

	
	Indication
	Iu-UP-payload
	Subflow 1 SDU, ..., Subflow n SDU

	
	
	
	MBMS payload

	
	
	Iu-UP-control
	RFCI

	
	
	
	FQC

	
	
	
	Frame Number

	
	
	
	MBMS Synchronisation Information

	
	
	
	Full IP Header for MBMS

	Iu-UP-Status
	Indication
	Iu-UP-Procedure-Control
	Error Cause, Error Distance

	
	
	
	Complete protocol data for Initialisation, Rate Control, Time Alignment and Error Event

	
	
	
	MBMS Synchronisation Information at end of Sync Period

	
	
	
	

	
	Request
	Iu-UP-Procedure-Control
	Error Cause

	
	
	
	Complete protocol data for Initialisation, Rate Control, Time Alignment and Error Event

	
	
	
	MBMS Synchronisation Information at end of Sync Period

	Iu-UP-UNIT-DATA
	Request
	Iu-UP-payload
	

	
	Indication
	Iu-UP-payload
	


Primitive usage is a function of the mode of operation of the Iu UP protocol. Table 2 provides the association between Iu UP primitives towards the upper layers and the Iu UP modes of operation.

Table 2: Iu UP protocol layer service primitives related to the Iu UP mode
of operation and function within the mode of operation

	Primitive
	Type
	Mode of Operation

	Iu-UP-DATA
	Request
	SMpSDU, MBMS-SM

	
	Indication
	SMpSDU, MBMS-SM

	Iu-UP-Status
	Request
	SMpSDU, MBMS-SM

	
	Indication
	SMpSDU, MBMS-SM

	Iu-UP-UNIT-DATA
	Request
	TrM

	
	Indication
	TrM


7.2.2
Iu-UP-DATA-REQUEST

For SMpSDU, this primitive is used as a request from the upper layer Iu NAS Data Stream entity to send the RAB subflow SDU(s) on the established transport connection. This primitive includes the RFCI, the Frame Number and FQC information of the payload.

For MBMS-SM, this primitive is used as a request from the upper layer Iu NAS Data Stream entity to send MBMS user data on the established transport connection. This primitive includes the Synchronisation Information and the MBMS payload.

The Iu UP protocol layer forms the Iu UP data frame, the Iu Data Stream DU being the payload of the Iu UP frame, and transfers the frame by means of the lower layer services.

7.2.3
Iu-UP-DATA-INDICATION

This primitive is used as an indication to the upper layer entity to pass the Iu NAS Data Stream User Plane information of a received Iu UP frame.

For SMpSDU, this primitive includes the RFCI, the Frame Number and FQC information of the payload.

This primitive may also include information aiming at informing the upper layers of a faulty situation that relates to the payload included in the primitive.

7.2.4
Iu-UP-STATUS-REQUEST

This primitive is used to pass control procedure information from the upper layer.

This primitive shall contain the complete protocol data for the respective procedure.

7.2.5
Iu-UP-STATUS-INDICATION

This primitive is used to pass control procedure information to the upper layer.

This primitive shall contain the complete protocol data for the respective procedure.

7.2.6
Iu-UP-UNIT-DATA-REQUEST

This primitive is used as a request from the upper layer to send an Iu UP payload on the established transport connection.

The Iu UP protocol layer transfers the Iu Data Stream DU by means of the lower layer services without adding any protocol header overhead.

7.2.7
Iu-UP-UNIT-DATA-INDICATION

This primitive is used as an indication to the upper layer entity to pass the Iu UP payload.
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