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1
Introduction
2 This contribution proposes a full solution for 3G HNB GW discovery and parameter configuration. As 3G HNB is deployed by consumer without strict planning, it is an essential requirement that a HNB should automatically discover and register itself to its serving HNB GW by pre-configured a provisioning HNB GW address. This contribution outlines a full picture from a HNB power on to turn on its radio transmitter to provide service.
3 Discussion
1. 3G HNB provides 3G Services for the consumers in the home utilising the internet connection. When a HNB is power on, three steps should be performed before it starts to provide service:

2. HNB GW Discovery Procedure: 
A HNB should contact the provisioning HNB GW to get the address information of its serving nodes including serving HNB GW, serving SEGW and serving HMS etc. 
3. HNB Radio Parameter Configuration:
A HNB should its parameters by the serving HMS via TR069 procedure, which is out of RAN3’s scope. The HMS provides HNB specific parameters according to its serving HNB GW, and these parameters include frequency, scrambling code, LAC, RAC, Cell-ID etc.
4. HNB Registration Procedure:
A HNB should register itself to the serving HNB GW at RNL level. The serving HNB GW checks whether 3G HNB can be registered based on its current capability, load status, 3G HNB specific information and so on. And the HNB can turn on its radio transmitter after granted from the serving HNB GW.
2.1 HNB GW Discovery Procedure
There are two alternative solutions to implement HNB GW Discovery procedure: one is based on the TR069 procedure, the other one is based on Iuh signaling interface.

For the TR069 solution, this HNB GW discovery procedure will be a vender specific issue, not an operator issue. If there are multi-vender HNBs in the network, different vender product has different discovery policy, and all the policies should be updated to synchronize the network topology change.
For the Iuh signaling solution, the operator can easily define a common discovery policy in the provisioning HNB GW. And HNB GW has more reliability than current HMS. 
So Iuh signaling solution is more open and intelligent than TR069 solution, it prefers HNB GW discovery procedure should be a part of Iuh interface.
2.2 Overview of HNB GW Discovery and HNB Registration

[image: image1.emf]Provisioning 

SEGW

Provisioning 

HNB GW

Seving HMS 3G HNB

3.HNB GW Discovery Response(Success, 

serving Nodes address )

2HNB GW Discovery  Request(HNB 

Permanent ID, HNB location information)

Serving 

HNB GW

7.Download(HNB Specific Parameter Configuration)

8.Xrf Compelete

6. Inform (Serving HNB GW information, HNB location information)

9.HNB Registration Request (Some HNB Parameters, HNB Location Information)

10.HNB Registration Response(Success)

1 Establish IP Sec Tunnel

5. Establish IP Sec Tunnel

4Release IP Sec Tunnel

Serving 

SEGW

11.HNB Registration Response(Reject, cause)

12. Release IP Sec Tunnel if Registration is rejected.

Out of RAN3 

Scope


1. Figure 1: HNB GW Discovery and HNB Registration Procedures
2. When a HNB is power on, the HNB should establish an IP sec security tunnel with a provisioning Security GW. The address of the provision SEGW is preconfigured in the HNB. And the authentication is preformed at the same time between HNB and AAA server. Typically, it recommends IKEv2 EAP SIM or EAP AKA as two alternative authentication ways, which is depending on SA3’s decision.
3. The HNB sends a HNB GW discovery request message to the Provisioning HNB GW, the address of which is also a preconfigured in the HNB and resolved by the DNS of the operator. The message carries the HNB permanent ID which the preconfigured globe unique HNB Identifier, HNB’s location information (e.g. HNB IP address, detected neighbour Marco cells, geography information by GPS).
Note: HNB-GW can get HNB’s location information from CLF according to its IP address.
4. If the HNB GW discovery request is accepted, the provisioning HNB GW should distribute the HNB to the right serving HNB GW according HNB’s location, then send HNB GW Discovery Response message to HNB, including success idication, HNB Index, Serving servers addresses etc. If the discovery procedure is rejected, the provisioning HNB GW should send discovery response message to HNB, including failure identities and the reject cause.

Note: HNB Index is a HNB identifier which is assigned by HNB Subscriber Database and can instead of HNB permanent ID in this HNB system. 
5. HNB releases the IP sec tunnel after the discovery procedure.
6. HNB establish the IP sec tunnel with the serving Security GW. 

Note: If the provisioning SEGW and HNB’s serving SEGW are the same, step 4~5 aren’t needed.

7. The 3G HNB sends an Inform message containing HNB serving GW information, HNB location information to the Serving HMS.

8. HMS should send a Downlink message including the HNB specific parameters including frequency, scrambling code, LAC, RAC, SAC, RNC-ID,Cell-ID etc..

9. The 3G HNB sends an Xrf Complete message to confirm the received Download information.

Note: step 6~8 are out of RAN3’s scope, these procedures are only for information.
10. The HNB sends HNB registration request to the serving HNB GW including HNB index, some HNB parameter information including LAC, RAC, SAC, Cell ID etc. and HNB location information etc.

11. The serving HNB GW should check whether 3G HNB can be registered based on its current capability, load status, 3G HNB specific information and so on. If the HNB can be registered, the serving HNB GW returns HNB registration response including the successful access indication, the permission user list of HNB, etc.
12. If the serving 3G HNB GW rejects the 3G HNB’s registration request, the serving HNB GW returns registration response with a failure cause.
13. The 3G HNB releases the IP Sec Tunnel if the registration is rejected.
After a successful HNB Registration procedure, the HNB needn’t perform the discovery procedure and HNB specific parameter configuration procedure when it restarts. HNB may contact the serving HNB GW directly. If the HNB GW can’t accept HNB’s access for HNB’s location, HNB should perform the discovery procedure and parameter configuration again.
4 After HMS changes HNB’s radio parameters by TR069 procedure, HNB should notice the serving GW of its parameter change. A Radio Parameter Update Procedure may need in the Iuh interface.
5 Conclusion and Proposal
· From the discussion above, it can be conclude that:
· HNB GW discovery procedure should be a part of Iuh interface.

· All HNB specific parameters are configured by HMS via TR069.
6 It proposes to agree the conclusions into the TR R3.020 and the new Stage 2 HNB TS.
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