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1. Introduction
As part of ANR function, an eNB needs to be able to resolve an IP address of a neighboring eNB from the Cell Global ID (CGI) of the neighboring cell. The IP address can be used in order to establish an X2 interface between eNBs and is very useful in the context of self organizing network (SON).

Contribution [1] proposes the IP address resolution to be standardized by defining a Fully Qualified Domain Name (FQDN) of an eNB based on the CGI of the eNB. The FQDN can then be used when needed by the neighboring eNB in a DNS query as in a regular IP network for resolving the IP address of this eNB. This contribution provides more details to this idea.

2. Discussion
2.1. Discussion on DNS approach

Figure 1 shows an architecture for the DNS approach. The DNS server is configured to create, update, or delete a DNS entry from the Network Manager, using standard methods defined in [2] and [4].  A DNS lookup, however, can be done by any eNBs to any DNS server belonging to the operator. Figure 2 shows a typical sequence for retrieving IP address of a new neighboring eNB that just becomes operational using DNS approach.
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Figure 1 Architecture for CGI to IP address mapping using DNS approach
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Figure 2 Example call flow for CGI-IP address mapping update and query

Similar DNS approaches are already being used in [3], e.g,. for APN and W-APN, using DNS query to get the IP addresses of GGSN and PDG.
2.2. FQDN Format

In the DNS approach, we propose to define a standardized FQDN format based on the CGI of the eNB as follows: 

x2.enb<cgi>.mnc<xxx>.mcc<yyy>.<root-fqdn>
Where: 
· <x2> implies that the IP address being queried is for the X2 interface, since another interface of the eNB may offer a different IP address.

· <cgi> is ascii hex representation of CGI. 28 bit CGI is represented as exactly 7 ascii hexadecimal digits with leading zeroes (if any) included. 
· <mnc> and <mcc> represent the MNC and MCC of the eNB. MNC and MCC are always 3 decimal digits. A 2 digit MNC will have a leading 0 to make it a full 3 digits. "<mnc>" should be "<xxx>" and "<mcc>" should be "<yyy>".
· <root-fqdn> name is typically learnt by the eNB from OAM. It may be set to operator.com, or operator.co.cc (where cc = country code). It may also be set by OAM to "3gppnetwork.org", if the operator so wishes.
2.3. DNS hierarchy and configuration

An eNB will be assigned to a particular authoritative server responsible for the domain name hierarchy assigned to the eNB, .e.g., there maybe a server responsible for all entries belonging to MNC<xxx>.MCC<yyy>.3gppnetwork.org domain. Any DNS query for an entry in the domain on all other DNS servers will be resolved via the authoritative server if the entry is not cached locally in the local DNS server. The duration that the entry can be cached is given in the TTL field in the DNS response from the authoritative server. Since IP address lookup of the eNB at the DNS server should not be a frequent event, the TTL from the authoritative server can be set to zero or a very small value. This will ensure that if IP address of an eNB changes and  neighboring eNB needs to resolve the new IP address, that can be done with minimal delay.
2.4. Discussion on issues with DNS approach  
Pros

· Uses open and well-known protocol (DNS), via standardized and autonomous method of creating FQDN from CGI. 

· Standard off-the-shelf DNS server can be used
· DNS query has well-defined mechanism for propagating hierarchical query
· May be able to reuse existing DNS servers in the operator core network. 

· Does not rely on 3GPP specific OA&M functionality

· Does not affect eNB self-establishment procedure 

· Scalable

· Works efficiently across operator domains

 Cons

· Need to add DNS server for resolution of eNB IP address. 
· However, this may reuse existing DNS servers already deployed in the core network.
· Need to add functionality for OAM / eNB to update the eNB IP address at the DNS server every time an IP address is assigned or changed.
3. Conclusion
This contribution makes the following proposal.
Proposal 1: Using DNS as the mechanism for resolving the IP address of a neighboring eNB, based on its CGI. 

Proposal 2: Standardize the use of an FQDN based on the CGI (as described above in the discussion section), which will be used in the DNS query.
4. References

[1] R3-081226
ANR Neighbors IP address lookup and establishment, Nortel
[2] DNS related RFCs, http://www.dns.net/dnsrd/rfc/
[3] TS 23.003
 v8.1.0
“Numbering, addressing and identification”.
[4]
  RFC 1035
“Domain Names – Implementation and Specification”.



































































































































































































1
1

_1278947600.vsd
X2


DNS query (IP)


DNS query (IP)


Itf


DNS Update (IP)


Itf


eNB1


eNB2


Network Manager / Element Manager


DNS
Server


Network Manager / Element Manager


DNS Update (IP)


Operator 1


Operator 2



_1278947647.vsd
eNB1


eNB2


Network Manager


DNS
Server


1. eNB1 becomes on-line and is assigned CGI = eNB1_CGI from OAM Server; OAM server also learns eNB1 IP address


eNB2 discovers CGI of eNB1


6. Establish X2 interface


4. DNS Query (FQDN = eNB1_CGI…)


2. DNS Update Request (FQDN -> eNB1 IP)


5. DNS Response (eNB1 IP)


3. DNS Update  Response (Success)



