3GPP TSG RAN WG3 Meeting #61




 R3-082239
Jeju Island, Korea, 18th – 22nd August 2008
Agenda item:
11.2
Source: 
ZTE
Title: 
Method for Discovery and Registration at 3G HNB-GW
Document for:
Discussion

1. Introduction

At RAN3#60 meeting, HNB GW discovery and HNB registration function at 3G HNB network has been discussed. But the method of realizing load balancing and access control (especially defined by the operator according to HNB owner’s subscription information) has not been proposed. At the same time, the function of HMS (HNB management system) has not been defined clearly during HNB GW discovery and HNB registration procedure, according to the contributions in TR R3.020.

By taking into consideration load balancing and access control, this contribution proposes a realization method for HNB GW discovery and registration.
2. Discussion

With the rapid growth of the registered HNBs, it’s necessary to execute network planning and keep the balance of network distribution. It’s beneficial to introduce load balancing method in the early fist step, i.e. HNB-GW discovery and HNB registration procedure, which can improve the efficiency and quality of HNB network.
This contribution suggests to realize HNB-GW discovery and HNB registration by taking into account network load, access control requirements, location and latency, etc. Figure1 indicates the architecture of HNB network (according to the network architecture proposed in TR R3.020).
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Figure1: HNB UTRAN Logical Architecture.
To realize load balancing and access control function in HNB GW discovery and HNB registration procedure, first we define two lists below.
LIST 1 (about Load Status)
- Precondition：HNB-GWs report their load information (including throughput, amount of registered HNBs (HNB capabilities for option), hardware/software handling load, and the preset thresholds of all the parameters above, etc) to HNB Management System (HMS).

- HMS collects the load information of HNB-GWs, and forms a list of the HNB-GWs represent access priority according to their load status, which is called LIST 1 (about Load Status). Then HMS hands out the LIST 1 to the HNB-GWs for future purpose.
Notes: 1. The amount of HNB-GWs in LIST 1 should be limited.

2. The HNB-GWs in the LIST1 should be near to the HNB-GW which receives the list, considering the location and latency.
LIST 2 (about Access Control)
When HNB owner subscribes to network, the operator can define the list of access-permitted HNB-GWs for the HNB owned by separate user. The operator could save the list called LIST 2 (about Access Control) in HMS for future purpose.
Note: LIST 1 and LIST 2 can be defined and used independently according to the operator’s requirements.
HNB-GW Discovery and HNB Registration Procedure
-When at first time (without stored information), a HNB tries to connect to the network, it requests a DNS (Domain Name Server) for the address of HMS. Then it achieves the address of default HNB GW from HMS. HMS suggests default HNB GW to HNB based on LIST 2 and/or LIST 1.
-Then the HNB tries to register on default HNB GW, the HNB-GW can decide whether it can register or not, according to LIST 2 (HNB-GW can query HMS for LIST 2 when HNB request to register), and with the reference of its own load. If this registration is rejected, the HNB-GW will redirect the HNB to another HNB-GW based on the LIST 1 and/or LIST 2 information.
The function of HNB management system(HMS) 
1. Provide the setup and configuration information for new installed HNB.
2. Provide load balancing and access control information for HNB-GW discovery and HNB registration procedure.
3. Provide default HNB-GW for new installed HNB.
The procedure of Discovery and Registration at HNB-GW lists as blow.
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Figure2: The procedure of Discovery and Registration at HNB-GW
1. HNB-GW Reports load status (throughput, amount of registered HNB, hardware/software handling load, and their preset threshold, etc) to HNB Management System (HMS).
2. HMS collects the load information of HNB-GWs, and forms LIST 1 (about Load Status). Then HMS hands out the LIST 1 list to the HNB-GWs for future purpose.
3. 3G HNB requests the DNS (Domain Name Server) for the address of HMS.
4. DNS responses with the address of the provisioning SeGW and HMS.
5. Establish a Secure Tunnel between 3G HNB and the provisioning SeGW. During the procedure, some security methods are performed (e.g. mutual authentication).
6. The HNB sends a Discovery Request with registration information to HMS.
7. HMS selects default HNB-GW according to LIST 1 and/or LIST 2 for the HNB (considering the location and latency related according to HNB registration information at the same time), and then sends the address of default HNB-GW to the HNB. At the same time, HMS responses with initial setup and configuration Information in Discovery Reponse for the new HNB.
8. The Secure Tunnel between 3G HNB and the provisioning SeGW is released.
9. Establish a Secure Tunnel between 3G HNB and SeGW of default HNB-GW. During the procedure, some security methods are performed (e.g. mutual authentication).
10. The HNB sends a Registration Request with registration information to default HNB-GW.
11. The HNB-GW queries HMS for LIST 2 of the HNB.
12. HMS responses with LIST 2 of the HNB.
13. The HNB-GW checks its load status (including throughput, amount of registered HNBs, hardware/software handling load, etc), and compares its load status to its preset thresholds. Then the HNB-GW make the decision whether the HNB can register or not (considering LIST 2 and load). If the registration is not permitted, the HNB-GW redirects HNB to another HNB-GW according to LIST 1 and/or LIST 2 (considering the location and latency according to HNB registration information at the same time).
14. If Registration Request is accepted, the HNB-GW sends Registration accept Response to the HNB.
15. If Registration Request is rejected, the HNB-GW sends Registration Reject to the HNB and redirects it to another HNB-GW.
16. If Registration Request is rejected, the Secure Tunnel between 3G HNB and SeGW is released.
As mentioned above, we introduce two lists (LIST 1 and/or LIST 2) to the procedure of HNB-GW discovery and HNB registration. With their assistances, we can realize load balancing and admission control in HNB-GWs.
3. Conclusion and Proposal

In this contribution，two lists are introduced to realize HNB-GW discovery and HNB registration. 
1. The first one is LIST 1 (about Load Status), which indicates the load status of all HNB-GWs and assists the network to keep balance in load and make the decision in HNB-GW discovery and registration.
2.  The second one is LIST 2 (about Access Control), which indicates the HNB-GWs that HNB can register and assists HNB-GW to execute access control.
With these methods, we can keep the balance of load in HNB-GWs and realize the admission control. It can improve the efficiency and quality of HNB network.
As discussed above, we propose to reflect the above conclusions in TR R3.020.
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