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1 Introduction
In recent RAN3 meetings, the 3G HNB GW Discovery function was discussed to provide the means for a designated “Provisioning HNB GW” to provide the address of the Serving 3G HNB GW for the 3G HNB according to HNB’s location, HNB GW’s load etc.  Then the 3G HNB should register to the Serving 3G HNB GW by the Serving 3G HNB GW address. This contribution gives the detailed discovery procedure to implement this function.
2 Discussion
Generally, the provisioning HNB GW should distribute the HNB to the right serving HNB GW according to the HNB’s location, HNB GW’s load etc. The addresses of the provisioning HNB GW and provisioning SeGW are pre-configured in HNB. And HNB should get the addresses of a serial serving node including Security GW, HNB GW, HNB Mgmt System etc. through the 3G HNB GW discovery procedure. The detailed procedure is proposed here:  

[image: image1.emf]HNB Provisioning  Security GW

0. Establish Secure Tunnel& Authentication

Provisioning HNB GW

1. Discovery Request(HNB permanent ID, Location Info etc )

2a. Discovery Response(Success, HNB ID, Address of Serving Nodes )

2b . Discovery Response(Failure, Cause)


Figure 1, HNB GW Discovery Procedure

0. Before the discovery procedure is originated, the HNB should establish an IP sec security tunnel with a provisioning Security GW. The addresses of the provision SeGW and the provisioning HNB GW are preconfigured in the HNB. And the authentication is preformed at the same time. Typically, it recommends IKEv2 EAP SIM or EAP AKA as two alternative authentication ways. 
1. The HNB sends a discovery request message to the Provisioning HNB GW , the address of which is a private, non-routable IP address and preconfigured in the HNB. The address should be resolved using the DNS of the operator. The message carries the HNB permanent ID, Location information (Public IP address, Neighbour Marco cell information, GPS location etc). 
2a. If the discovery request is accepted, the provisioning HNB GW should distribute the HNB to the right serving HNB GW according HNB’s location , HNB GW’s load, etc. and then send discovery response message to HNB, including success identities, HNB ID, Serving servers addresses etc.
2b. If the discovery procedure is rejected, the provisioning HNB GW should send discovery response message to HNB, including failure identities and the reject cause.
3 Proposal
This contribution provides 3G HNB GW discovery procedure in detail.  It is proposed to discuss and agree the text proposal to TR R3.020 and the new HNBAP TS 
4 Text Proposal for TR R3.020 and New HNBAP Specification
X.1
HNB Discovery Procedure

X.1.1
General

The 3G HNB GW Discovery function provides the means for a designated “Provisioning HNB GW” to provide the address of the Serving nodes for the 3G HNB.
X.1.2
Successful Operation
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Figure X.1.2-1: HNB Discovery Procedure: Successful Operation
The HNB will initiate this procedure with a DISCOVERY REQUEST message whenever it tries to find the serving HNB GW address. The DISCOVERY REQUEST message includes HNB permanent ID, Location information (Public IP address, Neighbour Marco cell information, GPS location etc).
Upon reception of the DISCOVERY REQUEST message, the provisioning HNB GW should distribute the HNB to the serving HNB GW according to HNB’s location information and HNB GW’s load information. If provisioning HNB GW accepts the request, HNB GW should respond with a DISCOVERY REPONSE with serving nodes address including serving Security GW, severing HNB GW, HNB Mgmt System, etc.
X.1.3
Unsuccessful Operation
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Figure X.1.3-1: HNB Discovery Procedure: Unsuccessful Operation

If the HNB discovery request is rejected, the HNB provisioning GW should respond with a DISCOVERY REPONSE message. The message contains the failure cause in the Result IE.
X.1.4
Abnormal Conditions

X
Elements for HNBAP Communication
X.1
Message Functional Definition and Contents
X.1. 1
HNB DISCOVERY REQUEST

This message is sent from the HNB to the provisioning HNB GW.
Direction: HNB  ( HNB-GW

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	X.2.1
	
	YES
	Reject

	Version 
	M
	
	X.2.2
	
	YES
	Ignore

	Transaction Number
	M
	
	X.2.4
	
	YES
	Ignore

	HNB permanent ID
	M
	
	X.2.5
	
	YES
	Ignore

	HNB Capacity
	O
	
	X.2.8
	
	YES
	Ignore

	Location Info
	M
	
	X.2.6
	
	YES
	Ignore


X.1. 2
HNB DISCOVERY RESPONSE

This message is sent from the provisioning HNB GW to the HNB

Direction: HNB GW ( HNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	X.2.1
	
	YES
	Reject

	Version 
	M
	
	X.2.2
	
	YES
	Ignore

	Transaction Number
	M
	
	X.2.4
	
	YES
	Ignore

	HNB Index
	O
	
	X.2.3
	
	YES
	Ignore

	Result
	M
	
	X.2.7
	
	YES
	Ignore

	HNB context
	C-IfOK
	
	X.2.9
	
	YES
	Ignore


	Condition
	Explanation

	IfOK
	This IE shall be present if the Result IE is set to "OK".


X.2
Information Element Functional Definition and Contents
X.2.1
Message Type

Message Type IE uniquely identifies the message being sent. It is mandatory for all messages.
	IE/GROUP NAME
	PRESENCE
	RANGE 
	IE Type and Reference
	Semantics Description

	Message Type
	
	
	
	

	>Procedure Code
	M
	
	ENUMERATED (

discovery request,
discovery response

,…)
	

	>Type of Message 
	M
	
	ENUMERATED (Initiating Message, Successful Outcome, Unsuccessful Outcome, Outcome)
	


X.2.2 Version

Version IE indicates the version of the HNBAP.

	IE/GROUP NAME
	PRESENCE
	RANGE 
	IE Type and Reference
	Semantics Description

	Version
	M
	
	
	


X.2.3 HNB Index

HNB Index IE is the identifier of HNB in HNB system.

	IE/GROUP NAME
	PRESENCE
	RANGE 
	IE Type and Reference
	Semantics Description

	HNB Index
	M
	INTEGER (0..65535)
	
	


X.2.4 Transaction Number
Transaction Number is used to assign the message to a certain message procedure, which make this message not confusion with other messages. 1 number should be added when a new procedure is initiated
	IE/GROUP NAME
	PRESENCE
	RANGE 
	IE Type and Reference
	Semantics Description

	Transaction Number
	M
	INTEGER (0..65535)
	
	


X.2.5 HNB- Permanent ID

HNB-Permanent ID is Serial Number which is the unique identifier for HNB .

	IE/GROUP NAME
	PRESENCE
	RANGE 
	IE Type and Reference
	Semantics Description

	HNB-Permanent ID
	
	
	
	

	> HNB SN
	M
	
	OCTET STRING (FFS)；


	


X.2.6 Location Info

Location Info IE indicates the HNB location including the mobile network and fix network.
	IE/GROUP NAME
	PRESENCE
	RANGE 
	IE Type and Reference
	Semantics Description

	Location Info
	
	
	
	

	> Mobile Network 
	O
	
	
	

	 >> UMTS Neighbour Cell List
	O
	0 to <maxno_ NeighbCellIDs>
	
	

	>>>PLMN identity
	M
	
	OCTET STRING (3)
	

	 >>> LAC
	O
	
	OCTET STRING (2)
	

	>>>RNC-ID
	M
	
	INTEGER (0..4095)
	

	>>>Cell ID
	M
	
	INTEGER (0..65535)
	

	 >> GSM Neighbour Cell List
	O
	0 to <maxno_ NeighbCellIDs>
	
	

	   >>> PLMN identity
	M
	
	OCTET STRING (3)
	

	   >>> LAC
	M
	
	OCTET STRING (2)
	

	   >>> Cell ID
	M
	
	OCTET STRING (2)
	

	> Fix Network
	O
	
	
	

	>>Location IPadd
	O
	
	OCTET STRING (4)
	

	>>Location MAC
	O
	
	OCTET STRING (6)
	

	>> Location ID
	O
	
	OCTET STRING (6)
	


	Range bound
	Explanation

	Maxno_ NeighbCellIDs 
	Maximum no. of Macro network Neighb Cell IDs. 


X.2.7 Result

Result IE indicates HNB register is successful or not and the failure cause if failed.
	IE/GROUP NAME
	PRESENCE
	RANGE 
	IE Type and Reference
	Semantics Description

	> Result

	M
	
	ENUMERATED (OK, 
Invalid AP-ID, Illegal Location,

Location_Check_Fail,

Unknown,
…)
	


X.2.8 HNB Capacity
HNB capacity is the user number that HNB can support
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	HNBuserCap
	
	
	
	

	> HNB User Hardware Capacity
	O
	
	OCTET STRING (1)

	


X.2.9 HNB Context

HNB Context transmission with related configuration parameters
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	>HNB INFO
	O
	
	X.2.11
	

	>HNB MANAGER INFO
	O
	
	X.2.12
	

	>HNB GW INFO
	O
	
	X.2.13
	

	>SGW INFO
	O
	
	X.2.14
	


X.2.10 HNB Info

HNB Info including：HNB index，Max UserNum，HNB SCTP Port

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	HNB INFO
	
	
	
	

	  > HNB Index
	M
	
	X.2.3
	

	> Max UserNum
	O
	
	INTEGER
(1..16)
	This number should be the maximum number defined by the operator. This number should not large than the HNB user hardware capacity.

	> HNB SCTP Port
	O
	
	INTEGER
(1024..65534)
	HNB local SCTP port range: 1024~65534, default number: 2907


X.2.11 HNB Manager Info
HNB Manager Info is HNB OAM information.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	HNB MANAGER INFO
	
	
	
	

	  >IPaddr
	M
	
	OCTET STRING(4)
	


X.2.12 HNB GW Info
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	HNB GW INFO
	
	
	
	

	> IPadd
	
	
	OCTET STRING
(4)
	


X.2.13 SGW Info

SGW Info is the Security GW in HNB network. 
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	SGW INFO
	
	
	
	

	> IPadd
	M
	
	OCTET STRING
(4)
	SGW IP address
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