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8.2.1
SAE Bearer Setup

8.2.1.1
General

The purpose of the SAE Bearer Setup procedure is to assign resources on Uu and S1 for one or several SAE bearers and to setup corresponding SAE Radio Bearers for a given UE. The procedure uses UE-associated signalling.

8.2.1.2
Successful Operation
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Figure 8.2.1.2-1: SAE Bearer Setup procedure. Successful operation.

The MME initiates the procedure by sending an SAE BEARER SETUP REQUEST message to the eNB. When sending the SAE BEARER SETUP REQUEST message the MME shall start the T SAEBearerSetup timer.

· The SAE BEARER SETUP REQUEST message shall contain the information required by the eNB to build the SAE bearer configuration consisting of at least one additional SAE bearer including for each SAE bearer to setup in the SAE Bearer to be Setup List IE. 

Upon reception of the SAE BEARER SETUP REQUEST message, and if resources are available for the requested configuration, the eNB shall execute the requested SAE bearer configuration. For each SAE bearer and based on the SAE Bearer level QoS parameters IE the eNB shall establish an SAE Radio Bearer and allocate the required resources on Uu. The eNB shall pass the NAS-PDU IE and the value contained in the SAE bearer identity IE received for the SAE bearer for each established SAE Radio Bearer to the UE. The eNB shall allocate the required resources on S1 for the SAE bearers requested to be established. 
If the UE-Aggregate Maximum Bit Rate IE is contained in the SAE BEARER SETUP REQUEST message, the eNB shall update the value of used UE-Aggregate Maximum Bit Rate in the UE context and use the new value for bear level rate enforcement.
The eNB shall report to the MME, in the SAE BEARER SETUP RESPONSE message, the result for all the requested SAE bearers.

A list of SAE bearers which are successfully established shall be included in the SAE Bearer Setup List IE.

A list of SAE bearers which failed to be established shall be included in the SAE Bearer Failed to Setup List IE. In case of the establishment of an SAE bearer the EPC must be prepared to receive user data before the SAE BEARER SETUP RESPONSE message has been received.

Upon reception of the SAE BEARER SETUP RESPONSE message the MME shall stop timer T SAEBearerSetup.

Interactions with Handover Preparation procedure:

If a handover becomes necessary during SAE bearer setup, the eNB may interrupt the ongoing SAE bearer Setup procedure and initiate the Handover Preparation procedure as follows:

1.
The eNB shall send the SAE BEARER SETUP RESPONSE message in which the eNB shall indicate, if necessary 

· all the SAE bearers fail with the cause "handover triggered"
2.
The eNB shall trigger the handover procedure.

8.2.1.3
Unsuccessful Operation

The unsuccessful operation is specified in the successful operation section.

8.2.1.4
Abnormal Conditions

Editor’s Note: Further Assessment required.

8.2.2
SAE Bearer Modify

8.2.2.1
General

The purpose of the SAE Bearer Modify procedure is to enable modifications of already established SAE bearers for a given UE. The procedure uses UE-associated signalling.

8.2.2.2
Successful Operation
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Figure 8.2.2.2-1: SAE Bearer Modify procedure. Successful operation.

The MME initiates the procedure by sending an SAE BEARER MODIFY REQUEST message to the eNB. When sending the SAE BEARER MODIFY REQUEST message the MME shall start the T SAEBearerModify timer.

The SAE BEARER MODIFY REQUEST message shall contain the information required by the eNB to modify one or several SAE bearers of the existing SAE Bearer configuration. 

Information shall be present in the SAE BEARER MODIFY REQUEST message only when any previously set value for the SAE bearer configuration is requested to be modified.

Upon reception of the SAE BEARER MODIFY REQUEST message, and if resources are available for the requested target configuration, the eNB shall execute the modification of the requested SAE bearer configuration. For each SAE bearer that shall be modified and based on the new SAE Bearer level QoS parameters IE the eNB shall modify the SAE Radio Bearer configuration and change allocation of resources on Uu according to the new resource request. If the UE-Aggregate Maximum Bit Rate IE is contained in the SAE BEARER SETUP REQUEST message, the eNB shall update the value of used UE-Aggregate Maximum Bit Rate in the UE context and use the new value for bear level rate enforcement The eNB shall pass the NAS-PDU IE and the value contained in the SAE bearer identity IE received for the SAE bearer to the UE when modifying the SAE Radio Bearer configuration. eNB shall change allocation of resources on S1 according to the new resource request.

If the E-UTRAN failed to modify an SAE Bearer the E-UTRAN shall keep the SAE Bearer configuration as it was configured prior the SAE BEARER MODIFY REQUEST.

The eNB shall report to the MME, in the SAE BEARER MODIFY RESPONSE message, the result for all the requested SAE bearers to be modified.

A list of SAE bearers which are successfully modified shall be included in the SAE Bearer Modify List IE.

A list of SAE Bearers which failed to be modified shall be included in the SAE Bearer Failed to Modify List IE.
In case of a modification of an SAE Bearer the EPC must be prepared to receive user data according to the modified SAE bearer profile prior to the SAE BEARER MODIFY RESPONSE message.

Upon reception of the SAE BEARER MODIFY RESPONSE the MME shall stop T SAEBearerModify.
Interactions with Handover Preparation procedure:

If a handover becomes necessary during SAE bearer modify, the eNB may interrupt the ongoing SAE bearer Modify procedure and initiate the Handover Preparation procedure as follows:

1.
The eNB shall send the SAE BEARER MODIFY RESPONSE message in which the eNB shall indicate, if necessary 

· all the SAE bearers fail with the cause "handover triggered"
2.
The eNB shall trigger the handover procedure.

8.2.2.3
Unsuccessful Operation

The unsuccessful operation is specified in the successful operation section.

8.2.2.4
Abnormal Conditions

Editor’s Note: Further Assessment required.

8.2.3
SAE Bearer Release

8.2.3.1
General

The purpose of the SAE Bearer Release procedure is to enable the release of already established SAE Bearers for a given UE. The procedure uses UE-associated signalling.
8.2.3.2
Successful Operation

8.2.3.2.1
SAE Bearer Release - MME initiated
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Figure 8.2.3.2.1-1: SAE Bearer Release procedure. Successful operation.

The MME initiates the procedure by sending an SAE BEARER RELEASE COMMAND message. When sending the SAE BEARER RELEASE COMMAND message, the MME shall start the T SAEBEAERERRELEASE timer.

The SAE BEARER RELEASE COMMAND message shall contain the information required by the eNB to release at least one SAE bearer in the SAE Bearer To Be Released List IE. 

Upon reception of the SAE BEARER RELEASE COMMAND message the eNB shall execute the release of the requested SAE Bearers. For each SAE bearer to be released the eNB shall release the corresponding SAE Radio Bearer and release the allocated resources on Uu. The eNB shall pass the value contained in the SAE bearer identity IE received for the SAE bearer to the radio interface protocol for each SAE Radio Bearer to be released. eNB shall release allocate resources on S1 for the SAE bearers requested to be released. If the UE-Aggregate Maximum Bit Rate IE is contained in the SAE BEARER RELEASE REQUEST message, the eNB shall update the value of used  UE-Aggregate Maximum Bit Rate in the UE context and use the new value for bearer level rate enforcement.
The eNB shall report to the MME, in the SAE BEARER RELEASE RESPONSE message, the result for all the SAE bearers to be released.

A list of SAE bearers which are released successfully shall be included in the SAE Bearer Release List IE.

A list of SAE bearers which failed to be released shall be included in the SAE Bearer Failed to Release List IE., 

The eNB shall be prepared to receive an SAE BEARER RELEASE COMMAND message on an established UE-associated logical S1-connection containing an SAE Bearer Release List IE at any time and shall always reply to it with an SAE BEARER RELEASE RESPONSE message.

After sending an SAE BEARER RELEASE RESPONSE message containing an SAE Bearer identity within the SAE Bearer Release List IE , the eNB shall be prepared to receive an SAE BEARER SETUP REQUEST message requesting establishment of an SAE bearer with this SAE bearer identity.

/*unchanged omitted*/
8.3.4
UE Context Modification
8.3.4.1

General
The purpose of the UE Context Modification procedure is to modify the established UE Context partly (e.g. with security information). The procedure uses UE-associated signalling.

8.3.4.2
Successful Operation
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Figure 8.3.4.2-1: UE Context Modification procedure. Successful operation.
The UE CONTEXT MODIFICATION REQUEST message may contain

· the security information IE (includes the AS security key)
· the UE-Aggregate Maximum Bit Rate IE
Upon receipt of the UE CONTEXT MODIFICATION REQUEST the eNB shall
· store the received security information IE and take it into use. 
· store the received  UE-Aggregate Maximum Bit Rate IE and use the new value forbearer level rate enforcement.
The eNB shall report, in the UE CONTEXT MODIFICATION RESPONSE message to the MME, the successful update of the UE context:

After sending the UE CONTEXT MODIFICATION RESPONSE message, the procedure is terminated in the eNB.

/*unchanged omitted*/

8.4.4
Path Switch Request

8.4.4.1
General

The purpose of the Path Switch Request procedure is to request the switch of a downlink GTP tunnel towards a new GTP tunnel endpoint.

8.4.4.2
Successful Operation
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Figure 8.4.4.2-1: Path switch request: successful operation

The eNodeB initiates the procedure by sending the PATH SWITCH REQUEST message to the MME. 

If the ‎SAE Bearer To Be Switched in Downlink List IE in the PATH SWITCH REQUEST message does not include all SAE bearers previously included in the Ue Context, the MME shall consider the non included SAE bearers as implicitly released by the eNB.
After all necessary updates including the UP path switch have been successfully completed in the EPC, the MME shall send the PATH SWITCH REQUEST ACKNOWLEDGE message to the eNodeB and the procedure ends. 

In case the EPC decides to change the uplink termination point of the tunnels it may include the SAE Bearer To Be Switched in Uplink List IE in the PATH SWITCH REQUEST ACKNOWLEDGE message to specify a new uplink transport layer address and uplink GTP-TEID for each respective SAE bearer for which it wants to change the uplink tunnel termination point. If the used UE-Aggregate Maximum Bit Rate is to be updated, the MME may include the UE-Aggregate Maximum Bit Rate IE in the PATH SWITCH REQUEST ACKNOWLEDGE message.
When the eNodeB receives the PATH SWITCH REQUEST ACKNOWLEDGE message and if this message includes the SAE Bearer To Be Switched in Uplink List IE, the eNodeB shall start delivering the uplink packets of the concerned SAE bearers to the new uplink tunnel endpoints as indicated in the message.
If the  UE-Aggregate Maximum Bit Rate IE is contained in the SAE BEARER SETUP REQUEST message, the eNB shall update the value of used  UE-Aggregate Maximum Bit Rate in the UE context and use the new value for bearer level rate enforcement.
If the Handover Restriction List IE is contained in the PATH SWITCH REQUEST ACKNOWLEDGE message, the eNB shall store this information in the UE context and the information shall replace any previously received Handover restriction information.
The eNB should use the information in Handover Restriction List IE to determine a target cell for handover. If the Handover Restriction List IE is not contained in the PATH SWITCH REQUEST ACKNOWLEDGE message and there is no previously stored Handover restriction information, the target eNB shall consider that no access restriction applies to the UE.

Editor’s Note: The procedure text above (and for the failure cases) needs to cover the case where no, all, or some bearers are successfully switched, i.e. when to use the ACK and when to use the FAILURE response messages.

/*unchanged omitted*/

9.1.3
SAE Bearer Management Messages

9.1.3.1
SAE BEARER SETUP REQUEST

This message is sent by the MME and is used for request the eNB to assign resources on Uu and S1 for one or several SAE bearers.

Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	UE- Aggregate Maximum Bit Rate
	O
	
	9.2.1.20
	
	YES
	ignore

	SAE Bearer to be Setup List
	M
	
	
	
	YES
	reject

	>SAE Bearer To Be Setup Item IEs
	
	1 to <maxnoof SAEbearers>
	
	
	EACH
	reject

	>> SAE Bearer ID
	M
	
	9.2.1.2
	a value for SAE bearer identity shall only be present once in SAE Bearer to be Setup List IE
	-
	

	>> SAE Bearer Level QoS parameters 
	M
	
	9.2.1.15
	Includes necessary QoS parameters
	-
	

	>> Transport Layer Address 
	M
	
	9.2.2.1
	
	-
	

	>> GTP-TEID
	M
	
	9.2.2.2
	note: EPC TEID, UDP port
	-
	

	
	
	
	
	
	
	

	NAS-PDU
	M
	
	9.2.3.5
	
	YES
	reject


	Range bound
	Explanation

	maxnoofSAEbearers
	Maximum no. of SAE bearer allowed towards one UE, the maximum value is 256. (FFS) 


9.1.3.3
SAE BEARER MODIFY REQUEST

This message is sent by the MME and is used to request the eNB to modify the SAE Radio Bearers and the allocated resources on Uu and S1 for one or several SAE bearers.
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	UE- Aggregate Maximum Bit Rate
	O
	
	9.2.1.20
	
	YES
	ignore

	SAE Bearer to be Modified List
	M
	
	
	
	YES
	reject

	>SAE Bearer To Be Modified Item IEs
	
	1 to <maxnoof SAEbearers>
	
	
	EACH
	reject

	>> SAE Bearer ID
	M
	
	9.2.1.2
	a value for SAE bearer identity shall only be present once in SAE Bearer to be Modified List IE
	-
	

	>> SAE Bearer Level QoS Parameters 
	M
	
	9.2.1.15
	Includes necessary QoS parameters
	-
	

	NAS-PDU
	M
	
	9.2.3.5
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofSAEbearers
	Maximum no. of SAE bearer allowed towards one UE, the maximum value is 256. (FFS) 


9.1.3.5
SAE BEARER RELEASE COMMAND

This message is sent by the MME and is used to request the eNB to release allocated resources on Uu and S1 for one or several SAE bearers..
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	UE-Aggregate Maximum Bit Rate
	O
	
	9.2.1.20
	
	YES
	ignore

	SAE Bearer To Be Released List 
	M
	
	
	
	YES
	ignore

	>SAE Bearer To Be Released Item IEs
	
	1 to <maxnoof SAEbearers>
	
	
	EACH
	ignore

	>> SAE bearer ID
	M
	
	9.2.1.2
	a value for SAE bearer identity shall only be present once in SAE Bearer To Be Released List IE
	-
	

	>> Cause
	M
	
	9.2.1.3
	
	-
	


	Range bound
	Explanation

	maxnoofSAEbearers
	Maximum no. of SAE bearer allowed towards one UE, the maximum value is 256. (FFS)


/*unchanged omitted*/

9.1.4
Context Management Messages

9.1.4.1
INITIAL CONTEXT SETUP REQUEST

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID 
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID 
	M
	
	9.2.3.4
	
	YES
	reject

	UE-Aggregate Maximum Bit Rate
	M
	
	9.2.1.20
	
	YES
	reject

	SAE Bearer to Be Setup List
	M
	
	
	
	YES
	ignore

	> SAE Bearer to Be Setup Item IEs
	
	1 to <maxnoofSAEbearers>
	
	
	EACH
	reject

	>>SAE Bearer ID
	M
	
	9.2.1.2
	
	-
	

	>>SAE Bearer Level QoS Parameters
	M
	
	9.2.1.15
	 Includes necessary QoS parameters
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>> GTP TEID
	M
	
	9.2.2.2
	
	-
	

	Security
	M
	
	FFS
	FFS
	YES
	reject

	Trace Activation
	O
	
	9.2.1.4
	
	YES
	ignore

	
	
	
	
	
	
	

	Handover Restriction List
	O
	
	9.2.1.22


	
	YES
	ignore

	NAS-PDU
	O
	
	9.2.3.5
	FFS
	YES
	ignore

	UE Radio Capability
	O
	
	9.2.1.27
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofSAEbearers
	Maximum no. of SAE bearer allowed towards one UE, the maximum value is 256. (FFS) 


9.1.4.8
UE CONTEXT MODIFICATION REQUEST

This message is sent by the MME to provide UE Context information changes to the eNB.
Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	Security Information
	O
	
	9.2.1.26
	
	YES
	reject

	UE- Aggregate Maximum Bit Rate
	O
	
	9.2.1.20
	
	YES
	ignore


9.1.5.4
HANDOVER REQUEST

This message is sent by the MME to the target eNodeB to request the preparation of resources.

Direction: MME ( eNodeB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	Handover Type
	M
	<IntraLTE, UTRANtoLTE, GERANtoLTE>
	9.2.1.13
	
	YES
	reject

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	UE-Aggregate Maximum Bit Rate
	M
	
	9.2.1.20
	
	YES
	reject

	SAE Bearers To Be Setup List
	M
	
	
	
	YES
	ignore

	>SAE Bearers To Be Setup Item IEs
	
	1 to <maxnoof SAEbearers>
	
	
	EACH
	reject

	>> SAE Bearer ID 
	M
	
	9.2.1.2
	
	-
	

	>> Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>> GTP TEID
	M
	
	9.2.2.2
	To deliver UL PDUs
	-
	

	>> SAE Bearer Level QoS Parameters
	M
	
	9.2.1.15
	Includes necessary QoS parameters
	-
	

	Intra-LTE HO Information ListRequest
	C- ifIntraLTE
	
	
	
	YES
	reject

	> Source eNodeB to Target eNodeB Transparent Container
	M
	
	9.2.1.7
	
	
	

	UTRAN to LTE HO Information ListRequest
	C- if
UTRAN
toLTE
	
	
	
	YES
	reject

	> Source RNC to Target RNC Transparent Container
	M
	
	9.2.1.9
	FFS if this is mandatory and needed
	
	

	to GERAN to LTE HO Information ListRequest
	C- if
GERAN
toLTE
	
	
	
	YES
	reject

	> Source BSS to Target BSS Transparent Container
	M
	
	9.2.1.11
	FFS if this is mandatory and needed
	
	

	
	
	
	
	
	
	

	Handover Restriction List
	O
	
	9.2.1.22
	
	YES
	ignore

	Trace Activation
	O
	
	9.2.1.4
	
	YES
	ignore


Editor’s Note: The details of required IEs to indicate security parameters in the message (e.g., encryption and integrity protection information) are FFS.
	Condition
	Explanation

	IfIntraLTE
	This IE shall be present if the Handover Type IE is set to the “Value” IntraLTE.

	ifUTRANtoLTE
	This IE shall be present if the Handover Type IE is set to the “Value” UTRANtoLTE.

	ifGERANtoLTE
	This IE shall be present if the Handover Type IE is set to the “Value” GERANtoLTE.

	Range bound
	Explanation

	maxnoofSAEbearers
	Maximum no. of SAE Bearers for one UE. Value is 256.


9.1.5.9
PATH SWITCH REQUEST ACKNOWLEDGE

This message is sent by the MME to inform the eNodeB that the path switch has been successfully completed in the EPC.

Direction: MME ( eNodeB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	UE- Aggregate Maximum Bit Rate
	O
	
	9.2.1.20
	
	YES
	ignore

	SAE Bearer To Be Switched in Uplink List
	O
	
	
	
	YES
	ignore

	> SAE Bearers Switched in Uplink Item IEs
	
	1 to <maxnoof SAEbearers>
	
	
	EACH
	ignore

	>> SAE bearer Identity
	M
	
	9.2.1.2
	
	-
	

	>> Transport layer address
	M
	
	9.2.2.1
	
	-
	

	>> GTP TEID
	M
	
	9.2.2.2
	
	-
	

	Handover Restriction List
	O
	
	9.2.1.22
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofSAEbearers
	Maximum no. of SAE Bearers for one UE. Value is 256.


/*unchanged omitted*/

9.2.1.20
UE-Aggregate Maximum Bit Rate
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	UE-Aggregate Maximum Bit Rate
	
	
	
	Desc.:

Applicable for non-GBR SAE Bearers,provided at initial context setup

	>UE-Aggregate Maximum Bit Rate Downlink
	M
	
	SAE Bearer Bit Rate 9.2.1.19
	Desc.: to be added

	>UE-Aggregate Maximum Bit Rate Uplink
	M
	
	SAE Bearer Bit Rate 9.2.1.19
	Desc.: to be added


/*unchanged omitted*/

9.3.3
PDU Definitions

-- **************************************************************

--

-- PDU definitions for S1AP.

--

-- **************************************************************

S1AP-PDU-Contents { 
itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

eps-Access (20) modules (3) s1ap (1) version1 (1) s1ap-PDU-Contents (1) }
DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

-- **************************************************************

--

-- IE parameter types from other modules.

--

-- **************************************************************

IMPORTS




Cause,


Cdma2000HORequiredIndication,


Cdma2000HOStatus,


Cdma2000OneXMEID,


Cdma2000OneXRAND,

Cdma2000PDU,


Cdma2000RATType,


Cdma2000SectorID,


CriticalityDiagnostics,

Direct-Forwarding-Path-Availability,


ENB-Global-ID,

EUTRAN-CGI-ID,
ENBname,


ENB-StatusTransfer-TransparentContainer,

ENB-UE-S1AP-ID,


GTP-TEID,


GUMMEI,


HandoverRestrictionList,


HandoverType,


MMEname,


MME-UE-S1AP-ID,


NAS-PDU,
PagingCause,


PagingDRX,


PLMNidentity,


RelativeMMECapacity,
RequestType,


SAE-Bearer-ID,


SAE-BearerLevelQoSParameters,


SAEBearerList,


SecurityInfo,


SecurityInformation,


ServedPLMNs,


SourceBSS-ToTargetBSS-TransparentContainer,


SourceeNodeB-ToTargeteNodeB-TransparentContainer,


SourceID,


SourceRNC-ToTargetRNC-TransparentContainer,


SupportedTAs,


TAI,


TargetBSS-ToSourceBSS-TransparentContainer,



TargeteNodeB-ToSourceeNodeB-TransparentContainer,


TargetID,


TargetRNC-ToSourceRNC-TransparentContainer,


TimeToWait,


TraceActivation,


TraceReference,


TransportLayerAddress,
UE-AggregateMaximumBitrate,

UEIdentityIndexValue,


UEPagingID,


UERadioCapability,


UE-S1AP-IDs,


UE-associatedLogicalS1-ConnectionItem,


S-TMSI
FROM S1AP-IEs


PrivateIE-Container{},


ProtocolExtensionContainer{},


ProtocolIE-Container{},


ProtocolIE-ContainerList{},


ProtocolIE-ContainerPair{},


ProtocolIE-ContainerPairList{},


ProtocolIE-SingleContainer{},


S1AP-PRIVATE-IES,


S1AP-PROTOCOL-EXTENSION,


S1AP-PROTOCOL-IES,


S1AP-PROTOCOL-IES-PAIR

FROM S1AP-Containers




id-Cause,


id-cdma2000HORequiredIndication,

id-cdma2000HOStatus,


id-cdma2000OneXMEID,


id-cdma2000OneXRAND,

id-cdma2000PDU,


id-cdma2000RATType,


id-cdma2000SectorID,


id-CriticalityDiagnostics,


id-Direct-Forwarding-Path-Availability,


id-ENB-Global-ID,


id-EUTRAN-CGI-ID,


id-eNBname,

id-eNB-StatusTransfer-TransparentContainer,
id-eNB-UE-S1AP-ID, 

id-GERANtoLTEHOInformationReq,


id-GERANtoLTEHOInformationRes,


id-GUMMEI-ID,

id-HandoverRestrictionList,

id-HandoverType,


id-InitialContextSetup,


id-Intra-LTEHOInformationReq,


id-Intra-LTEHOInformationRes,


id-LTEtoGERANHOInformationReq,

id-LTEtoGERANHOInformationRes,


id-LTEtoUTRANHOInformationReq,


id-LTEtoUTRANHOInformationRes,


id-MMEname,


id-MME-UE-S1AP-ID,


id-NAS-PDU,


id-pagingCause,


id-pagingDRX,


id-RelativeMMECapacity,


id-RequestType,


id-SAEBearerAdmittedItem,


id-SAEBearerAdmittedList,


id-SAEBearerDataForwardingItem,


id-SAEBearerFailedToModifyList,


id-SAEBearerFailedToReleaseList,


id-SAEBearerFailedtoSetupItemHOReqAck,


id-SAEBearerFailedToSetupListBearerSURes,


id-SAEBearerFailedToSetupListCtxtSURes,


id-SAEBearerFailedToSetupListHOReqAck,


id-SAEBearerModify,


id-SAEBearerModifyItemBearerModRes,


id-SAEBearerModifyListBearerModRes,


id-SAEBearerRelease,


id-SAEBearerReleaseItemBearerRelComp,


id-SAEBearerReleaseItemHOCmd,


id-SAEBearerReleaseListBearerRelComp,


id-SAEBearerReleaseRequest,


id-SAEBearerSetup,


id-SAEBearerSetupItemBearerSURes,


id-SAEBearerSetupItemCtxtSURes,

id-SAEBearerSetupListBearerSURes,

id-SAEBearerSetupListCtxtSURes,


id-SAEBearerSubjecttoDataForwardingList,


id-SAEBearerToBeModifiedItemBearerModReq,


id-SAEBearerToBeModifiedListBearerModReq,


id-SAEBearerToBeReleasedList,


id-SAEBearerToBeSetupItemBearerSUReq,


id-SAEBearerToBeSetupItemCtxtSUReq,

id-SAEBearerToBeSetupItemHOReq,

id-SAEBearerToBeSetupListBearerSUReq,


id-SAEBearerToBeSetupListCtxtSUReq,


id-SAEBearerToBeSetupListHOReq,


id-SAEBearerToBeSwitchedDLItem,


id-SAEBearerToBeSwitchedDLList,


id-SAEBearerToBeSwitchedULList,


id-SAEBearerToBeSwitchedULItem,

id-SAEBearertoReleaseListHOCmd,


id-SecurityInfo,

id-Security-Information,


id-ServedPLMNs,

id-SourceID,

id-SourceMME-UE-S1AP-ID,


id-SupportedTAs,


id-S-TMSI,

id-TAI,


id-TAIItem,


id-TAIList,


id-TargetID,


id-TimeToWait,


id-TraceActivation,

id-TraceReference,
    id-UE-aggregateMaximumBitrate,

id-UEIdentityIndexValue,

id-UEPagingID,


id-UERadioCapability,

id-UTRANtoLTEHOInformationReq,


id-UTRANtoLTEHOInformationRes,

id-UE-associatedLogicalS1-ConnectionListResAck,

id-UE-associatedLogicalS1-ConnectionItem,


id-UE-S1AP-IDs,

id-ResetType,

maxnoofTAI,

maxNrOfErrors,


maxNrOfSAEBs,


maxNrOfIndividualS1ConnectionsToReset

-- **************************************************************

--

-- Handover Request

--

-- **************************************************************

HandoverRequest ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {HandoverRequestIEs} },


...

}

HandoverRequestIEs S1AP-PROTOCOL-IES ::= {


{ ID id-MME-UE-S1AP-ID




CRITICALITY reject
TYPE MME-UE-S1AP-ID

 


PRESENCE mandatory
} |


{ ID id-HandoverType




CRITICALITY reject
TYPE HandoverType

 


PRESENCE mandatory
} |


{ ID id-Cause




CRITICALITY ignore
TYPE Cause

 


PRESENCE mandatory
} |


{ ID id-UE-aggregateMaximumBitrate

CRITICALITY reject
TYPE UE-AggregateMaximumBitrate

PRESENCE mandatory
}|


{ ID id-SAEBearerToBeSetupListHOReq




CRITICALITY reject
TYPE SAEBearerToBeSetupListHOReq

 


PRESENCE mandatory
} |


{ ID id-Intra-LTEHOInformationReq


CRITICALITY reject
TYPE Intra-LTEHOInformationReq

PRESENCE conditional


-- This IE shall be present if Handover Type IE is set to value “IntraLTE” --

} |


{ ID id-UTRANtoLTEHOInformationReq


CRITICALITY reject
TYPE UTRANtoLTEHOInformationReq


PRESENCE conditional


-- This IE shall be present if the Handover Type IE is set to value “UTRANtoLTE” --

} |


{ ID id-GERANtoLTEHOInformationReq









CRITICALITY reject
TYPE GERANtoLTEHOInformationReq PRESENCE conditional


-- This IE shall be present if the Handover Type IE is set to value “GERANtoLTE” --











} |


{ ID id-HandoverRestrictionList

CRITICALITY ignore
TYPE HandoverRestrictionList
PRESENCE optional
}|

{ ID id-TraceActivation



CRITICALITY ignore
TYPE TraceActivation
 

PRESENCE optional
},


...
}
SAEBearerToBeSetupListHOReq 




::= SAEB-IE-ContainerList { {SAEBearerToBeSetupItemHOReqIEs} }

SAEBearerToBeSetupItemHOReqIEs S1AP-PROTOCOL-IES ::= {


{ ID id-SAEBearerToBeSetupItemHOReq


CRITICALITY ignore
TYPE SAEBearerToBeSetupItemHOReq


PRESENCE mandatory
},


...

}

SAEBearerToBeSetupItemHOReq ::= SEQUENCE {


sAE-Bearer-ID





SAE-Bearer-ID,


transportLayerAddress



TransportLayerAddress,


gTP-TEID




GTP-TEID,

sAE-BearerlevelQosParameters



SAE-BearerLevelQoSParameters,


iE-Extensions




ProtocolExtensionContainer { {SAEBearerToBeSetupItemHOReq-ExtIEs} }


OPTIONAL,


...

}

SAEBearerToBeSetupItemHOReq-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

UTRANtoLTEHOInformationReq ::= SEQUENCE {


sourceRNC-ToTargetRNC-TransparentContainer




SourceRNC-ToTargetRNC-TransparentContainer,


iE-Extensions




ProtocolExtensionContainer { {UTRANtoLTEHOInformationReq-ExtIEs} }


OPTIONAL,


...

}

UTRANtoLTEHOInformationReq-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

GERANtoLTEHOInformationReq ::= SEQUENCE {


sourceBSS-ToTargetBSS-TransparentContainer




SourceBSS-ToTargetBSS-TransparentContainer,


iE-Extensions




ProtocolExtensionContainer { {GERANtoLTEHOInformationReq-ExtIEs} }


OPTIONAL,


...

}

GERANtoLTEHOInformationReq-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}
/*unchanged omitted*/

-- **************************************************************

--

-- Path Switch Request Acknowledge

--

-- **************************************************************

PathSwitchRequestAcknowledge ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { { PathSwitchRequestAcknowledgeIEs} },


...

}

PathSwitchRequestAcknowledgeIEs S1AP-PROTOCOL-IES ::= {


{ ID id-MME-UE-S1AP-ID




CRITICALITY reject
TYPE MME-UE-S1AP-ID

 


PRESENCE mandatory
} |


{ ID id-eNB-UE-S1AP-ID




CRITICALITY reject
TYPE ENB-UE-S1AP-ID
 


PRESENCE mandatory
}|


{ ID id-SAEBearerToBeSwitchedULList

CRITICALITY ignore
TYPE SAEBearerToBeSwitchedULList
PRESENCE optional }|


{ ID id-HandoverRestrictionList


CRITICALITY ignore
TYPE HandoverRestrictionList
PRESENCE optional
} |


{ ID id-UE-aggregateMaximumBitrate

CRITICALITY ignore
TYPE UE-AggregateMaximumBitrate

PRESENCE optional
}|


{ ID id-CriticalityDiagnostics

CRITICALITY ignore
TYPE CriticalityDiagnostics


PRESENCE optional
},

...

}
SAEBearerToBeSwitchedULList ::= SAEB-IE-ContainerList { {SAEBearerToBeSwitchedULItemIEs} }

SAEBearerToBeSwitchedULItemIEs S1AP-PROTOCOL-IES ::= {


{ ID id-SAEBearerToBeSwitchedULItem

CRITICALITY ignore
TYPE SAEBearerToBeSwitchedULItem
PRESENCE mandatory
},


...

}

SAEBearerToBeSwitchedULItem ::= SEQUENCE {


sAE-Bearer-ID





SAE-Bearer-ID,


transportLayerAddress



TransportLayerAddress,


gTP-TEID






GTP-TEID,

iE-Extensions





ProtocolExtensionContainer { { SAEBearerToBeSwitchedULItem-ExtIEs} }


OPTIONAL,


...

}

SAEBearerToBeSwitchedULItem-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}
/*unchanged omitted*/

-- **************************************************************

--

-- SAE Bearer Setup Request

--

-- **************************************************************

SAEBearerSetupRequest ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {SAEBearerSetupRequestIEs} },


...

}

SAEBearerSetupRequestIEs S1AP-PROTOCOL-IES ::= {


{ ID id-MME-UE-S1AP-ID



CRITICALITY reject
TYPE MME-UE-S1AP-ID
 



PRESENCE mandatory
}|


{ ID id-eNB-UE-S1AP-ID



CRITICALITY reject
TYPE ENB-UE-S1AP-ID
 



PRESENCE mandatory
}|

{ ID ID id-UE-aggregateMaximumBitrate

CRITICALITY ignore
TYPE UE-AggregateMaximumBitrate
PRESENCE optional
}|

{ ID id-SAEBearerToBeSetupListBearerSUReq


CRITICALITY reject
TYPE SAEBearerToBeSetupListBearerSUReq
 
PRESENCE mandatory
}|


{ ID id-NAS-PDU



CRITICALITY ignore
TYPE NAS-PDU
 

PRESENCE mandatory},


...

}

SAEBearerToBeSetupListBearerSUReq ::= SEQUENCE (SIZE(1.. maxNrOfSAEBs)) OF ProtocolIE-SingleContainer { {SAEBearerToBeSetupItemBearerSUReqIEs} }

SAEBearerToBeSetupItemBearerSUReqIEs 
S1AP-PROTOCOL-IES ::= {


{ ID id-SAEBearerToBeSetupItemBearerSUReq
 CRITICALITY reject 
TYPE SAEBearerToBeSetupItemBearerSUReq 
PRESENCE mandatory },


...

}

SAEBearerToBeSetupItemBearerSUReq ::= SEQUENCE {


sAE-Bearer-ID




SAE-Bearer-ID,

sAE-BearerlevelQoSParameters




SAE-BearerLevelQoSParameters,



transportLayerAddress 


TransportLayerAddress,


gTP-TEID




GTP-TEID,


iE-Extensions




ProtocolExtensionContainer { {SAEBearerToBeSetupItemBearerSUReqExtIEs} } OPTIONAL,


...

}
SAEBearerToBeSetupItemBearerSUReqExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

/*unchanged omitted*/

-- **************************************************************

--

-- SAE Bearer Modify Request

--

-- **************************************************************

SAEBearerModifyRequest ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {SAEBearerModifyRequestIEs} },


...

}

SAEBearerModifyRequestIEs S1AP-PROTOCOL-IES ::= {


{ ID id-MME-UE-S1AP-ID



CRITICALITY reject
TYPE MME-UE-S1AP-ID
 



PRESENCE mandatory
}|


{ ID id-eNB-UE-S1AP-ID



CRITICALITY reject
TYPE ENB-UE-S1AP-ID
 



PRESENCE mandatory
}|

{ ID id- UE-aggregateMaximumBitrate

CRITICALITY ignore
TYPE UE-AggregateMaximumBitrate

PRESENCE optional
}|


{ ID id-SAEBearerToBeModifiedListBearerModReq

CRITICALITY reject
TYPE SAEBearerToBeModifiedListBearerModReq
 
PRESENCE mandatory
}|


{ ID id-NAS-PDU



CRITICALITY ignore
TYPE NAS-PDU
 

PRESENCE mandatory},


...

}

SAEBearerToBeModifiedListBearerModReq ::= SEQUENCE (SIZE(1.. maxNrOfSAEBs)) OF ProtocolIE-SingleContainer { {SAEBearerToBeModifiedItemBearerModReqIEs} }

SAEBearerToBeModifiedItemBearerModReqIEs 
S1AP-PROTOCOL-IES ::= {


{ ID id-SAEBearerToBeModifiedItemBearerModReq
 CRITICALITY reject 
TYPE SAEBearerToBeModifiedItemBearerModReq 
PRESENCE mandatory },


...

}

SAEBearerToBeModifiedItemBearerModReq ::= SEQUENCE {


sAE-Bearer-ID




SAE-Bearer-ID,


sAE-BearerLevelQoSParameters




SAE-BearerLevelQoSParameters,




iE-Extensions




ProtocolExtensionContainer { {SAEBearerToBeModifyItemBearerModReqExtIEs} } OPTIONAL,


...

}
SAEBearerToBeModifyItemBearerModReqExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

/*unchanged omitted*/

-- **************************************************************

--

-- SAE Bearer Release Command

--

-- **************************************************************

SAEBearerReleaseCommand ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {SAEBearerReleaseCommandIEs} },


...

}

SAEBearerReleaseCommandIEs S1AP-PROTOCOL-IES ::= {


{ ID id-MME-UE-S1AP-ID



CRITICALITY reject
TYPE MME-UE-S1AP-ID
 



PRESENCE mandatory
}|


{ ID id-eNB-UE-S1AP-ID



CRITICALITY reject
TYPE ENB-UE-S1AP-ID
 



PRESENCE mandatory
}|

{ ID id-UE-aggregateMaximumBitrate

CRITICALITY ignore
TYPE UE-AggregateMaximumBitrate

PRESENCE optional
}|


{ ID id-SAEBearerToBeReleasedList

CRITICALITY ignore
TYPE SAEBearerList




PRESENCE optional
},


...

}

/*unchanged omitted*/

-- **************************************************************

--

-- Initial Context Setup Request

--

-- **************************************************************

InitialContextSetupRequest ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {InitialContextSetupRequestIEs} },


...

}

InitialContextSetupRequestIEs S1AP-PROTOCOL-IES ::= {


{ ID id-MME-UE-S1AP-ID



CRITICALITY reject
TYPE MME-UE-S1AP-ID
 



PRESENCE mandatory
}|


{ ID id-eNB-UE-S1AP-ID



CRITICALITY reject
TYPE ENB-UE-S1AP-ID
 



PRESENCE mandatory
}|


{ ID id-UE-aggregateMaximumBitrate

CRITICALITY reject
TYPE UE-AggregateMaximumBitrate

PRESENCE mandatory
}|

{ ID id-SAEBearerToBeSetupListCtxtSUReq


CRITICALITY reject
TYPE SAEBearerToBeSetupListCtxtSUReq
 
PRESENCE mandatory
}|


{ ID id-Security-Information

CRITICALITY ignore
TYPE SecurityInformation

PRESENCE mandatory
}|


{ ID id-TraceActivation



CRITICALITY ignore
TYPE TraceActivation
 

PRESENCE optional
}|


{ ID id-HandoverRestrictionList

CRITICALITY ignore
TYPE HandoverRestrictionList
PRESENCE optional
}|


{ ID id-NAS-PDU



CRITICALITY ignore
TYPE NAS-PDU
 

PRESENCE optional}|


{ ID id-UERadioCapability


CRITICALITY ignore
TYPE UERadioCapability



PRESENCE optional
},


...

}
/*unchanged omitted*/

-- **************************************************************

--

-- UE Context Modification Request

--

-- **************************************************************

UEContextModificationRequest ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { { UEContextModificationRequestIEs} },


...

}

UEContextModificationRequestIEs S1AP-PROTOCOL-IES ::= {


{ ID id-MME-UE-S1AP-ID




CRITICALITY reject
TYPE MME-UE-S1AP-ID

 


PRESENCE mandatory
} |


{ ID id-eNB-UE-S1AP-ID



CRITICALITY reject
TYPE ENB-UE-S1AP-ID



PRESENCE mandatory
} |



{ ID id-SecurityInfo




CRITICALITY reject
TYPE SecurityInfo

 


PRESENCE optional
} |


{ ID id- UE-aggregateMaximumBitrate

CRITICALITY ignore
TYPE UE-AggregateMaximumBitrate

PRESENCE optional
}
,
...

}
9.3.4
Information Element Definitions

-- **************************************************************

--

-- Information Element Definitions
--

-- **************************************************************

S1AP-IEs { 

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

eps-Access (20) modules (3) s1ap (1) version1 (1) s1ap-IEs (2) }
DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

IMPORTS


id-SAEBearerInformationListItem,


id-SAEBearerItem,


id-Bearers-SubjectToStatusTransfer-Item,

maxNrOfSAEBs,


maxNrOfInterfaces,


maxNrOfErrors,


maxnoofBPLMNs,


maxnoofPLMNsPerMME,


maxnoofTACs,

maxnoofEPLMNs,


maxnoofEPLMNsPlusOne,


maxnoofForbLACs,


maxnoofForbTACs,


maxnoofTACs
FROM S1AP-Constants


Criticality,


ProcedureCode,


ProtocolIE-ID,


TriggeringMessage

FROM S1AP-CommonDataTypes


ProtocolExtensionContainer{},


S1AP-PROTOCOL-EXTENSION,


ProtocolIE-SingleContainer{},


S1AP-PROTOCOL-IES

FROM S1AP-Containers;

-- A

AllocationRetentionPriority ::= SEQUENCE {


priorityLevel


PriorityLevel, 


iE-Extensions


ProtocolExtensionContainer { {AllocationRetentionPriority-ExtIEs} } OPTIONAL,


...

}

AllocationRetentionPriority-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}










/*unchanged omitted*/

-- U
UE-AggregateMaximumBitrate ::= SEQUENCE {


UE-aggregateMaximumBitRateDL



SAE-Bearer-BitRate,


UE-aggregateMaximumBitRateUL



SAE-Bearer-BitRate,


iE-Extensions






ProtocolExtensionContainer { {UE-Aggregate-MaximumBitrates-ExtIEs} } OPTIONAL,


...

}

UE-Aggregate-MaximumBitrates-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

UE-S1AP-IDs ::= CHOICE{


uE-S1AP-ID-pair

UE-S1AP-ID-pair,


mME-UE-S1AP-ID

MME-UE-S1AP-ID,


eNB-UE-S1AP-ID

ENB-UE-S1AP-ID,


...
}

UE-S1AP-ID-pair ::= SEQUENCE{


mME-UE-S1AP-ID

MME-UE-S1AP-ID,


eNB-UE-S1AP-ID

ENB-UE-S1AP-ID

}
UE-associatedLogicalS1-ConnectionItem ::= SEQUENCE {


mME-UE-S1AP-ID




MME-UE-S1AP-ID OPTIONAL,


eNB-UE-S1AP-ID




ENB-UE-S1AP-ID OPTIONAL,


iE-Extensions




ProtocolExtensionContainer { { UE-associatedLogicalS1-ConnectionItemExtIEs} } OPTIONAL,


...

}
UE-associatedLogicalS1-ConnectionItemExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

UEIdentityIndexValue
::=
OCTET STRING

UEPagingID ::= CHOICE {


s-TMSI

S-TMSI,


iMSI

IMSI,


...


}

UERadioCapability ::= OCTET STRING
-- V

-- W

-- X

-- Y
-- Z

END

9.3.6
Constant Definitions

/*unchanged omitted*/

-- **************************************************************

--

-- IEs

--

-- **************************************************************

id-MME-UE-S1AP-ID








ProtocolIE-ID ::= 0

id-HandoverType








ProtocolIE-ID ::= 1

id-Cause









ProtocolIE-ID ::= 2

id-SourceID









ProtocolIE-ID ::= 3

id-TargetID









ProtocolIE-ID ::= 4

id-Intra-LTEHOInformationReq




ProtocolIE-ID ::= 5

id-LTEtoUTRANHOInformationReq




ProtocolIE-ID ::= 6

id-LTEtoGERANHOInformationReq




ProtocolIE-ID ::= 7

id-eNB-UE-S1AP-ID







ProtocolIE-ID ::= 8

id-Intra-LTEHOInformationRes




ProtocolIE-ID ::= 9

id-LTEtoUTRANHOInformationRes




ProtocolIE-ID ::= 10

id-LTEtoGERANHOInformationRes




ProtocolIE-ID ::= 11

id-SAEBearerSubjecttoDataForwardingList


ProtocolIE-ID ::= 12

id-SAEBearertoReleaseListHOCmd




ProtocolIE-ID ::= 13

id-SAEBearerDataForwardingItem




ProtocolIE-ID ::= 14

id-SAEBearerReleaseItemBearerRelComp


ProtocolIE-ID ::= 15

id-SAEBearerToBeSetupListBearerSUReq


ProtocolIE-ID ::= 16

id-SAEBearerToBeSetupItemBearerSUReq


ProtocolIE-ID ::= 17

id-SAEBearerAdmittedList





ProtocolIE-ID ::= 18

id-SAEBearerFailedToSetupListHOReqAck


ProtocolIE-ID ::= 19

id-SAEBearerAdmittedItem





ProtocolIE-ID ::= 20

id-SAEBearerFailedtoSetupItemHOReqAck


ProtocolIE-ID ::= 21

id-SAEBearerToBeSwitchedDLList




ProtocolIE-ID ::= 22

id-SAEBearerToBeSwitchedDLItem




ProtocolIE-ID ::= 23

id-SAEBearerToBeSetupListCtxtSUReq



ProtocolIE-ID ::= 24

id-TraceActivation







ProtocolIE-ID ::= 25

id-NAS-PDU









ProtocolIE-ID ::= 26

id-SAEBearerToBeSetupItemHOReq




ProtocolIE-ID ::= 27

id-SAEBearerSetupListBearerSURes



ProtocolIE-ID ::= 28

id-SAEBearerFailedToSetupListBearerSURes

ProtocolIE-ID ::= 29

id-SAEBearerToBeModifiedListBearerModReq

ProtocolIE-ID ::= 30
id-SAEBearerModifyListBearerModRes



ProtocolIE-ID ::= 31
id-SAEBearerFailedToModifyList




ProtocolIE-ID ::= 32
id-SAEBearerToBeReleasedList




ProtocolIE-ID ::= 33
id-SAEBearerFailedToReleaseList




ProtocolIE-ID ::= 34

id-SAEBearerItem







ProtocolIE-ID ::= 35

id-SAEBearerToBeModifiedItemBearerModReq

ProtocolIE-ID ::= 36

id-SAEBearerModifyItemBearerModRes



ProtocolIE-ID ::= 37

id-SAEBearerReleaseItem






ProtocolIE-ID ::= 38

id-SAEBearerSetupItemBearerSURes



ProtocolIE-ID ::= 39
id-Security-Information






ProtocolIE-ID ::= 40
id-HandoverRestrictionList





ProtocolIE-ID ::= 41

id-UEPagingID 








ProtocolIE-ID ::= 43

id-pagingDRX 








ProtocolIE-ID ::= 44

id-pagingCause








ProtocolIE-ID ::= 45

id-TAIList









ProtocolIE-ID ::= 46

id-TAIItem









ProtocolIE-ID ::= 47

id-SAEBearerFailedToSetupListCtxtSURes


ProtocolIE-ID ::= 48

id-SAEBearerReleaseItemHOCmd




ProtocolIE-ID ::= 49

id-SAEBearerSetupItemCtxtSURes




ProtocolIE-ID ::= 50

id-SAEBearerSetupListCtxtSURes




ProtocolIE-ID ::= 51

id-SAEBearerToBeSetupItemCtxtSUReq



ProtocolIE-ID ::= 52

id-SAEBearerToBeSetupListHOReq




ProtocolIE-ID ::= 53

id-GERANtoLTEHOInformationReq




ProtocolIE-ID ::= 54

id-GERANtoLTEHOInformationRes




ProtocolIE-ID ::= 55

id-UTRANtoLTEHOInformationReq




ProtocolIE-ID ::= 56

id-UTRANtoLTEHOInformationRes
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