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1 Introduction 
An HNB registration procedure was previously proposed in [1]. It was also noted that the use of HNB-GW Discovery was FFS. The interaction between these two procedures has not previously been considered and hence this contribution outlines a mechanism for performing HNB registration and HNB-GW Discovery.

2 Discussion

The HNB Registration procedure [1] is used to establish a “context” between a HNB and a HNB-GW. This can be used to trigger the establishment of an SCTP association between these entities and for the HNB to notify the HNB-GW about e.g. its identity, location etc.

The use of a 3G HNB-GW Discovery procedure is under discussion [2]. The intention of such a procedure would be to allow a HNB to “discover” a suitable HNB-GW to use as its interface to the CN nodes in the operators network. For example to handle the case when its assigned default HNB-GW is either unavailable or has reached its capacity limit.
A number of different solutions could be envisaged for realising these two procedures. However this contribution focusses on a mechanism that combines these procedures in order to limit the implementation complexity on both the HNB & 3G HNB-GW.
The mechanism outlined for performing HNB Registration and HNB-GW Discovery is achieved by relying on the network operator’s management system to provide configuration data to the HNB, which it can then use to “discover” its serving gateway. This mechanism makes use of the TR-069 protocol between the HNB and an ACS and the HNBAP protocol between the HNB & HNB-GW.
The following sequence diagram illustrates how this mechanism would work and includes optional steps to show the sequence when the first HNB-GW rejects the registration attempt by the HNB. 

Note: Although the usage of TR-069 is outside the scope of RAN3, its procedures have been shown in the diagram below to illustrate how these would interact with those procedures and messages that are within the scope of RAN3 to provide a complete solution.
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1. The HNB uses a DNS query (not shown) to determine the address of its Default SeGW, and then establishes a secure tunnel to that SeGW

2. HNB then “Informs” its default ACS that it has initialised
3. ACS then requests the HNB to download configuration data. As well as including information to configure for example the RF interface on the HNB, the configuration data also includes the assigned SeGW for the HNB, and addresses for two HNB-GWs, a primary and a redundant one.

4. HNB downloads the configuration data from its management system, indicates to the ACS that the download has been completed and then reboots

5. HNB establishes a secure tunnel to its Primary SeGW

6. HNB informs the ACS that it has rebooted

7. HNB registers with its primary HNB-GW

8. <optional> HNB-GW responds indicating that it cannot accept the registration request. The HNB will hence use the information provided in the configuration data to attempt a registration with the secondary HNB-GW
9. <optional> HNB releases IPSEC Tunnel to Primary SeGW. This is only needed if the Primary & Secondary HNB-GWs are served by different SeGWs. If they are served by the same SeGW this is omitted

10. <optional> HNB establishes IPSEC Tunnel to Secondary SeGW. This is only needed if the Primary & Secondary HNB-GWs are served by different SeGWs. If they are served by the same SeGW this is omitted

11. <optional> HNB then attempts to register with the Secondary (redundant) HNB-GW that was provided in configuration data by the ACS.

12. HNB-GW responds indicating that it accepts the HNB registration

13. <optional> HNB requests a download to the ACS of configuration data associated with the new HNB-GW.
14. <optional> ACS triggers the data download on the HNB.

15. <optional> HNB downloads the configuration data from its management system and indicates to the ACS that the download has been completed.

This sequence allows some flexibility in the assignment of a HNB to a HNB-GW, which helps mitigate availability/capacity issues on the GW. Whilst also providing the operator with the ability to “control” how HNBs are allocated to HNB-GWs, via the provision of Primary & Secondary HNB-GWs in the configuration data downloaded from its management system by the HNB. 
This ability for the network operator to “control” the allocation of HNBs to HNB-GWs is considered important when taking into account that the location of a HNB is a significant factor when determining which HNB-GW it should access. For example it is entirely possible that HNB-GWs are geographically dispersed within an operator’s network and hence it is preferable for HNBs to be allocated to HNB-GWs based on their location. The mechanism therefore supports this requirement. In addition this sequence can be further enhanced to allow the HNB to obtain/discover the address of a Timing Server and/or Serving ACS. The location of the HNB when allocating it to a Timing Server and SeGW is considered even more important in order to reduce the impact of jitter within the network.
3 Proposal

It is proposed that the procedure presented in this document is captured in R3-020, as one possible solution for the HNB to register with and to discover a HNB-GW.
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