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1 Introduction 
As outlined in [1], the preferred deployment option for a 3G Home Node B network is with Iu or Iu-based termination at the 3G Home NB.  In addition it is agreed that the impact on the existing overall network shall be minimized.

This document therefore addresses these preferences within the context of describing mechanisms to transfer RANAP messages between the 3G Home Node-B (HNB) and the Core Network (CN) via the Home Node-B Gateway (HNB-GW).
2 Discussion

2.1 Architecture overview

The following figure shows an overview of the functional entities that allow the Iu-based deployment of HNBs in UTRAN.
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Figure 1: HNB UTRAN Architecture
2.2 Protocol Stack for RANAP Relay over the Iuh Interface

The following figure details the protocol used at the Iuh interface.
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Figure 2: RANAP Direct Transfer Architecture
The key characteristics of this protocol architecture are

· SCTP is used as a reliable transport protocol over the Iuh interface

a. An SCTP association is established between HNB and HNB-GW

b. Each SCTP association contains a number of  “streams” which are used to support multiple flows across the Iuh 

· Introduction of a lightweight and simple protocol i.e. HNBAP (HNB Application Part Protocol) over the Iuh interface. 

· Use of IPSEC protocol for securing the Iuh interface

· Transfer of  UE dedicated/connection oriented RANAP messages between the HNB and the CN by the HNB-GW

a. The relay/transfer of RANAP messages is achieved using a “direct transfer” mechanism over the Iuh interface. 

b. This transfer mechanism involves encapsulation of the RANAP messages in HNBAP “direct transfer” messages exchanged between the HNB and HNB-GW over the Iuh interface.

Note: The transfer mechanism would also be used to relay messages from CBC (Iu-BC) and SMLC (Iupc) to HNB and vice-versa via the HNB-GW.
· Transfer of the RANAP “Initial UE Message” and support for Iu-flex
a. The first RANAP message i.e. the RANAP “Initial UE Message” is carried from the HNB in the HNBAP INITIAL DIRECT TRANSFER message over the Iuh interface. 

b. The INITIAL DIRECT TRANSFER message also carries information used to route the establishment of a signalling connection from HNB-GW to a CN node within a CN domain (i.e. support for Iu-flex).

· Most of the common or connection-less RANAP messages are terminated and processed in the HNB-GW. If there is a need to relay specific connectionless message (e.g. Paging), then the HNBAP Data PDU shall be used to relay the specific connection-less message. A dedicated transport session shall be used to transfer connectionless messages between HNB & HNB-GW (e.g. stream id 0 of the underlying SCTP transport) 
2.3 Transfer of RANAP messages on the Iuh interface
As described above, the concept of “direct transfer” using the HNBAP protocol is used to transfer/relay UE specific RANAP messages over the Iuh interface. This is similar to the mechanism described in TS 36.413 [xx] for supporting UE associated service over the S1 interface. In particular, it is proposed to utilize similar mechanisms as described in TS 36.410 for transporting the UE specific NAS signalling related information between the eNB and the MME. The “direct transfer” mechanism utilizes the following key definitions and concepts over the Iuh interface:
HNB UE Context Id: The HNB UE Context Id shall be allocated so as to uniquely identify the UE over the Iuh interface within the HNB. When HNB-GW receives HNB UE Context Id it shall store it for the duration of the UE-associated logical Iuh-connection for this UE. Once known to HNB-GW, this information is included in all the UE associated HNBAP signalling (UL as well as DL).
HNB-GW UE Context Id: The HNB-GW UE Context Id shall be allocated so as to uniquely identify the UE over the Iuh interface within the HNB-GW. When HNB receives HNB UE Context Id it shall store it for the duration of the UE-associated logical Iuh-connection for this UE. Once known to HNB, this information is included in all the UE associated HNBAP signalling (UL as well as DL).

UE-associated signalling: When HNBAP messages associated with a UE are identified via an UE-associated logical Iuh-connection between HNB and HNB-GW.

UE-associated logical Iuh-connection: The UE-associated logical Iuh-connection uses the identities HNB UE Context Id and the HNB-GW UE Context Id. For a received UE associated HNBAP message the HNB-GW identifies the associated UE based on the HNB-GW UE Context Id and the HNB identifies the associated UE based on the HNB UE Context Id information.
Note: The choice of using one SCTP stream for each UE signalling vs multiplexing multiple UE signalling over few SCTP streams is left as an implementation decision.
The following sections provide example PDUs and messages flows to illustrate the concept of “direct transfer” mechanism for the relay/transfer of RANAP messages across the Iuh interface using the HNPAP protocol. 

Note: As mentioned, these are not intended to be an exhaustive list of PDUs or message flows over the Iuh interface, but merely examples to illustrate the concept. 
2.3.1 PDUs used for relay/transfer of RANAP messages
2.3.1.1 SCTP Payload Data format

As described above, HNBAP utilizes SCTP as the underlying reliable transport protocol over the Iuh interface. The SCTP data format can be the following
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	            1
	Type = 0
	

	
	            2
	Reserved
	U
	B
	E
	

	
	         3-4
	Length
	

	
	         5-8
	TSN
	

	
	       9-10
	Stream Identifier S
	

	
	     11-12
	Stream Sequence Number n
	

	
	     13-16
	Payload Protocol Identifier
	

	
	     17- n
	User Data (seq n of Stream S)
	


Usage of the fields within the SCTP Payload data chunk is as per RFC 4960, with the following clarifications for the Iuh relay function

· The Stream Identifier is used to identify the specific data stream within an association between HNB & HNB-GW

· The Payload Protocol Identifier is used  to identify the protocol being transported in the SCTP data chunk, in this case the HNBAP .
· For the RANAP relay/transfer function the User Data field will be a HNBAP Data PDU as described in 2.3.2.
2.3.2 Format of HNBAP Data PDUs
2.3.2.1 HNBAP Data PDU.

The following diagram shows the structure of a HNBAP Data PDU. 
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	        1-4
	Header
	

	
	        5-n
	Message Body
	


· An HNBAP Data PDU consists of a header and a Message body

· The message body contains the actual application messages (in this example RANAP messages).
2.3.2.2 HNBAP Data PDU Header.
The HNBAP Data PDU header which is common to all HNBAP Data PDUs is defined as follows.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	 1-2
	Length
	

	
	3
	Protocol Discriminator
	

	
	4
	Message Type
	


· The Protocol Discriminator specifies the protocol being transported in the Data PDU. In this example it would indicate RANAP. Other possible values include HNB-AP, PCAP, SABP.

· The message type indicates the specific message being transported over the Iuh interface, example: HNBAP INITIAL DIRECT TRANSFER, HNBAP DIRECT TRANSFER, HNBAP REGISTRATION, etc.
2.3.3 HNBAP Data PDUs Message Body 
The format of the HNBAP user PDU message body for the RANAP relay/transfer function is as follows (for the example HNBAP message types)
2.3.3.1 HNBAP INITIAL DIRECT TRANSFER
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	CN Domain Id
	

	
	2
	Cause 
	

	
	3-4
	HNB UE Context Id
	

	
	5-6
	HNB-GW UE Context Id 
	

	
	7-8
	Intra Domain NAS Node Selector 
	

	
	9-n
	RANAP Message 
	


· The CN Domain Id is used to identify the destination/originating CN domain

· The Cause field can be used to:

· Identify whether a stream is being originated for an emergency call

· Other values are FFS.

· The HNB UE Context Id is sent from HNB to HNB-GW. It is used to simplify inter-working in the GW for connection oriented RANAP procedures. 

· The HNB-GW UE Context Id is sent from HNB-GW to HNB. It is used to allow the HNB-GW to identify a UE context to the HNB.
· The Intra Domain NAS Node Selector carries information to be used by the HNB-GW to route the establishment of a signalling connection to a CN node within a CN domain. This information is conditionally included in the UL direction from the HNB to HNB-GW.
· The RANAP message is ASN.1 encoded as per TS 25.413
2.3.3.2 HNBAP DIRECT TRANSFER 
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	CN Domain Id
	

	
	2-3
	HNB UE Context Id
	

	
	4-5
	HNB-GW UE Context Id 
	

	
	6-n
	RANAP Message 
	


· The CN Domain Id is used to identify the destination/originating CN domain

· The HNB UE Context Id is sent from HNB to HNB-GW. It is used to simplify inter-working in the GW for connection oriented RANAP procedures. 

· The HNB-GW UE Context Id is sent from HNB-GW to HNB. It is used to allow the HNB-GW to identify a UE context to the HNB.

· The RANAP message is ASN.1 encoded as per TS 25.413
2.3.4 Message flows for RANAP direct transferThe following Mobile Originating CS message flow illustrates the concept of encapsulating the RANAP message and transferred using the “direct transfer” mechanism over the Iuh interface using the HNBAP protocol.
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Figure 3: Use of HNBAP direct transfer mechanism for Mobile Originating CS call sceario
2.4 Advantages of the HNBAP transfer mechanism for relaying RANAP messages

· A single protocol over the Iuh interface with clean architecture (i.e. a single interface between HNB and HNB-GW functional entity).

· Eliminating changes to the RANAP specifications for use over the Iuh interface. If RANAP were to be used directly over the Iuh interface, then all the specifications which reference RANAP would need to be updated to describe the applicability of existing RANAP messages between the two new nodes i.e. HNB and the HNB-GW. 
· The need for “RNC-ID” and “Iu signalling connection identifier” attributes on a per HNB basis, carried in the RANAP messages, can be eliminated as well. The “RNC-ID” and “Iu-signalling connection identifier” carried in the downlink RANAP messages are processed by the HNB-GW and can be ignored by the HNB. Similarly, in the uplink RANAP messages, the usage of the RNC-ID and Iu signalling connection identifier attributes can be implementation specific with no impact on the Iuh interface.

· Additionally, by carrying the RANAP messages in a HNBAP container, the overhead (management and runtime) of the underlying transport layers of RANAP such as SCCP/M3UA are eliminated as well. 
3 Proposal

The proposal is to discuss the architecture & functions described in this document and capture it in R3.020 and TR 25.820.

4 References

[1]. 3GPP TR 25.820 (v8.0.0): "3G Home NodeB Study Item Technical Report".






























































































































































































































RNC








Node B








Out of Scope (e.g. O&M aspects are shown to give a complete stage 2 overview but shall be defined by SA5)    








HNB-GW 








CBC





Iupc





























SAS


























Uu





HNB





Security Gateway


















































SeGW





B Gateway





Home Node














HNB-GW





B




















Home Node





HNB





CN





Iu-PS





Iuh 



































UTRAN





HNB Access Network





Iu-BC





Iu-CS





Iur





RNC





Iub 





Uu





UE


























HNB Management System














SGSN





MSC





SeGW





UE


























































































































































































































211
7

