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Introduction

The current stage2 [1] agreed description of the ANR Function states in step 4 of the procedure:

4.
The eNodeB decides to add this neighbour relation, and can use Phy-CID and Global-CID to:

a
Lookup a transport layer address to the new eNodeB (FFS if this needs to be standardized by 3GPP).
b
Update its Neighbor Relation List.

c
If needed, setup a new X2 interface towards this eNodeB. The setup of the X2 interface is described in section 22.3.x
This document proposes to discuss in the multi vendors context, how to lookup of the neighbours eNB IP address based on Phy_ID and Global-CID information, the need of additional information and the X2 secure establishment.
Discussion
The following discussion is fully multi-vendor intra-provider oriented. The issue points in this contribution are not really issue in a mono-vendor and private network context.
Neighbours IP lookup

An eNB can easily contacts a DNS to get the IP address in the same mono-vendor network. In multi-vendor context the DNS can be replace by operators DNS or included in the DNS hierarchical structure of the multi-vendor structure. 
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Fig1: DNS Hierarchies alt2
The Lookup of the IP address to a DNS could be,
· Alt1. Not standardize, by proprietary way based on the Global-CID. This alternative minimizes the effort of standardization but required additional coordination when DNS should contact the other DNS (vendor or operator) to lookup a Global-CID unknown in the initial node domain. The main drawback of this alternative is a configuration effort.
· Alt2. By standard effort to define a Fully Qualified Domain Name (FQDN). The “standard effort” required the construction of the FQDN based on the Global-CID: example global-cid012.3gppOperatorDomain.org , the network domain and the rule of building need to be discussed and standardize. From the Global-CID should be able to identify the eNB in the PLMN and the FQDN to identify the IP network associated to the PLMN or in the LTE network. Then the FQDN allows an easy search of the IP address through DNS hierarchy (usual usage). 

· In the both alternative the method automatic (DHCP) or not to populate the Global-CID in the DNS shall be clarified. But it seems not to be a standard issue, it is a proprietary implementation.

Nortel is in favor of standardizing a FQDN (Alt2) to prevent future extensive manual work to populate or coordinates inter-Vendor DNS and proprietary lookup implementation.  
Additional information

After the find of the IP address of the neighbour discovery, the eNB may decide to trigger the neighbour. Some additional information from the neighbour may be helpful or even necessary to take this algorithmic decision:

· The frequencies, to trigger additional neighbors
· The cell type, Macro, Pico, Femto, …

· The geographical location information

· The update of the ANR configuration table [4]

· …

Pending to the architecture choice and the location of the algorithm decision of the eNB may,
· Alt1. Fetch the additional information from a Network Data Base (NMS in case of multi-vendor) and take the decision of triggering the neighbor. This is a distributive approach.
· Alt2. Receive the decision to establish the neighbor based on above eNB information, analysis and decision in the NMS (or a Central SON Entity).The eNB requests to the NMS (or a Central SON Entity) the decision to trigger or not the new neighbors. This is a centralized approach.
· Alt3. Establish the X2 link. Then the eNB provides some information (example the location, Frequency, etc …) to the neighbor. Based on this information the neighbor may reject the connection.  If the neighbor accepts the X2 link, it sends back the additional information (exp frequency) with the X2 setup response. This approach adds more complexity on the decision to accept or reject neighbors.
But may be, it is the easier solution in  LTE neighboring relation, indeed the neighbor may decides to reject or not the new candidate eNB based on its own information (internal criteria) or based on information provided by it. . This approach minimizes the network interaction and procedure. It provides a quick and sweet answer to the radio access network neighboring question. The question of the persistence and the truthfulness of this new X2 link is monitoring time based issue (as usual).
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Fig2: Fetch additional data (Mono and multi-vendors)
The alternative based on X2 (Alt3) matches better with LTE approach and facilitates the way to provide information directly between eNBs. However according to last meeting discussion on INTER-RAT case [5], some additional information on UTRAN/GERAN CGI and TNL information should be necessary to establish the INTE-RAT neighbors relation, then an “unified” lookup query is questionable. 
 “Unified” Centralized SON approach

In multi-vendors environment, an “unified” approach should be based on the eNB, it requests directly all the information necessary for the ANR action to a Central SON Entity. The Central SON Entity takes the responsibility to provide all information for the SON ANR action. This includes the management and interaction with others entities (DNS, NMS, Network Data Based, MME, SGSN, …).   The SON Central Entity responds with the IP address and the additional information or the decision (pending to the architecture choice) to the eNB. 
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Fig3: “Unified” approach

The main interest of the unified approach is to provide a unique approach for all RAT access. However in LTE case, all benefit and the simplicity of the ANR concept is lost by heavy interaction above the eNB. The Greenfield and The CDMA LTE deployments do not have to pay the burden of forced unified solution. Nortel preference is to provide the best solution for each RAT, and LTE seems to be more efficient with a standardize IP lookup associated with X2 exchange based. 
X2 secure establishment
In multi-vendor an eNB should be able to connect any kind of neighbour eNB in secure mode. Over a public IP network the neighbour eNB should be advice that X2 connection may occur. 

It is not clear weather a neighbour can accept SCTP connection and X2 setup without secure authentication. How the neighbour eNB know incoming secure X2 link without configuration (prepared share secret)? 
It is not also clear weather, the TNL which goes through a pubic IP network, also previous discussion an alternative may be revised in case of public TNL.

Proposal: We proposed to address this issue to SA3 and educate RAN3 on potential solution.

Conclusion 

This contribution addresses 3 topics;
1. The LTE IP lookup of a discovered new Global CID neighbour eNB

2. How to fetch all information to well establish a new neighbour in LTE, which can be extended to INTER-RAT case

3. The X2 secure establishment

We propose to RAN3 to discuss theses topics and their alternatives. 

We also proposed to RAN3 to decide or not to advice and involve (now or latter) the different groups of the potential alternatives,
1. CT4 for the FQDN rules in the eNB and domain qualification
2. If X2 is not preferred as Nortel preference for eNB information exchange to advice SA5 on how to fetch additional for the eNB decision. 

In INTER-RAT case to liaise SA5 to educate RAN3 on the way to fetch information on neighbour
3.  SA3 for existing secure way to accept an unknown neighbours 
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