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1. Introduction
The agreed intra-frequency ANR function relies on the concept of ANR Blacklists/Whitelists [1], which are the constraints set by the O&M system on the ANR function in the eNB. 
The term “Neighbour Relation” in the current definition of ANR Blacklists/Whitelists has generated some confusion in recent discussions and has triggered a request from SA5 for further clarification in [2]. This document discusses the concept of ANR Blacklists/Whitelists and proposes some clarifications to the questions raised by SA5.
2. Considerations on ANR 

Figure 1 shows a possible eNB implementation of the currently agreed ANR function in [1]. This will be uses as basis for the following discussion.
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Figure 1: Possible model for ANR function
2.1. On eNB neighbour relations 
The goal of the ANR function is to allow an eNB to automatically build up and maintain its neighbour relations. However, two kinds of relationship are in theory possible between neighbour eNBs. The first kind of relationship pertains to the fact that a handover is allowed between two cells of the neighbour eNBs, regardless of whether the handover is executed via X2 or S1. The second kind of relationship pertains to the fact that an X2 interface is established between the neighbour eNBs for advanced RRM purposes (to support X2 handovers and inter-cell interference management) 
As per spec today, four possible scenarios are in theory possible between two neighbour eNBs:

1. HO allowed between two cells of the eNBs; X2 established between the eNBs
2. HO allowed between two cells of the eNBs; X2 not established between the eNBs 
3. HO not allowed between two cells of the eNBs; X2 not established between the eNBs
4. HO not allowed between two cells of the eNBs; X2 established between the eNBs
We also observe that scenario 4., while allowed by the spec, may be infrequent (e.g. X2 interface exists between two eNBs only for interference management reasons).
2.2. Use of ANR Blacklist
When a new neighbour cell is detected by the ANR function, the eNB has to first check whether a handover is allowed towards the newly detected cell, before adding the new cell in its NL. Once the new cell is added in the NL the eNB needs to know whether an X2 interface can be established towards the cell’s parent eNB for advanced RRM purposes. This task is performed by the filtering mechanism shown in Figure 1 and it is based on the ANR blacklist provided by the O&M system. 

It is assumed that the O&M system should be able to selectively signal to the ANR function in the eNB that 
· A handover is not allowed toward a newly detected cell of a neighbour eNB.

· An X2 interface shall not be established towards the newly detected cell’s parent eNB, while still allowing the possibility to perform a handover via S1.
In essence, the O&M should be able to set constrains on the ANR function in order to cover scenario 2 and 3. listed above. However the ANR Blacklist is currently defined as follows [1]:

ANR Blacklist: List of cells to which the eNB shall neither establish nor keep a neighbour relation

From the current definition it is not very clear what is really meant by “the eNB shall neither establish nor keep a neighbour relation” with a cell in a neighbour eNB. There are three possible interpretations:
a) Handover is not allowed toward the cell in the neighbour eNB
b) X2 shall not be established towards the cell’s parent eNB
c) Combination of a) and b)
It is not clear how any of the above interpretations of the current ANR Blacklist definition can cover both scenarios 2. and 3. listed above. One possible solution would be to have two different blacklists. The first blacklist can be used by the O&M to prevent the eNB from triggering handovers towards a target cell. The second blacklist can be used by the O&M to prevent the eNB from establishing an X2 interface towards a target eNB.

Proposals: 
· Clarify that the term “neighbour relation” in the current ANR Blacklist definition pertains to the possibility of performing a handover between two neighbour cells (regardless of whether the handover is executed via X2 or S1)
· Define a second blacklist allowing the O&M to prevent the establishment of the X2 interface towards neighbour eNBs. The definition could be as follows:

ANR X2 Blacklist: List of neighbour eNBs to which the eNB shall neither establish nor keep an X2 interface
2.3. Use of ANR Whitelist
The agreed ANR function relies also on the concept of ANR Whitelist. In our understanding, the ANR Whitelist concept was introduced to allow the O&M “to force” some neighbour relations in the eNB, when the O&M has some a-priori knowledge or planning information available. This was deemed useful to speed the NL build-up in case of newly deployed eNBs and as safety mechanism in case the ANR function implementation is not fully trusted by the operator.
The ANR Whitelist is currently defined as follows:

ANR Whitelist: List of cells to which the eNB shall always establish and maintain a neighbour relation
Our understanding of the current definition is that the eNB should always include in its NL all cells indicated by the O&M in the ANR Whitelist. We also assume that the eNB should also establish an X2 interface towards the eNBs parenting the cells in the ANR Whitelist unless otherwise indicated by the O&M in the ANR X2 Blacklist. 
Clarification: the eNB should always include in its NL all cells indicated in the ANR Whitelist. The eNB should also establish an X2 interface towards the eNBs parenting the cells in the ANR Whitelist unless otherwise indicated by the O&M in the ANR X2 Blacklist.
3. Conclusion
RAN3 is proposed to discuss the document and respond to the LS from SA5. 
In order to speed up the work in SA5, the LS should also clarify the required interaction between eNB and O&M due to ANR purposes as shown in the Annex.
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Annex
Given the clarifications proposed in this document, Figure 2 shows a possible model of ANR function in the eNB and the required interaction between eNB and O&M due to ANR purposes. 

In particular, the interaction between eNB and O&M is as follows:

· Neighbour detection function in eNB is used to detect neighbour cells

· NLdetect set of neighbour detected cells

· eNB decides to add/remove Handover Relations from the NL 

· Needs to comply with the constraints set by the O&M via ANR WL/BL
· PHY and Global ID of cells added/removed from NL

· eNB decides to add/remove X2 Relations from the NL

· Needs to comply with the constraints set by the O&M via ANR X2 BL

· May need IP address lookup for target eNB/cell

· Address of target eNB/cell added/removed from NL

· eNB informs the O&M about NL updates

· NL report messages sent from eNB to O&M

· O&M may in turn update ANR WL, ANR BL and ANR X2 BL in the eNB
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Figure 2: Interaction between eNB and O&M due to ANR
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